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Summary

Measurement-Based Estimators are able to characteriaefldats, enabling improvements to

existing management techniques and access to previouplyssible management techniques.
It is the thesis of this dissertation that in addition to nmagkipractical adaptive management
schemes, measurement-based estimators can be practiual euirrent limitations of resource.

Examples of network management include the charactesisaficurrent utilisation for explicit
admission control and the configuration of a scheduler tadilink-capacity among competing
traffic classes. Without measurements, these managenufmiqees have relied upon the ac-
curate characterisation of traffic — without accurate teaffharacterisation, network resources
may be under or over utilised.

Embracing Measurement-Based Estimation in admissiorr@oMleasurement-Based Admis-
sion Control (MBAC) algorithms have allowed characteiimabf new traffic flows while adapt-

ing to changing flow requirements. However, there have besmyriMBAC algorithms proposed,
often with no clear differentiation between them. This hastivated the need for a realistic,
implementation-based comparison in order to identify aaldVBAC algorithm.

This dissertation reports on an implementation-based eoisyn of MBAC algorithms con-
ducted using a purpose built test environment. The use ahaiementation-based comparison
has allowed the MBAC algorithms to be tested under real@iiditions of traffic load and re-
alistic limitations on memory, computational resourced areasurements. Alongside this com-
parison is a decomposition of a group of MBAC algorithmsystrating the relationship among
MBAC algorithm components, as well as highlighting commtameents among different MBAC
algorithms.

The MBAC algorithm comparison reveals that, while no singligorithm is ideal, the specific
resource demands, such as computation overheads, cantidedlpanpact on the MBAC algo-
rithm’s performance. Further, due to the multiple timessadresent in both traffic and manage-
ment, the estimator of a robust MBAC algorithm must basestsre&ate on measurements made
over a wide range of timescales. Finally, a reliable estimatust account for the error resulting
from random properties of measurements.

Further identifying that the estimator components used BAZ algorithms need not be tied
to the admission control problem, one of the estimatorgy{oally constructed as part of an
MBAC algorithm) is used to continuously characterise reseuequirements for a number of
classes of traffic. Continuous characterisation of trafficether requiring similar or orthogonal
resources, leads to the construction and demonstrationetieork switch that is able to provide
differentiated service while being adaptive to the demaofdsach traffic class. The dynamic
allocation of resources is an approach unique to a measutdmsed technique that would not
be possible if resources were based upon static declasatfmequirement.
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Chapter 1

Introduction

This dissertation investigates two aspects of measurebss#d network management. Firstly,
it reports on a unique evaluation of Measurement-Based Asiom Control (MBAC) algorithms
using a purpose built test environment. Secondly, it oaflithe design and implementation of a

measurement-based scheme offering differentiated sepravision in a network switch.

Network management techniques have long been of interéisé toetworking research commu-
nity. The management of networks involves both the contralata flowing through a network
and maintaining the general well-being of the network. Aaraple of network management is

in maximising utilisation of the network while maintainisgrvice guarantees to network users.

This dissertation restricts itself to two network managetrtechniques. The first of these is a
study of a subset of admission control techniques. AdmisSantrol (AC) attempts to make best
use of the finite link-capacity across a network by admittngew flow of data into a network
if the new flow can be accommodated without impacting uporgtierantees made to existing
flows of data. The second network management technique pattitoning of transmission and

buffer resources among two or more classes of traffic usingnaneon transmission path.

Both of the network management techniques assessed ingh&tation are measurement-based.
This permits prior characterisation of the traffic that ismimal or incorrect without impacting

upon the performance of the ongoing characterisation dérikom measurements. The first of
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the two techniques is an investigation of MBAC algorithmscshkhallow the best utilisation of
network resources with minimal prior characterisation efwflows. However, there have been
many proposed MBAC algorithms. This has motivated the neecr implementation-based
comparison in order to identify an ideal MBAC algorithm.

The use of an evaluation environment based upon an expdahtest-rig allows a comprehen-
sive investigation into the performance and behaviour of #gbrithms. The use of this test
environment allows the AC algorithm to be placed under stigliconditions of traffic and net-
work, while being subject to realistic limits on memory, qoutational resource and access to

measurements.

Measurement-Based Estimators also allow new techniquesetavork management to be de-
rived. The division of resources, such as link-capacity reetwork management task required
when several differentiated classes of traffic must sha@aon link. A Measurement-Based
Estimator is able to compute the resource requirementsatf elass of traffic based upon mea-
surements of line utilisation alone. In addition to requiriminimal prior characterisation of
the traffic classes, a task that is not always possible foredoaffic types, a measurement-based
technique can adapt to changes in the requirements. Thisigndicant advantage over exist-
ing class differentiation systems that must either maka@icstommitment at the time they are

configured or offer no service differentiation at all.

The following section provides a more detailed motivationrheasurement-based management
of network resources.

Motivation

The motivation for the management of networks is two-foldsty, network resource is finite
and as such it must be shared among competing users. Fornaspa of this dissertation, the
principle resource of a network is the link-capacity betweetwork nodes. Network nodes are
both the endpoints of a network and the intermediate pladesvaof data may pass between.
However, link-capacity alone is not the only resource foickhmanagement schemes are pro-
posed in this dissertation. A transmission path, the linkvieen network nodes is a resource

with a finite capacity. The transmission path often has aifsigimmt cost associated with it. A



CHAPTER 1. INTRODUCTION 1.1. MOTIVATION

transatlantic cable or the Local Area Network (LAN) cablesusd a modern office each have
associated costs, both for the original installation amit$oongoing maintenance. Thus, for net-
work management, the first motivating task becomes the maatiman of utilisation of a network

resources thereby obtaining best value from the finite nessu

The second motivation for the management of networks is uipplg of a particular quality of
resource to a user. Network Quality of Service (QoS) may beaantee of a quantity of link-
capacity to a user, although this is not the only form of Qo&rgntee. Aside from resource QoS,
other guarantees may be that a network provides a relialbtegrent data-path between source
and destination. To provide this service the network mameae system commonly needs to
manage redundant paths as well as the mechanisms for detegrpath failure and recovery. A
further example of such network management is in the planofra network. The QoS in this
case may be that the network will grow (in capacity) suffitieiso as to continue to provide
its users with the resource they require. Clearly, netwodnagement may take a number of
different forms.

Network management depends upon the reliable predictiorewvork traffic, both current net-
work traffic, in order to determine current network alloceis, and predictions of future network
traffic so as to plan for future requirements. For almost awgnthe planning of capacity in
the principle network of the day, the telephone network, &bk to use predictable models
of traffic behaviour. However, the growth in networks camgidata has meant recent studies
(e.g. [Paxson95, Crovella97, Feldmann98b]) have reveahlgithe traffic of data networks and

telephone networks no longer follow reliable and easilyamstbod models of behaviour.

The models of network traffic have become complicated, ifgete and, in some cases, im-
possible to formulate. This predicament provides the natitva for the Measurement-Based
Management of network resources. Measurement of the gotimia link reveals the utilisation.
The utilisation characteristics of the traffic present oa link are revealed without a specific,
previous & priori) characterisation of the traffic being known. The measurgrderived char-
acteristics can then be used in place of a model of the trdffam objective of a network man-
agement scheme is to maximise utilisation, the scheme ngreaate new flows of data into a

common link. A model-driven scheme would compute the irdinal flow requirements and add
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new flows as the capacity allows. In contrast, a measurenrérgn scheme would measure the
aggregate utilisation and new flows could be admitted if capatill remained. This describes a
simple Measurement-Based Management scheme that mayee¢h®reed for a network traffic
to have ara priori model of characterisation for each flow.

Using measurements can remove the need for the complicatedncomplete models of net-
work traffic. Measurement-based schemes can be used whenedel was available. Modern
traffic has been typified as difficult to model, therefore, maments allow the management of

networks carrying modern, evolving traffic.

Measurements of link utilisation, while common, need notHeeonly input to a management
scheme. Measurement of other network parameters such peothebility of a buffer being full,

the ratio in which new flows are admitted into a network, thd tmend delay across a network,
or the variation in delay for packets transmitted throughngle buffer, are each examples of
parameters the measurement of which would provide impbirtaat to the appropriate manage-
ment scheme. That said, the majority of Measurement-Basmthlyement schemes studied in

this dissertation use measurements of line utilisatiompsti

In addition to characterising traffic, measurement-basadagement schemes are able to dy-
namically adapt to changes in resource requirements. Syéinaic allocation of resources is
simply not possible for environments where thgriori characterisation of network data will
result in static resource allocation. Measurement-bassource management will adapt alloca-

tions as flow requirements change. Such adaptation is utdécgueneasurement-based approach.

With networks such as the Interdatot, by default, offering any explicit QoS, the need for
networks to support service guarantees may be considerduatfdb However, the need for QoS
has not disappeared because the default behaviour of cormtenet services have no QoS

associated with them.

Network management continues to offer QoS, whether as ameaksonnection of desired capac-

ity (as in the telephone network), a bound on packet loss {gbtrbe expected in a multi-service

lWhereas an internet may be considered the interconnedtiovocor more networks, the Internet specifically
refers to the world-wide interconnection of networks oftthame.
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network), the uninterrupted connectivity of a redundarttvoek architecture, or a network the
demands of which are sufficiently easy to characterise so amke its growth tractable. As an
example, the Internet, a form of multi-service, does natie QoS of reliable end to end con-
nectivity. However, the network supplying the underlyimgrastructure on which the Internet
runs may specify the high reliability of uninterrupted cestivity between each network node.
Such a situation may be constructed for each of these exarnpl@oS and these form only a

small part of the many variations under which network prmnsnay be made.

The Internet is not QoS-less, and work by various Interreatdards groups has lead to two sig-
nificant approaches for the future provision of QoS in suctwoeks. The NTSERV proposal
[Braden97], offering per-flow guarantees through exphbdtnission control and resource reser-
vation, was the earlier of these although potential conipiend unwieldy per-router overheads
have made this approach less appealing. The alternativeSBRV [Nichols99], does not use
explicit admission control, and relies instead upon thesifecation of flows prior to entry into
the network. Each class of traffic, (consisting of one or nilaes) is supplied with a previously
agreed amount of resource. In this way service guaranteesade to each traffic class. Cur-
rently the DFFSERV approach is seen as more practical tham3erv. However, determining
the amount of resource that ought to be committed for eacds @étraffic continues to be an
ongoing challenge of the IBFSERV approach.

This section identifies that Measurement-Based Manageisiantapproach that is able to offer
significant improvements over non-measurement-baseditpobs, to operate with less informa-

tion and to offer new, adaptive, services not possible undmel-based management regimes.

Context

In this section the network architectures and technologgés/ant to this dissertation are dis-
cussed. An evolution in network technologies and architechas caused one resource man-
agement approach to be favored in place of another. Thisuoolis clear in the change of

management for multi-service networks.

Multi-service networks may be considered as ones that stipp@riety of network traffic types.

The network traffic types sharing a multi-service networkyrhave similar or disparate demands
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upon the network resources of link-capacity or multiplekaffer space. The modern Internet
can be considered a multi-service network — although fgitim provide differentiation in the
service offered, the Internet carries a great variety dfitréypes such as WWW traffic, audio-
broadcasts, email and IP telephony traffic.

The provisioning of QoS guarantees (such as a fixed linkaipar a particular packet-delay
constraint) had been considered a problem solved in the Pl TRBe telephone service, explicit
AC is used to ensure that a new telephone call is connecteatifoaly if all the resources it

requires are available. As such the telephone network i©d ggample of both explicit AC and

a connection-oriented network.

Success with the connection-oriented telephone servid@aamacknowledgement of the growing
importance of a generic multi-service network has led to dbesideration of Asynchronous
Transfer Mode (ATM) networks as a multi-service solutiorg(e[Leslie93], [McAuley90]). A
variety of reasons, including heavy-weight signallingtpomls, inflexible standards bodies and
ill-conceived decisions has meant that rather than beiadg aad-to-end, poor market penetration
sees a main role of ATM networks in the backbone networks ofesproviders. The failure of
ATM networks, in the face of datagram oriented networks agthe Internet, has meant that the
potential of explicit AC, and thus AC algorithms, has notiesalised. While ATM-based multi-
service networks will not be adopted, this does not imply &@ is not a suitable approach for a
given application. As is illustrated below AC may have a placthe Internet and, given the large
number of MBAC algorithms, a comparison is justified in ortiedetermine the similarities and

differences between these algorithms.

In contrast to ATM, the Internet protocols are based uponlfhfPostel81a] protocol, a data-
gram service for the datagram-oriented Internet networkil®\tonnection-oriented services are
available in the Internet, commonly supplied using the T@Rqzol [Postel81b] in combination
with IP (e.g. TCP/IP), this service does not have explicinas$ion control. The advantages
of offering QoS to data flows, even in the connectionlessete led to the Integrated Services
(INTSERV) proposals, commonly exampled by its implementation bysesin combination with
the RSVP [Braden97] signalling protocol. However, priratip for reasons of scalingNIT SERV

has not seen popular implementation and an alternative mdeeping with the connectionless
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Internet was proposed.

The differentiated services (BFSERV) proposal [Nichols99] offers an approach to QoS pro-
vision based upon a small number of traffic classes sharingnax®on link. The DFFSERV
approach has been designed for a datagram-oriented netavodpproach that assumes the class
to which each packet belongs is carried with the packet. @ans that a switch supporting
differentiated service support under theFESERvV model need only allocate its resources of
link-capacity and buffer-space among a small number ofrlgleiefined classes. However, the
disadvantage of the IBFSERV model is the difficulty of providing QoS. For alEFSERV system
that provides two distinct traffic classes, implementat®easy: a simple priority ordering will
ensure that the first class will receive the resource it meguivhile the second class receives
the remaining (left-over) resource. However, for allooatof resource for three or more classes
allocation becomes more complex. A common approach hastheestatic division of network
resource between competing traffic classes, however suap@oach results in the ineffective

use of those resources.

Precise resource allocation would require preeg&iori characterisation of the demands of a
class of traffic. A measurement-based approach need notehprieri characterisation of the
traffic, instead a measurement-based approach continuohistacterises traffic. Additionally,
continuous characterisation allows such an approach fwnesdynamically to changes in re-
source demand. It is in recognising the potential offered byeasurement-based approach to
differentiated service networks, such as-EBERV, that the proposal of Chapter 6 is made.

While a network-wide NTSERV approach is no longer considered realistic, hybrid apgreac
that use attractive aspects of boNTBERV and DFFSERV have been entertained (e.g.
[Bernet98]). In such an environment the RSVP-based AC phaeewill lend itself to improve-

ments using MBAC algorithms.

Contribution

This dissertation investigates two examples of measuretresed network management thereby
illustrating the application of Measurement-Based Estorsato network resource control. The

contribution made to the application of such estimators ehwmork resource control is sum-
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marised as follows:

e Inorder to provide realistic evaluation of measuremersesbmanagement, a purpose-built

test environment is constructed.

e A comparison of MBAC algorithms is conducted by decomposiach using two different
taxonomies. Firstly, that of estimator and admission golieconstructing each algorithm
into these two components allows identification of commoah @nique elements. A sec-
ond taxonomy recognises MBAC algorithms that take into antdéhe random-variable

nature of measurements.

e A unique, implementation-based comparison of MBAC aldponis is conducted using the
evaluation environment. This evaluation is intended taidy an ideal MBAC algorithm
or, failing this, to identify desirable qualities in each M8 algorithm.

e An estimator is incorporated into a switch, providing diéfetiated service support for
network services sharing a common data path. The use of anagést also means the
differentiated service support is adaptive to changing fleguirements. A report is made
on an implementation of the switch supporting differemthservices.

The test-environment incorporates implementation of gorghm controlling real traffic going
through an actual switch. Any complexity in the implemeistatof this approach is compen-
sated for by the removal of the error that can occur with a &tan. Through the use of a
flexible traffic source able to generate both deterministierses and those of real traffic, any
MBAC algorithm is subject to the characteristics of reaffica Using an actual implementation
further limits any MBAC algorithm to actual measurementajadhereby eliminating a common
approximation error that occurs in simulation. In a simiglat measurements of such properties
as utilisation are not bound by limits in transfer capaatytransfer rate between estimator and
measurer. An implementation-based study removes thiswmdenl access to information and

thus limits it as a source of error.

Providing a realistic comparison, an implementation-dassessment places each MBAC algo-
rithm under limitations of memory, computation, and acdessieasurements. The exact mem-

ory, measurement and computation requirements also mrarndhdditional point of comparison

8
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between the MBAC algorithms. Access to limited computatgaexpected to cause MBAC al-
gorithm behaviour to vary from what is intended. In casesnefagorithms need substantially

more computation time than is available, certain MBAC allipons are expected to fail outright.

Aside from AC, another approach to network resource managéims to perform class-based
differentiation. The approach reported in this disseptappresumes the classification of traffic
into classes, with each class obtaining different resogtcirhe previous section notes that the
DIFFSERV network architecture takes this approach. Using an estimatcompute resource
requirements for buffer capacity and buffer service rate, tariable demands of such a differ-
entiated service architecture may be implemented. An ggjai® estimator can compute the
instantaneous resource demands and also adapt to charthesendemands. A network node
offering such estimator-controlled differentiated seevis thus able to adapt to unknown and
changing requirements. Although the approaches preséetedare intended to work for a vari-

ety of traffic classes, neither of them is a complete answtrddalifferentiated service problem.

Outline
The rest of this dissertation is organised as follows.

Chapter 2 provides fundamental background material to tkaurement-Based Management
approach. This material includes a review of the evolutibnetwork traffic and descriptions
of the network traffic used as part of this study. The matdtigher discusses a selection of
approaches used in the management and control of netwodkgharuse of measurements as
part of a control process.

The test environment is introduced in Chapter 3. The desghcanstruction of the test envi-
ronment, a description of the environment’s operation, ancvaluation of the environments

operation, error margins, and performance limitationsraported in this chapter.

Chapter 4 presents a number of different MBAC algorithmgjngpthe fundamental premise
upon which each is based, and comparing their algorithnetstre. This chapter further decom-

poses each algorithm into policy and estimator allowinghfeir comparison and contrast.

Results of an experiment based comparison of MBAC algostlane presented in Chapter 5.
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Following results of a comparison of MBAC algorithm perfancte, the interaction between an
MBAC algorithm and timescales is studied along with theratdon between MBAC algorithm

and implementation overheads.

Chapter 6 explains the need for a network elerhtimt is able to support differentiated services.
To this end, this chapter describes a switch-based impl&tien that uses an Measurement-
Based Estimator to adapt to current flow demands while oifesiuch a differentiated service.

Experimental results are presented further supportirgyapproach.

Chapter 7 provides a summary of the results of this dissent@nd offers directions for future
work. Concluding remarks note that this dissertation pesi workable implementations of
measurement-based management schemes. Additionallgptitduding remarks restate how
this dissertation has illustrated the application of measent-based management schemes to a

task not possible with traditional priori characterisation.

2In this context the network element is a switch, a networkawbeing used for the implementation of Chapter 6.
However, the network element need not specifically be a bwitanipulating data flows based updata-linklayer

information, but may be a router: manipulating data flowsanetworklayer.
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Chapter 2

Background

This chapter provides fundamental background informatiotihhe study of measurement-based
management techniques. Section 2.1 starts with an oveofi¢gie evolution of network traffic
including an introduction to core definitions of traffic pexies. Section 2.2 presents the traffic
sources used in this dissertation; justification of thect&la of each traffic type is given along-
side its description. Section 2.3 discusses a selectiopgbaches used in the management and
control of networks. The subjects of Admission Control (A@Mk-bandwidth scheduling and
active buffer control are each core topics to this dissiematzach of these topics receives study
in greater detail as part of Section 2.3. Section 2.4 diszudse use of measurements as part of
a control process — this topic is central to the comparisoMBRAC algorithms in Chapters 4
and 5, and to the measurement-based mechanism proposedpteCé.

Network Traffic

This section explores the evolution of network traffic antiwwek traffic characterisation. The
management and control of networks depends upon being algempute a service demand.
To use resources of link capacity and switch buffering effety the demands of capacity and
buffering need to be known quantities around which an appatgnetwork may be engineered.
As network traffic has developed, its characteristics,udiig the demand it would place upon

the network, have changed. The development of networkdraffd the methods used to char-

11
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acterise it are charted through this section. Section Zammences with traffic characterised
using a link/source model. Following this, Section 2.1.8gants the network level model: an
improved approach for capturing network characteristioshsas elastic traffic flows. Finally,

Section 2.1.3 introduces several approaches that atteomgtecomprehensive characterisation of

network traffic, through such approaches as behaviourakmsahd fixed-point approximation.

2.1.1 Source Modelling

The source model evolved as part of the link/source modelpanoach to resource management.
In link/source modelling, a network provider uses a modehef source requirements, e.g. the
effective bandwidtlef the source, and a model of the transmission link, e.g.-¢iapacity and,

if applicable, link buffering, to dimension a network. Anample of application of link/source
modelling is the POTS. Inthe POTS, a point-to-point teleghcircuit requires 64 kbps of capac-
ity for a constant rate source of trafficlf a telecommunications provider has capacity for a 64
kbps channel between two endpoints then the phone cirauibeaonnected. It does not matter
if the phone circuit runs on a pair of wires with only the capaof one 64 kbps channel or a
fibre optics pathway with the capacity of many thousands dk channels. If the capacity for
one channel is available from end to end the new circuit caaclsepted. The source model for
such telephone traffic is simple: a 64 kbps constant bit @GBR) source, this characterisation

sees common use in the current telephone network (e.g. @&ydHallsall96]).

A voice telephone conversation does not need to be repesbanta 64 kbps CBR source. Speech
can be considered as a variable data-rate source made Uk-sptats and periods of silence —
speech represented in this way is an ON-OFF source. Prewiots(e.g. [Jaffe64, Brady68,
Minoli79]) has shown that the ON-OFF source model of speeal be trivially represented as
a 2-state ON-OFF Markov model.

Figure 2.1 illustrates a 2-state ON-OFF Markov model foceoiFrom [Brady69] and [Habib92]
the mean periods for the talk and silence periods were dikagé50 ms and 352 ms respectively.
Clearly, if a voice conversation is compressed to removeptreds of silence, less data needs
to be transmitted between the endpoints.

1A 64 kbps channel of data carries one digitised telephonesrsation.

12
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M= mean spurt length
N = mean silence period
@ Talk spurt

Figure 2.1: Markov 2-state ON-OFF generator for voice.

Compressed voice requires less network resource than yressed voice. A network provider
can use this to maximise the utilisation of shared netwoskueces, such as the fibre pathway
carrying many thousands of voice connections. A fibre chianray carry more connections
using compressed rather than uncompressed data. In theftesiEe data, the improvement
may be as much as a third more connections. Figure 2.2 giiestthe gain that may be made if
sources can be statistically multiplexed. In this figurepbak requirements of the multiplexed
source (A mux B) is significantly lower than the addition oétpeak requirements of the two
sources (A + B).

Utilisation

Utilisation

Time
Utilisation

""" L

Figure 2.2: Gain from statistical multiplexing.
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However, using compressed voice, the network provider ngdohas a CBR source but a VBR
source. The VBR voice model has three parameters rathetttieaone of CBR. For voice, the
model is described using the mean talk period, the mearcsilperiod, and the rate at which data
is transmitted when the modeltislking or ON. More commonly, these values are represented as
the mean burst size: the mean talk period, the peak bit fagerate at which data is transmitted
when the model is ON, and the sustained bit rate: which mayb®pated from the mean burst
size and the mean silence period. As an example, the 64 klips tvaffic, if compressed, still
has a peak rate of 64 kbps but a sustained rate of approxing8ddbps and a mean burst length
of about 2.9 Kbytes.

The difficulty for the network provider becomes computimigat is the resource required by this
traffic? If a small quantity of lost data is acceptable, and the qtyanfiloss is computable, a
network provider may conclude that the benefits of gettingeeftows into a channel out weigh

the impact of packet loss.

Traffic that may be represented as a Markov model such as #tat@-ON-OFF used here is
attractive as such models are mathematically tractableaar@hsiderable body of knowledge
has evolved around their use. Using the VBR descriptionsaffi¢ (peak rate, sustained rate,
and mean burst size) proposals (e.g. [Guérin91, Buff¢®2ble a link to be dimensioned for
a given number of VBR traffic sources. Such approaches will e long as the traffic sources

may be represented using Markov models.

Long before silence suppression was an available compresschnique, Markovian models
were used to describe other aspects of the telephone netWwhekduration of a telephone call
and the time between consecutive calls were presented @e2&N-OFF Markov models by
[Erlang17] and [Molina27]. Using these models, networkvilers have been able to make
the best use of telephone resources while providing a caaibfmitevel of service to customers.
The QoS a customer received was not measured as the chanatadbst in multiplexers but
as the probability a new connection would be blocked — unablee completed and the caller
receiving a busy tone. The seminal work of [Erlang17] ilfaged how the probability of blocking
may be computed for a given combination of resource and dém@nce again, the link/model

approach to the dimensioning of networks relies upon ttdetenodels of demand, in this case

14
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the Markovian models to describe the properties of telephuatls.

However, telephone use has evolved along with the evolutidechnology connected to the
telephone networks. [Bolotin97] reported that the modetgopsed and used successfully for
decades are no longer valid when applied to telephone nk$wanen a percentage of the tele-

phone calls carry computer data or facsimile transmissi@ter than voice calls.

Results reported in [Bolotin94] and [Bolotin97] revealbdttthe distribution of call duration has
changed from an exponential decay to a decay with a heavyTthis implies that, rather than
following an exponential decay, flow-lifetimes are bettepnesented by log-normal or Pareto
distributions where, for a given mean, the variance tendsaids infinity.

Results reported in [Bolotin97] concluded that one causeliange in behaviour is the rise in
calls made to Internet Service Providers (ISPs). Exanonatof ISP dial-up lines has supported
this notion. In [VicariO0] results from trace data of a setWfiversity dial-in lines are examined.

Their work supports the observations of [Bolotin97] documireg how ISP call characteristics

differ significantly from the voice-only telephone netwolkterestingly, in a packet-based net-
work such as the Internet, models of the traffic once assumbd Markovian are now also best
represented by heavy tail distributions [Paxson95, Cta9&| Feldmann98b].

Examples of VBR traffic that may be characterised by heauydiatributions include video
([Garrett94]), Local Area Network (LAN) traffic ([Leland9% and WWW transactions carried
over TCP/IP (e.g. [Crovella97]). The reason that the heaiydistribution more accurately
characterises Internet traffic (or the duration of telephoalls) is because each of these sources,
when multiplexed together, exhibit the properties of satfilarity and tend towards LRD.

Figure 2.3 illustrates how Poissband LRD traffic differs when examined over different time-
scales. Traffic with a Poisson distribution fluctuates inyomhe timescale and, hence, has a
guantifiable variance but LRD traffic does not have one sitigiescale over which its variance
can be quantified.

The expressions self-similar and LRD are used more-oridseschangeably in much of the cur-
rent networking literature although there is a strict diffiece in definitions. Any traffic source

2An example Poisson distribution is the exponential functientral to the 2-state ON-OFF Markovian model.
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Figure 2.3: Poisson and Long-range Dependent Traffic oner ti

exhibits LRD if it exhibits significant correlations acraadbitrarily large timescales. A strict def-
inition of an LRD source is one that has a non-summable autelation function. The simplest
sources exhibiting LRD are self-similar processes whiehsmecifically characterised by hyper-
bolically decaying autocorrelation functions. This wi# bkepresented by the 2nd-order moment;

variance, tending towards infinity.

While self-similar traffic models possess LRD propertieR[Lspecifies a category of sources.
Processes that are self-similar and those that are asyiogitptself-similar are attractive to use
as models of traffic with LRD characteristics because thg{@mge dependence can be char-
acterised using a single parametérthe Hurst variable. As a result, self-similar traffic mazlel
are the most common way of creating sources with LRD behawiduch has led to the two

expressions being used interchangeably.

Despite considerable experimental data demonstrating, tiREproperty was difficult to explain
due to a lack of physical rationale. Systems that generai2 aBservations do not have an intu-
itive mechanism for transmitting state-information overylong timescales. This phenomena
was well documented for natural systems: e.g. the level @iNhe river at each of its dams,
a process where thmemorymaintaining the state information about past behaviousarsl tio

imagine.
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The Nile is not mentioned arbitrarily as a natural systemileiihg LRD. Following a study of
the Nile dams, Hurst [Hurst51] documented techniques tabdish whether a system was self-
similar, thereby computing its Hurst parametér The technique he documented was used suc-
cessfully to show that Ethernet traffic also possess seditani properties in [Leland94]. Up until
this work, the networking community had commonly used Rwigdistributions and Markovian

models.

Following the publication of this finding, [Paxson95] refamt that WAN traffic may, in some
cases, be modelled by Markovian models. But a number of #es$r analysed did exhibit
self-similarity. These conclusions were further confirmedFeldmann98b] who reported an
analyses of WAN traces. Following an examination of WWW $fens logged from specially
configured web-clients, it was reported in [Crovella97]tthANVW traffic also exhibited self-
similar behaviour. This final paper also attempted to exptae behaviour, reasoning that the
observed characteristics were the result of the underlglisigibution of transfer sizes combined
with caching effects, thaser procesga users reading and thinking time), and the multiplexing

of many such transfers onto a LAN.

In addition to characterising traffic as heavy-tailed, LRDself-similar, other approaches have
been taken to best characterise the traffic in order to ciatable models for the link/source
approach. Multi-fractal analysis is a technique first idtroed by Mandelbrot in the context of
turbulence (e.g. [Mandelbrot74]) but has been adopted mdgntly into traffic analysis. A
multi-fractal analysis was reported in [Riedi97] of traaddnternet traffic, and this work was
extended in [Riedi98] to create a framework that supportedtiracale modelling of network

traffic.

The analysis reported in [Feldmann98a] noted that WAN trathin differ significantly from LAN
traffic. The authors postulate that while LAN traffic is mofraetal: exhibiting self-similarity,
scaling behaviour, WAN traffic (ATM carriage of TCP/IP Intet traffic) exhibits a more com-
plex scaling behaviour. They further postulate that thisadweour is best represented as a multi-
fractal process. [Feldmann98a] then showed how cascadésatal) processes can be used to
recreate the behaviour of WAN and LAN traffic.

Self-similarity is not a property unique to Internet traffcnumber of previous studies, notably
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[Garrett94] reported the presence of self-similarity inRBideo traffic. Interestingly, [Ryu96]
reported in studies of VBR video traffic carried via ATM, thie loss-rates are not adversely af-
fected by the self-similarity properties and that Markewviaodels are sufficient for performance
analysis. This conclusion was drawn by showing that shkesrtvttraffic correlations had a more

significant effect on buffer behaviour for VBR video traffltan the effects of self-similarity.

Corroborating the findings of [Ryu96], [Grossglauser96dpgmses the existence of an event-
horizon beyond which the self-similar characteristicsraffic will not impact upon that time-
scale. An example is the timescale determined by the beffer-of the system — properties of

traffic self-similar at timescales beyond this will havéléiimpact at this timescale.

Clearly, the models of network traffic must develop as thei inaturing of analysis techniques
and evolution of the network traffic itself. For traffic withare-complicated, less-tractable prop-
erties, the source model does not offer a network providarameans of establishing an answer
to the earlier questiomwhat is the resource required by this trafficommon source models,
whether Markovian or the heavy tailed Pareto, require aesfduthe sustained rate of that traffic
flow. If a network provider is to provision resource, a newwatk user must be able to supply
this value. While a sustained (mean) value may be computed fecorded traffic, predicting
such a value is not plausible for many traffic sources. The \WBfeo data cannot be charac-
terised until the traffic is generated and measured. For pigm priori characterisation is not
possible if the data is generated using a camera viewinggwereal-time. The computation of
a mean burst size is similarly fraught with difficulty.

Further problems arise in a multi-hop network where the dpson of traffic on entry to the
network may be accurate but the actions of multiplexing asmultiplexing as the traffic passes
through several switches (or routers) may not be desiredunderstood. If the source gets
smoother as it passes through each switch #féactive bandwidtibbased upora priori decla-
rations will be overly pessimistic. Additionally, [Cros®y] showed that burst-compression is a
common phenomenon in multi-hop networks, making trafficeasingly bursty and therefore
more demanding on network resources. Such experiencesfudthws into doubt the usefulness
of traditional traffic models for the accurate descriptidraay more information than a flow's

peak data rate.
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Given the difficulty in applying a source model to satisfaityocharacterise evolving traffic or
to accurately characterise the elastic traffic carriedufgtothe Internet, an approach called the

network model has arisen.

Network Modelling

Instead of a link/source model, what was needed was a maateddlld incorporate the adapta-
tions a source may make interacting with a network. The matiat the link/source model is not
suitable for characterising elastic traffic, such as a TER&twork, was supported in [Veres00].
Further, [Arvidsson99] illustrated the significant diféeice between the link/source modelling
approach and simulations of the behaviour of adaptive ¢rafiy explicitly incorporating the

effects of the closed-loop into the model, traffic generatetthis manner will more preciously

replicate the adaptive nature of traffic sources, such asethising TCP/IP that rely upon feed-

back from the network in the modification of their behaviour.

The link/source model approach may suit traffic sources dioanhot interact with or adapt to
the current network’s behaviour. However this open-looprapch disregards one of the ma-
jor properties of some current traffic, e.g. TCP traffic in theernet. The majority of Internet
traffic is fundamentally adaptive in nature under the cdntfothe TCP protocol £ 80% in
1985 [NLANR95], others use a similar figure [Hori98] ). With adaptive protocol such as TCP,
the source behaviour cannot be disconnected from the nletvamfiguration (e.g. buffer man-
agement, network routing, or packet-scheduling) becawesprbtocol interacts with the network.
If the network configuration changes, so do the observatdmetwork behaviour. As a result,

any link/source model constructed may be valid for only the observed configuration.

Further complicating this, in [Veres00] it was proposed tha TCP mechanism for congestion
control is fundamentally chaotic in nature. This premiseansethat TCP-based networks will
exhibit extreme sensitivity to initial conditions, unpreidble behaviour and odd periodicity.

Network-level models of the TCP process have been offereselgral authors. Such a model
must account for the fundamental operation of TCP, andicieases the complexity of the mod-
els enormously. A model was presented in [Mathis97] aftahaing the macroscopic behaviour

of TCP under light and moderate loss. The model construcaadiles selective acknowledge-
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ments, a relatively recent addition to the commonly impleted TCP. Using such parameters
as RTT, the MSS and the loss across the network, the paperdsenped a fixed-point formula
approximating theffective bandwidth

[Padhye98] also reports on a behavioural model relatiregéffe throughput and loss, taking par-
ticular note of the impact the timeout mechanism has on pedace. The authors of [Padhye98]
validated the network model against a wide range of platsosmd TCP implementations. Build-
ing upon the work in [Padhye98], a network-model that cotreg@s upon short TCP connections
was presented in [Cardwell00]. Starting with the assunmgtiat TCP flows (such as those carry-
ing the WWW) are short-lived this paper developed modelppraximate the lifetime of short

flows.

The network models of [Mathis97, Padhye98, Cardwell00] mbeysed in the development of
TCP-friendly protocols to co-exist in the Internet (e.g.ojt98, Padhye99, Floyd99]). How-
ever, each network model makes fundamental assumptiohghind CP congestion control is
behaving in a periodic/predictable fashion. [Arvidsson®®posed that this is in contradiction
with the measurements and simulations of TCP traffic, andlsioa resolution in a model that
attempts to be network-wide yet achieves the same behaasdte source models. A fundamen-
tal idea incorporated into the work of [Arvidsson99] is tlkeabperating TCP congestion control

processes will together form a deterministic, albeit cltastystem.

The TCP protocol is not the sole adaptive protocol in therhde A number of adaptive services
are built upon the UDP protocol [Postel80] which offers aag@am service and reliable and

adaptive transport mechanisms can be built upon it.

One of the few works on the use of wide-area UDP-based traffidori98], co-incidently, also
one of the few works looking at traffic resulting from an MP3Jauserver/client system (e.g.
[Pan93]). MP3 is not limited to using UDP, and while netwodkkfore indicates a common
use of TCP by MP3 clients (to ensure some level of transpamectivity across the Internet),
this may be disputed by another major investigation of aweditiic in the Internet [Mena0Q].
The work reported in [Hori98] is based upon the assumptiah tHDP is the principle carrier of

real-time traffic, an assumption supported by [Mena00].
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Fixed-Point and Behavioural Network Modelling

The previous sections on link/source and network modelsen@éar that not only is traffic
modelling an incomplete task but that it also involves thptage of complex, ill-understood
behaviour. An alternative to computing the resource resqnents of a particular traffic flow
is to compute the behaviour of the total network by considgit to be in steady-state. If the
network is assumed to be in steady-state and the networlegrep are assumed to be indepen-
dent between links of the network, a fixed-point approacltossible. Such an approach allows
the construction of an equation that can supply approxonatof the network properties. This
technique has been used by [Ross95] in circuit switched otégme.g. POTS) to determine
properties such as the blocking probabilities of new coharettempts and the utilisation of
links.

The example of fixed-point analysis is put forward in [Gibb@d], examining a DFFSERV net-
work offering QoS. The fixed-point analysis may be considdrased upon a meta-network
model, built upon underlying network and connection modelhe fixed-point analysis re-
ported in [Gibbens00] used TCP network models drawn fromkweported in [Mathis97] and
[Padhye98].

The TCP models of [Mathis97] and [Padhye98] are combined Wié description of a buffer
implementing strict priority-based class queueing and aehof thethinning effect whereby
traffic flow from one endpoint to another is reduced, due tg,las it passes through successive
buffers. These network models are then combined with a adimmemodel constructed using
measured values for the means of flows per class and per angadh of the network endpoints,
and a Poisson distribution for flow arrivals. The approachkQbbens00] was able to illustrate
that fixed-point modelling can provide a reliable predintf the operating point of TCP net-
works by incorporating RTTs, end to end loss, and the numbaser sessions. However, the
fixed-point model is valid only if there is no significant tiiafcorrelation between sources across
the network. The example used in [Gibbens00] is a well-cotatenetwork and the authors
noted that this assumption is valid in such a network whetificraggregation may be treated as
Markovian.

Interestingly, it is precisely this Markovian assumptibatthas been challenged (e.g. [Leland94],
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[Paxson95].) Despite this, [Gibbens00] illustrated theg inethod produces acceptable results
depending not specifically upon the model but upon the mearacteristics independent of the
distribution itself. The authors noted the infancy of thpgpeoach for TCP-based networks and
state the importance of a thorough validation of their work.

An alternative to fixed-point analysis is the approach sstggein [ErramilliO0], the phenomeno-
logical model. Phenomenological models capturing theaatéons between network state and
traffic flows can evolve from the work on link/source modelswéver, such ideas may be un-
derestimating the role that the network user plays in a néf&behaviour — many users would
not keep trying to retrieve a WWW document if the speed ofdfanwas unusually slow. This
sort of behaviour, as well the default actions of novice sigasing browser default pages), the
manner in which experienced users may retrieve many doctsvsémultaneously if network
loads are light, and the causes of diurnal patterns as wiiea®action of users to these patterns
each constitute aspects that current traffic models do tenicit However, [VicariOO] has done
some work on the change in behaviour of TCP as network spesnirpaoved.

However, in common analysis techniques such as tracerdawmalysis it may be difficult or
impossible to separate the role of protocol and the role ef.usside from recognising diurnal
characteristics in traffic studies, each of the works diseddn the previous sections does not
account for the impact that user behaviour, driven by theliaek of network behaviour, has
upon the network behaviour. Clearly, the field of such ussgrdvioural models of traffic is noted
here as one with significant potential contribution as péthe entire effort to model adaptive

traffic such as TCP in particular and network traffic in gehera

Traffic Used in this Study

Following the previous section illustrating the varieduratof network traffic, this section pre-
sents the various traffic types used in this dissertationoBjactive in the selection of traffic has
been to provide a representative sample of traffic that masritieipated in the environments
tested in Chapters 5 and 6.

Several types of sources are discussed in this sectiortlylFaset of sources based upon deter-

ministic models whose characteristics are both easily kitad and well understood, a Marko-
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vian source model and a Pareto source model. Within thispgodumodel-based sources are
those representing the carriage of voice data, represastémdth a CBR source and a silence-
compressed source based upon a Markov model. The secorzkdgpe is the result of the
carriage of video stream data and represents a real-wotldonle application. Against both of
these controlled-load sources, neither of which is adepttivnetwork conditions, are several

sources based upon Internet traffic behaviour.

Three Internet traffic sources are used in this study. Theifirbased upon traffic of a LAN
environment, while the second reflects characteristicsaffi¢ seen in the WAN environment.
The final Internet source represents WWW transactions anchiigue in that it is an elastic
(adaptive) traffic source.

TP10S1 — 2-state ON-OFF Markov model

A deterministic source model is used both to make compasiswith theoretical results and
to test predicated values for the AC algorithms. A sourceedagoon a Markov model makes
possible direct comparison between the experimentaltseant! those gained from an AC reliant
on purely deterministic traffic. In this way the theoreticasults can be verified in a practical
implementation.

TP10S1, is a 2-state ON-OFF Markov source, which emits apdak rate when on. Using a
peak rate of 10 Mbps, and a sustained rate of 1 Mbps, this adwas a mean burst size of 25

packets (1325 octets). The Markov model generator is repted in Figure 2.4.

No packets emitted X ~U(0,1]
1,2 !
A = -log(X;) M
W A M= -log(X;) N
M= mean burst length
(derived from the mean packet-burst size)
@ JI_IIIIIII_IIII_IIL, N = mean time between packet bursts
Packets emitted (derived fromM and the mean rate)

at the peak rate

Figure 2.4: Markov 2-state ON-OFF generator.
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The behaviour of traffic from the source is based around thi@umly distributed random vari-
able, X, and the traffic properties of the peak rate, sustained natienaean burst size. The
variableX in turn, is based on a uniform pseudo-random number generas$a result, several
traffic generators can have identical traffic propertiesesdlprate, sustained rate and mean burst
size yet, through the use of different seeds to the pseuddera number generator, the genera-
tors will create a stream of packets that will differ over &imm the packet level characteristics of

burst length and inter-burst spacing.

2.2.2 PP10S1 — 2-state ON-OFF Pareto model

PP10S1 is a 2-state ON-OFF source with the same peak-rat@jred-rate and mean-burst-
length as TP10S1. It differs with the distributions for duength and inter-burst period taken
from a Pareto distribution with a shape of 1.5. Previousistite.g. [Willinger95, Crovella97])

have noted that the aggregation of such a source produégstinat exhibits self-similarity.

2.2.3 VP645S64 — \Voice channel uncompressed

Representing a standard voice channel, this source is coafido send one 48 byte packet per
burst at a constant rate, creating a CBR stream of data atst kb

2.2.4 VP64523 — \Voice channel with compression

While less common in current end-to-end applications, &@iempression, often of the form of
silence-suppression, is often used by inter-contineiataiars of voice traffic or in the carriage of
voice over the Internet. Compressed voice traffic is reprieskewith a 2-state ON-OFF Markov
model. Like TP10S1 and PP10S1, this model transmits at damnpeak-rate while in the ON
state and does not generate traffic in the OFF state. Theni@bliand OFF states is independent
and exponentially distributed. The peak-rate is 64 kbps sistained rate is22.48 kbps and
the mean-burst length 23068 or about 60 packets (1325 octets in length). Thesesate
derived from ON and OFF times of 352 ms and 650 ms from [Bradi#&®hib92].

2.2.5 VP25S54 — Video data stream

The traffic representing a video data stream has been crizatadeal video data.
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VP25S4 is a controlled-load source used in this study toessgnt real-world, rather than deter-
ministic, traffic based upon video data. This source repisse carriage of video stream data
in packets within a stream with a pre-defined peak-rate agust-rate and both maximum and
mean burst-sizes. The video source is created from a datofiaining a sequence of integers.
Each integer denotes the number of bits that results froraradrof the video compressed using
MPEG 1 [Le Gall91].

The conversion of video data into a stream involves the asiwme of large, periodic sets of data
(each representing a video frame) into a variable numbeaokgts. A number of approaches

may be taken by a video codec. Several approaches are revieve.

One method would be to convert the whole frame into a largekolaf packets and to then
transmit these packets at the peak-rate for the conne@iach a method has the advantage that
the peak-rate can be specified. Figure 2.5 (a) gives a prdftleedoytes per second that might
occur in this encoding system. However, this method is nogfsatory. The main problem is

that associated with packet burst sizes.

For a frame consisting of 75,000 bytés, conversion of this data into packets would create a
single burst of 1,563 packets in length. A typical switch neayry buffers sized to cope with
such a large burst from one source but not enough to cope téthmultiplex of many such
sources. In the experiments of Chapter 5 the buffer was 5tReps in length, and while the
burst may be at only a percentage of the total link bandwidtthy a few connections of this
type of traffic would quickly overflow the buffering capacity a switch causing high loss in the

encoded frames.

A second approach is to space the transmission of the pagketh burst out over the entire
duration of each frame. Figure 2.5 (b) gives a profile of thiebyer second that might occur in
this encoding system. This technique is commonly used whatiching the output of a bursty
device to a low bandwidth transmission path. It can be sesmthile this would make the traffic
more specific it requires significant buffer capacity at srartter and receiver to space out the

transmission and to reconstruct the frame as it is received.

3The value of 75,000 bytes is not an arbitrary selection, thésmean frame size of one of the video sequences

used in this study.

25



2.2.6

2.2. TRAFFIC USED IN THIS STUDY CHAPTER 2. BACKGROUND

The final technique presented here would be to transmit tadrusing a fixed number of
pieces per frame. This system of dividing a frame into piemesurs in commercially avail-
able codecs (e.g. [NRL96]). The traffic is bundled into pgaealledslices with each slice
corresponding to a region or Group-of-Blocks in the MPEGiegdtandard. Each slice includes
an AAL5 [CCITT90a, CCITT90b] wrapper so each slice can bagnaitted in a manner that
allows error detection. The name, slice, is derived becaash is a horizontal region of the
original image. A slice technique is used in image transimisbecause it reduces the latency
with which an image can be reconstructed; slices of the incagebe reconstructed as each is re-
ceived. Thus, the compression/decompression procesgcan pipelined with the transmission

of an image frame.

In addition to being a common commercial technique, slitlesvaspecification of the peak-rate
for transmission of the blocks. Figure 2.5 (c) gives a pradiiehe bytes per second that might
occur in this encoding system. This final method is the tegmiused in this study for video

streams into traffic sources.

The analysis of an MPEG encoding of the Star Wars movie redant[Garrett93] and [Garrett94],
illustrated how the encoded data possessed many of therpespef LRD traffic such as self-
similarity. Garrett made the encoding of the video avagadnhd, as a result, a wide number of
studies have been conducted based upon traffic derived frendata stream. The VP25S4 has
been created using the Star Wars traffic. The traffic is usewmnopute the size of each AAL5
encapsulated video slice and each video slice is transiratt@ peak-rate (approximately 25
Mbps) sufficient to ensure 30 frames per second (fps) treswsom rate. A frame rate of 30 fps

results in a sustained data transmission rate of approgignatMbps.

RP10S1 — Internet LAN traffic

RP10S1 represents IP traffic recorded from a LAN. This traffig consists of a combination
of TCP/IP sources carrying flows such as WWW transactionsPIP® sources carrying NFS
traffic and an assortment of background flows such as timspoband name-server protocol.
This source of traffic represents the network activity foum¢he internal, intranet, networks of
an organisation. Comparison revealed good correlatiowdxst the properties of this source,

the traffic recorded on local-area academic networks andr#fgc recorded in various of the
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One Frame Time

/—\/\/\
Utilisation
(a)
_ Time
Frame data transmitted in one block at the peak-rate
Utilisation
(b) . i
| I | [ | Time
Frame data transmitted in cells spaced evenly over each frame time
Utilisation
(©)
Time

Frame data transmitted with fixed number of slices per frame and variable burst size

Figure 2.5: Methods for encoding frames into packets.
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traces held at the Internet traffic repository [ACM99], sashthe original Ethernet traces used
in Willinger [Willinger95].

The source, RP10S1, is captured as a set of packet tracese iMhiadaptive nature of elastic
IP traffic is not represented in a static trace of traffic, ttaistical nature of the original traffic
is captured. The statistical nature of the traffic such adgritexactions between one flow and
another and the subsequent effects on flows inside such aegadg are each captured in a static-
trace. Such traces have been used previously to good effesn the replication the statistical

characteristics, such as scaling over multiple time-s;adedesirable [Vicari97, Crovella97].

The source has a peak rate and is intended to emulate swit€hbtbps connections flowing
over a campus-wide backbone network. The source exhibitstaiged rate of approximately

1 Mbps over the period represented in the trace.

EP6S480k — Internet WAN traffic

Representing a stream of IP traffic as would be found conmgdiites across a wide-area net-
work, the Internet traffic trace EP6S480k consists largély wace of WWW transactions along
with supporting name-service operations. This source I&s l@een validated against traces
taken as part of the instrumentation and data collectiom feoUK ISP. It has also shown good
comparison against the appropriate traces of traffic rezmbrd the [ACM99], in particular the

traces of a university point-of-presence (POP) recorddtiadtsite. A comparison reveals that
the trace captures the first and second order statisticalepties in addition to scaling effects
over multiple time-scales. The traffic consists of an aggtegf traces of host traffic presenting
a 6 Mbps peak rate. The source exhibits a sustained rate obxdpately 480 kbps over the

complete trace.

WP10S1 — Elastic WWW traffic

WP10S1 is an elastic source created using the generatoituasm Section 3.3.3.2. This source
emulates the transaction profile of an aggregate of WWW ¢xaffinis source may be considered
as a multi-stage Markov chain. The parameters to the Markaincare: Inter-page time: the
time between the retrieval of consecutive pages in the ossE@E®
Transactions per-page: number of objects on each web page,
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Inter-transaction time: time between requests for objpatsof a single page, and

Transaction size: the size of each object/transaction.

The configuration parameters, given in Table 2.1 are basex ting work presented in [Barford98]

which also saw use in [Feldmann99].

Attribute | Distribution Characteristics
Inter-page Time Pareto mean 10, shape 2
Transactions per pagePareto mean 3, shape 1.2
Inter-Transaction Time Pareto mean 0.5, shape 1.5
Transaction Size Pareto mean 12 kbytes, shape 1.2

Table 2.1: Probability distributions for transaction diiites

Such a source has the advantage of being representative ref necent traffic flows and of
being adaptive and dynamic in nature — an aspect commontyiredied from studies by the
use of purely trace-driven traffic systems. Rather than ffenedoop sources, of Sections 2.2.1
through 2.2.7 where there is no pathway for network-deriseakrol of the sources, this source
is a closed-loop with an explicit path for control feedbaoknfi the network to the source. In
this way the source is fully adaptive to changing networkditbans, in the same manner any
TCP based traffic flow would be. This source is policed throaghte-limiter with a 10 Mbps
peak rate and, like RP10S1, is intended to emulate switcBédldps connections flowing over a
campus-wide backbone network and onto the Internet. Thesaxhibits a sustained rate of ap-
proximately 1 Mbps for measured periods but this figure wdkgt as the effects of multiplexing
with other streams impact the precise behavior of this flow.

Network Control

This dissertation presents a detailed comparison of a ofa&€ algorithms: MBAC algorithms.

Chapter 6 then illustrates a network element offering adaglifferentiated services through an
adjustable scheduler and active buffer management. Thesea approaches towards network
control using three distinct timescales of control: conimecor flow, packet burst, and packet

scheduling. This section provides background to these thpproaches to network control.
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Section 2.3.1 explores network control methods based upein timescale of operation. Par-
ticular attention is given to how network control methode&p each other in their respective
operating time frame as well as the interaction betweenroband traffic that may also exhibit

multiple critical timescales.

Particular attention is given to the three control timessapacket scheduling, traffic burst, and
traffic session. The packet scheduling level is exploredectiBn 2.3.2, notably as it applies to

the scheduler used in the implementation of Chapter 6.

An active buffer management scheme is also employed in €h&@nd the background of this
control technique is given in Section 2.3.3.

Section 2.3.4 gives a background to the field of AC and MBAMathms. This section also
summarises the comparisons of MBAC algorithms.

Finally, Section 2.3.5 summaries network control actdstat timescales longer than that of the

call or session.

Timescales

Decomposing a network control problem by timescale was ifitsbduced in [Hui88]. At the
smallest timescale, Hui noted that data on a transmissi@wias sent at the speed of the line.
The network Hui described was a packet network and he refaoehis as thepacket level
considered to be indivisible. An example of a control everhis timescale is the scheduling of

coincident packet arrivals. Schedulers are discusseceatariength in Section 2.3.2.

Increasing the time period, Hui described thest level The burst level was the timescale that
described a burst of packets being transmitted at the peaalkofahe source. Using the voice
source described earlier in Section 2.1.1 as an examplejateassociated with a talk-spurt
would be considered a burst. Control exhibited at the burstgcale may overlap the control
exhibited by the scheduler, although buffering and buffanagement are mechanisms unique
to this timescale. Section 2.3.3 presents a selection oécuresource control work at the burst

timescale.

Expanding further time period, Hui described ttedl level although a commonly used series
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of control mechanism exists between that of burst and of cBle RTT, the period of time
required for information to be communicated from source éstohation and back to source,
is a useful timescale to categorise mechanisms such as FoBt¢]81b, Nagle85, Lottor88,
Stevens97, Mathis96]) and explicit congestion notifiaaiehemes proposed as alternatives to
it [Ramakrishnan90, Floyd94, Ramakrishnan99, Key99, &ils§9].

Section 2.3.4 summarises the significant quantity of litemthat exists describing control tech-
niques at thecall level the timescale over which flows of data are connected. A calinple
would be a connection in the telephone network. Calls alsi @xother networks including the
datagram oriented Internet. A flow of data using TCP/IP isutyedelineated by a connection
set-up and tear-down. If an AC algorithm is intended to preseetwork QoS, such as packet
loss, it must exert control over the lower timescales of baral packet. Clearly theall level

cannot be so clearly delineated from the smaller timescales

The call levelis the largest timescale Hui discusses, although in thisnsamy larger control
timescales are noted. The timescales of hours through d@agsohths cover such activities
as network design, deployment, operational issues suchaagaming redundancy and failure
recovery, and methods to minimise diurnal behaviour sugbeak-period pricing. The method
of control for each of these larger timescales will overlap smaller timescales. A network
is designed with appropriate resource to offer a certain Qe$he actions of AC, buffer, or

scheduler can control the distribution of that network'smerce.

[Hui88] presented a decomposition of both traffic and cdritrmoescales. The assumption that
there is independence or a clear delineation between eftbd¢imescales of traffic or of control
must be brought into doubt. Section 2.1 noted how an evaiutiotraffic has given rise to
inseparable timescales in the traffic covering many scates those of multiplexing of packets
through to the macro behaviour of flow aggregates. Unfotilgathe ability to decompose
traffic into different time-frames is a fundamental reqment of many control mechanisms, e.g.

AC algorithms.

An AC algorithm must exert control over QoS issues that ar@asueed on the smallest of
timescales (those of packet discard), yet it ldant toolable only to accept or reject new flow

admissions. However, a precise conclusion is less cemaih,several papers proposing either
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solutions to the decomposition problem or proposing thattiultiple timescales of traffic does
not cause as significant an impact as might have been firsgtiofGrossglauser97b] proposed
that a boundary between control timescales does exist htittis dynamic, and further pro-
posed a mechanism for computing the point of separationarithescales based upon the size
of the systent.[Ryu96] reported that the indistinct timescales of videadfic were of little con-
sequence. They note that the loss-rates for an adequatgfigaced switch were not adversely
affected by the self-similarity properties and that Markeovmodels were sufficient for perfor-
mance analysis. Finally, [Gibbens00], who used a fixed{@oalysis of a network reported that
the precise model of traffic was not as relevant as the 1st @tdéstical properties (e.g. the

mean number of flows and the mean flow lifetime).

Packet Scheduling Level

Packet scheduling is the sharing of a transmission link ameomumber of users. The ideal
theoretical scheduler, Generalised Processor-ShariRg)As designed to enable a link to be
shared among any number of users. By assuming that the iapnofinitely divisible (using

a fluid-flow model [Parekh93, Parekh94]) and that all sesswan be served simultaneously,
a GPS server is defined to be work-conserving, where eacloedssyuaranteed to receive a

minimum service rate [Parekh93].

Various solutions note that the class of service disciglitiee Packet-Fair Queueing (PFQ) al-
gorithms that evolved from the GPS policy, have two impartmd desirable properties. Re-
gardless of the behaviour of other sessions it can a) gueganstantaneous fair allocation of
bandwidth among all backlogged sessions and b) it can ma#tdoeend guarantees of de-
lay to a session as long as that session is constrained. M@eesaof fairness are important
in the support of best-effort traffic [Shenker94, Wu98, 8488, Ng99] and the support of hi-
erarchical link-sharing services [Clark92, Floyd95, 8&87]; while the controlled-load ser-
vice of INTSERV [Wroclawski97] or ATM Forum TM4 [ATMF95] require end-to-eénguaran-
tees [Parekh93, Parekh94].

Fair queueing, the principle of output bandwidth fair-shgramong multiple queues, was first

4[Grossglauser97b] considered that the size of a system efaged by the number of concurrent flows present.
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developed in [Demers89, Keshav9l]. The definition reliedruan idealised fluid-flow model.
This model and its delay-bounds were significantly refinefParekh93, Parekh94] as GPS or
Weighted Fair Queuing (WFQ). In the work of [Parekh93, PhB2K, Packet-by-packet GPS
(PGPS) or PFQ is proposed as an approximation of GPS.

In GPS, each sessianis characterised by the weight, which is a real positive number. Each
session receives service in proportion to its weight reé¢ato the sum of the weights of the
back logged sessions. Thus, at any given tifrtbe session is allocated a fraction of the link
bandwidth which is equal t%C where(' is the bandwidth of the system atj¢| is the
set of sessions which have a positive backlog at tintéowever, GPS is not realisable because it
assumes that packets are infinitely divisible. PFQ attetopsulate GPS by assigning a virtual
finishing time to each packet. The finishing time is the monvemén the packet would have
departed if served by a GPS server and no packets arrivetiaigpacket.

There are many algorithms proposed to achieve a near-PHQrmpance, each with differ-
ent trade-offs between accuracy, implementation complexid facility [Demers89, Zhang91,
Roberts94, Shreedhar95, Bennett96a, Bennett96b, Goyatdadis96, Bennett97], yet it was
observed in [Stephens99] that few real implementationtexigat can support a large number
of diverse sessions at high speed (100 Mbps and higher) widlataining the important GPS

properties of delay bounding and service fairness.

The reasons for difficulties of the PFQ implementation aa ittrequires both buffering on a per-
session basis and a complicated service distribution aralbsgssions. The issue of complexity
most clearly shows itself in the worst-case complexity klisjrworst-case complexity will di-
rectly impact upon the delay bounds any algorithm can o¥féfQ [Demers89, Keshav91l] has a
worst-case complexity function that@s(N), while other algorithms have a complexity ©f 1)
andO(log N) [Roberts94, Bennett96a, Bennett96b, Goyal96, Stilisdis@nnett97].

Further approaches have been made towards achieving a toplexity solution — by collecting
sessions into groups of similar parameter [Rexford96] dieed how the complexity can be
reduced. However, because of variation in the set of flowsaithegroup, it cannot provide
minimum bandwidth guarantees. A reduction in complexitadéhieved by [Bennett97] using

the observation that the complexity of a scheduler for fisem packets depends not upon the
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number of queues but on the number of rates.

Building from this insight, the Worst-Case Weighted FaireQaing (WEQ) scheduler was de-
scribed in [Bennett96b] as a better approximation of GP$s iEhachieved by using the packet
start time in the reference GPS system to determine theiagdef packet departures. An en-
hancement to this algorithm, the Worst-case Weighted Fa@u@ing+ (WEQ+) scheduler, was
presented in [Bennett96a]. This enhanced algorithm usgstara virtual function computed di-
rectly from the packet system rather than Y@k which emulates the progress of the GPS. Apart
from this difference, used to provide guarantees to flowshieearchy of queues and further re-
ducing the complexity of actual implementation, the 3@F version maintains the delay-bound
and the close emulation of GPS that are properties of theQVF

A review of router architectures [Kumar98] indicated thia¢ tPFQ scheduler and its variants
have become the common algorithm providing support for be#htime and best-effort traffic.
However, a well-known limitation of PFQ-style schedulesach as WFQ+) is in the coupling
of delay and bandwidth allocation. In these schedulerstiseonly one parameter, the per-flow
weight, that specifies the resource allocation made to a fldve value of the per-flow weight
affects both the delay and the bandwidth properties of tive flander PFQ it is not possible to
differentiate between two flows that have the same bandwedjhirements but different delay

constraints without over-reservation.

A number of solutions to this drawback have been developedjuke Service Curve approach
of [Cruz92, Cruz95], such as Service Curve Earliest Dead{®CED) [Sariowan95], and the
Fair Service Curve (FSC) [Stoica97]. The Service Curve apghn allows a separation of a
flow's delay and bandwidth requirements, assigning sergigges of different shapes to dif-
ferent flows — convex curves for flows without stringent packet delay bounds and concave
curves for flows with tight per-packet delay bounds. The Béity of FSC allows it to achieve
higher resource utilisation for real-time traffic than PF®e work of [Stephens99] has shown
how an extended version of the hierarchical structuringlusehat paper to implement WD+
scheduling can be adapted to implement algorithms with ¢meptexity of the FSC. However

due to its complexity, implementations of this algorithre atill difficult.

Examining the timescale between packet-level scheduhigoarrst-level scheduling
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[Courcoubetis97] among others [Roberts92, Chapter 8]chtite importance of packet rather
than burst-level scheduling as well as an examination oftthiic conditions that cause one
effect or the other to dominate the multiplexing buffer. Tihmortance of timescales is clear,
and other authors (e.g. [Grossglauser96]) have proposadirtithe examination of specific
traffic-induced effects critical horizons exist beyond ahtraffic-induced effects will have no

effect upon the network level (e.g. scheduler, buffer) exeah.

Burst Level

At burst timescales, two techniques offer control at thiseleof granularity. Scheduling (dis-
cussed in the previous section), and buffer managementeBuinagement may cover a range
of schemes from the active division of buffer capacity betwesers to the precise scheme to
be used when space must be recovered from a set of sharedsb§feinterest in buffer man-
agement has grown with the (perceived) need to decreasetigestion resulting from flow or
congestion control schemes that rely upon packet loss dbde&. The TCP protocol is widely
used and is an example of such a loss based feedback algorReacting to the successful
transmission of packefsa TCP session will increase its window size, thereby iningathe
amount of data and acknowledgements that a TCP session wainh&e network at that time.
The window is decreased in size whenever loss of packetsastae as it is assumed that packet
loss indicates congestion in the network. Such a mecharosffiofv control may cause buffers
between the TCP endpoints to remain at a high level of cormayest

An alternative use of buffer management is to share buffeource in order to make service
guarantees (e.g. packet loss). This section discussesr lmnEhagement schemes proposed to

provide service guarantees.

Often resource management is performed to provide diffeservice levels to different classes
of traffic. Several queue management mechanisms have biegadés approaches to improve

class-based differentiation. A selection of these sches®msmnmarised below.

Lowest Priority First (LPF), also known as pushout [Lin9XpKer91] uses strict prioritisation to

SStrictly speaking TCP will increase its window size uponcessful receipt of a data segment, a data segment
consists of a number of packets — this difference has littlpact upon the description given here.
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determine how queue resources will be used; when a packds nede dropped, it is removed
from the lowest priority queue. This mechanism always guotaes ordering of priorities but has
the potential for starvation of lower priorities in favourtdgher ones. Additionally, until recent
router work [Chao97, Suter99], the pushout technique wasidered too expensive an operation

to be performed in high-speed routers.

A simple scheme that performs precise partitioning of reses;, Complete Buffer Partitioning
(CBP) [Lin91] allocates a proportion of the total buffer spdbased upon the priority of the traffic
class. However, [Dovrolis00] noted that this scheme haglibedvantage that the mechanism
for sizing the buffers is complicated by the relationshipesen the buffer size, the traffic load
of each priority and the delays in the service mechanismangln the scheduler. Additionally,
the scheme is very sensitive to the precise settings of teaajlengths when it is desirable to

select a particular loss rate.

Improving the effective use of unused resources, PartiffieBSharing (PBS), [Kroner91] and
[Matsufuru00] used relative thresholds for each priorityraffic. However, while the system is
simpler that CBP, it retains many of the same tradeoffs. Busnpreservation of priorities, this
scheme is sensitive to the relationship between the loadatf gaffic type and, when configured
to achieve a particular set of relative loss rates, it is hatdne because itis highly sensitive to the
actual threshold values used [Dovrolis00]. Proponentsrefaive-priority scheme [Dovrolis00]
concluded that the primary drawback of both CBP and PBS sekesrthe inability to dynami-
cally adapt (partition sizes or threshold values) to chagdpad conditions.

While RED [Floyd93] receives discussion below as a mecmamsore commonly identified
with TCP/IP, Multi-Class RED [Sahu99] and RIO [Clark98]séeve mention as mechanisms for
providing service differentiation. Both schemes can besaered to be built upon PBS; using
per-class thresholds to provide differentiated servica tmumber of classes of flows. In such
schemes the threshold adapts to changing traffic-loadsti-Klass RED involves the use of a
token bucket to pre-categorise packets at ingress withanteetwork nodes using different drop
profiles (probability curves) for each class of traffic flomQRalso uses packet classification at
ingress but packets marked IN or OUT of profile are comparaiheaga simpler two-drop-profile

scheme at each interior network node. Being consideredeasadgase PBS schemes, both RIO
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and Multi-Class RED carry with them the same drawbacks of;Rificulty controlling the loss

rate differentiation between classes.

Proportional Loss Rate (PLR) was proposed as an approathig@nnected the two buffer
management tasks, deciding when a packet-drop should anduteciding from which class the
packet should be dropped [Dovrolis00]. This scheme maistiaiss differentiation by combining
a running estimate of the average loss-rate per-class héthweighting of loss for each class.
This allows computation of drop probability for each clag®ovrolis00] noted issues when
dealing with non-stationary traffic and offered two altdive drop mechanisms — one that is
accurate in the long-term and simple to implement but thag beless adaptive to changing
loads, and an alternative PLR mechanism that copes withstadionary traffic through the use

of a mechanism that maintains a history of loss events fdn gaffic class.

Using a buffer acceptance algorithm alone rather than wigipecified scheduler, [Guérin98]
showed that it is possible to provide limited bandwidth guees to some flows. One advantage
of this is allowing control of the sharing of left-over banidith — as compared with leftover
bandwidth in scheduler-based systems where the allocationot be easily adjusted without
changing the scheduling mechanism itself. However, sudh@mse may be prone to difficulties
adapting to changing traffic load and be difficult to adjush farecise loss-rate.

In the context of ATM per-VC queueing, [Choudhury96a] ddsed a Dynamic Queue Length
Threshold (DQLT) buffer acceptance algorithm, where theoard) threshold of any port at any
instant in time is proportional to the amount of unused budfeace in the switch. With arrivals
blocked whenever a port’s queue length exceeds the thiist@ DQLT scheme can adapt to
changing traffic conditions; if a lightly-loaded queue beas active, its queue will grow and the
total free-buffer space will shrink. As the free-buffer spahrinks the thresholds will be reduced
on all gueues and any (previously) heavily-loaded queub®®penalised. This scheme has the
benefit of being robust but configuration of the tuning paramseis still the subject of further
work [ArpaciO0].

Clearly, the area of resource control and service diffeagion through buffer management has
contributed many papers to the literature although few e$¢hschemes are implemented in cur-

rent switch or router hardware. One reason for this is theahschemes have special demands
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on the hardware (e.g. Multi-Class RED, RIO, DQLT) or have tgetiemonstrate ease of con-
figuration (e.g. PLR, PBS, CBP, RIO). However, such scheines promise and as switch and

router designs evolve their availability is certain.

2.3.4 Session Level
Admission Control

In a connection-oriented network, a session is the periothoé between a connection being
set up and then torn down. This definition becomes less rigidnwapplied to connectionless
networks carrying connection-oriented protocols. Howgef@ protocols such as TCP/IP, the
concept of a flow lifetime delineated by set up and tear dowinestists. For session-oriented
systems such as the POTS network, AC is the standard meohémigesource management
— a new connection is not admitted into the network unlessctpacity is available at every
point through which that connection must pass. AC is a priwetraffic control which consists
of only admitting new traffic source if its QoS, as well as thhthe already accepted sources,
can be guaranteed. AC may be considered the principle resonanagement mechanism at
the session timescale. However, AC does not incorporaténamysic differentiation of service.
Typically, all flows admitted by an AC are subject to the sano&@onstraints and same resource.
The exception to this is discussed along with acceptangensdelow where a combination of
scheduling and AC can offer service differentiation fofeliént classes of traffic. In this section,
admission control will be explored along with a coverage wivey and comparison papers in
this area.

In admission control, am priori description may be used to describe the characteristics of
new admission. The AC algorithm uses this description alii the parameters of traffic
already admitted to make its admission decision. Trafficcgsumay only declare their peak-rate
requirements although a variable source may declare otli#ti@nal information such as a mean
rate and information about the bursts of traffic. Using thifimation the AC algorithm will

attempt to ensure a high utilisation of network resourcesh efficient statistical multiplexing.

A series of comprehensive surveys of static AC algorithmeevpeesented in [Perros96],
[Elsayed99], and as recently as [Knightly99]. In these paplee authors considered a large

38



CHAPTER 2. BACKGROUND 2.3. NETWORK CONTROL

range of AC algorithms that, in order to give best perforneamequired each new flow to de-
clare as much information about itself as possible; pes&kiraing the absolute requirement but
more usually sustained-rate (mean-rate) and burst-sizelhsBeing static AC algorithms, these
techniques only use the declared parameters and are unadeapt to unpredictable changes in
resource demand. Section 2.1.1 notes the difficulty faceehwdomputinga priori characteri-
sation of traffic sources is required, and subsequently émopnance of static AC will suffer
when presented with under declared traffic.

MBAC algorithms

The approach of MBAC was driven by both the need to allow omtypdée characterisation of

new traffic flows that are attempting admission and an alihitgdapt to the changing traffic.

There have been a wide variety of MBAC algorithms, few witincoon theoretical backgrounds.
Despite that, many of the algorithms do have common elensrdls as overall structure, the
design of the estimator, and the admission policy. In thisige a summary intended to highlight
the range of MBAC algorithms is given and, following thisetbommon survey papers in the
field are discussed, each offering a unique approach to tin@aonson of MBAC algorithms.

Two important classifying criteria have been introducetbithe field of MBAC algorithms.
The first used by [Jamin97a] and [Tse99] is the separatiomdIBAC algorithm between an
admission criterion and a measurement procedure. The ammisriterion determines, based
upon the traffic characteristics of current and new flows, tivieor not to accept a new flow.
The measurement procedure calculates the required trafiifacteristics from the current flows,

possibly in combination with aa priori traffic descriptor of the new flow.

This dissertation adopts a similar policy of separation.afgorithm’s admission decision (pol-
icy) is treated separately from an algorithm’s estimatibtraffic requirements. This approach
is explored further in Section 4.1.1, decomposing the gadicd estimator components for ten
MBAC algorithms, illustrating the manner in which policyg@mmon to several MBAC algo-

rithms.

Another element of classification is whether an algorithrhileits Certainty Equivalence (CE)

or not. CE describes an MBAC algorithm that substitutes asmesment-based estimation of
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traffic requirements in place of a traffic requirement degifrem a priori traffic description. The
concept of CE was introduced in [Grossglauser97b]. MBA®atgms that are CE make use of a
static AC algorithm, inserting measured quantities rathana priori known traffic descriptors.
The measured quantities are then assumed to be equivaldetiBred/actual parameters.

An advantage of the CE model is that it gives an architectguavalent to the static AC al-
gorithms. All that is required is a simple substitution pess for the method by which traffic
parameters (and therefore requirements) are calculatettanspires that many MBAC algo-
rithm can be considered as using a CE model although CE-bdB&L algorithms will tend
towards over-admittance [Grossglauser97b]. This is bee&BAC algorithms based upon the
CE model do not take into account uncertainty in the measemnesrithemselves. The handling
of measurement-based estimations of the traffic charatiterias if these values were as equally
valid as traffic descriptors givem priori may, therefore, lead to a degrading of the MBAC algo-

rithm’s ability to honour the QoS to which it is committed.

The ability to reuse static AC algorithms has meant many MBdgorithms are based upon the
CE model (e.g. [Floyd96, Casetti96, Gibbens97, Jamin@iojrR7b, Jamin97c, Droz97] and
[Lewis98]). However, this does not mean the problem with sne@ament uncertainty has been
left unconsidered. A common approach used to overcome dagldantage introduced by this
error is to compensate with a conservative measuremeneguoe; examples of this approach
include [Floyd96, Gibbens97, Jamin97c]. A slight variatis given in [Casetti96], an algorithm

that adjusts its behaviour on the basis of the traffic offered

The MBAC algorithms from [Grossglauser97b, Tse99, GibBén&ey95, Courcoubetis95] and
[Duffield99a] depart from the CE model. Each of these algong recognises the overload
that results from the occurrence of misleading measuresneé®bth [Grossglauser97b, Tse99]
and [Duffield99a] attempted to characterise the error madennusing the CE method. In
[Grossglauser97b, Tse99] weak assumptions were made Himasymptotic regime; a heavy

load and a single flow contributing only a small part of thatdihk capacity.

[Duffield99a] also assumed that a heavy load is present atétsingle flow has a small activity
relative to the link capacity. This is combined with assugriss is rare and that large deviation

theory is applicable. One of the assumptions required fgeldeviation theory to be valid is the
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independence of measurement samples and an absence dtamreetween samples.

The approach of [Courcoubetis95] discussed the use ofalibwiffers to increase sampling and
reduce variance of measure-only methods. Primarily a hdé@egretical treatment of the prob-

lem, this approach may work when measurements are undemadeed.

Discussed at greater length in Section 4.4.3, the appresaxftj&ibbens95] and [Key95] use two
techniques to overcome the error and poor performance c&@Ehmodel; firstly a Bayesian prior
on the call statistics serves to smooth-out the fluctuatioguccessive memoryless estimates,
observations are weighted by a fixed prior. Secondly, a peWcereby new flows of a particular
type (class) are not accepted if one has been rejected dluwl &f that class has left the system,

has the effect of countering overly high rates of new flowratits.
Comparison of MBAC algorithms

In contrast to the general field of AC algorithms and despitzd having been substantial lit-
erature introducing MBAC algorithms, only a few comparisaf these algorithms exist. As a
primary contribution of this dissertation is a comparisédtMBAC algorithms, it is appropriate
to review the related literature of the field. In addition &fcomparisons, previous literature
comparing MBAC algorithms has commonly restricted itselatcomparison based on limited
criteria such as the resulting line utilisation and ovepaltket loss. Several comparisons have
noted that each MBAC algorithm achieves near identicaisatiion for a given total packet loss
rate, [Knightly98] reported this result while conducting@nparison of a new MBAC algorithm
with those of [Floyd96, Jamin97a], and the comparison oéfBau00], based upon a wider simu-
lation of several MBAC algorithms [Jamin97c, Floyd96, Gaipls97, Lewis98, Knightly98] both

drew this conclusion.

Additionally, [Breslau00] concluded that none of the alons was capable of accurately meet-
ing set loss targets and that the tuning parameters inherexgtch MBAC algorithm could be

considered aancalibrated knobhs

The comparison reported in [Jamin97b] revealed that therdhgns they considered share a
common structure [Jamin97b, Eq. 14]:

v < fOp—9g() (2.1)
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wherey is the link capacityy is the measured load arfd-) andg(-) are respectively functions
of source’s reserved rate and the number of admitted saurrgsrestingly in this common
structure the CE model is clear, particularly when compavitld the decision criteria of a sample
algorithm such as the Measured Sum MBAC algorithm of Sectidrb.

The survey reported in [van den Berg00] reviewed admissaonirol and through a simulation,
analysed two MBAC schemes, an algorithm from [Jamin97ahwaih algorithm reported in
[Brichet97]. Using both artificial model sources (e.g. Markan ON-OFF sources) and traces of
real traffic (an unknown amount of Internet traffic carriedp®TM-based networks), a compar-
ison was conducted between each MBAC and results gained tisrstatic AC approach from
[Elwalid95]. The algorithm from [Elwalid95], described Bection 4.2.12, is a static AC algo-
rithm which computes agaffective bandwidtlestimate of traffic from a set @ priori parameter
declarations. Comparison with this algorithm allows castrbetween MBAC algorithms and
static AC algorithms. The conclusions of [van den BergOOtembat a network offering inte-
grated services requires a combination of both AC based appnori declaration of traffic
parameters (for traffic with strict requirements) and ACdzhsipon measurement-based esti-
mation (for traffic with more flexible QoS requirements.) Alithally, the authors noted the
problems of CE-based algorithms and then use two MBAC apgpees neither of which address
the drawbacks of the CE model.

A study presented in [Shiomoto99] reviewed a handful of MB#\@orithm approaches [Saito91,
Tedijanto93, Gibbens95, Li95, Shiomoto95, Dziong97].sl$urvey presented a summary of the
base ideas of each algorithm. The MBAC algorithms are cetdtausing the criteria of the im-
plementation complexity (estimated from each algorithd@sign), bandwidth efficiency (based
upon whether the algorithm accounts for buffering effe@say the form of the basic computation
(whether based upon calculationsedfective bandwidtlor loss-ratio). [Shiomoto99] does not
conduct an operational comparison and only notes in pasisengffects of traffic self-similarity.

However, this paper provides an interesting comparativerdation.
Interactions between Session Level and Smaller Timescales
As noted in the introduction to this section, control at aggtale smaller than that of a flow life-

time involves buffer and schedule management as well asatieus schemes of self-regulation
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in elastic flows. However, prior to discussing these schemesworth elaborating on the union

of scheduling and admission-control put forward as the ephof aschedulable region

As was mentioned earlier, given a single queue-serviceglilse, AC alone can offer only one
QoS (e.g. one combination of loss probability and delay blany) to all flows regardless of
the traffic type. Schedulable regions were introduced innildg91] as a way of improving the
performance of ATM networks. Each traffic class has a pddaicQoS associated with it, and
the schedulable regionlefines a surface describing where combinations (numbgisf dfaffic
connections of each traffic class are able to maintain aetkswerall QoS commitment. Central
to this scheme is the desire to separate packet and flow lraehcterisation. The schedulable
region put forward is done so in conjunction with packet sith@g methods — the authors of
[Hyman91] noting that the packet scheduling is mandatory.

Further work in [Hyman93] proposed a mechanism for distidou of admission control and
scheduling along with the dynamic computation of the adiissurface [Lazar91], emphasis-

ing the principle of separation that exists between schegduid admission control.

Scheduling regionare also referred to as admission regions because they ddgfiere combi-
nations of traffic may be admitted into a system, while stillimtaining a desired set of QoS
guarantees. Admission regions are discussed further iouti@e of several of the implemented
MBAC algorithms in Section 4.4. Although, without specificheduler support/control these
MBAC algorithms use a common QoS for all flows.

2.3.5 Beyond the Session Level

Network management at timescales beyond that of sessicallanclude the timescales of de-
ployment and service renegotiation. As well as deploymidmns, timescale includes the opera-
tional management of networks, encapsulating activitiet &s network load balancing, failure
recovery, and maintenance. It is clear that such tasks ai@atto the ongoing operation of any

management network.

A number of tools, often using measurement-derived infaionaare used to assist the necessary
trend analysis. For example, [McGregor00] presents a sy&tevisualizing data from logs and

measurements, while [Caceres00] describes an early versihe Netscope tool. Purpose-built
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for IP networks, Netscope combines network routing infaiorawith measurement data (e.g.
flow duration, or aggregate utilisation) to provide infortoa for management and problem-

resolution.

Each of these examples are designed for operation over tiepef days or months, although
the demand on such tasks has grown to cover both the largeshaadlest extents of the timescale
range beyond the session level. For example, requirememsdintaining continual redundancy
may force a long-term management tool such as those medtabw/e, to be continually rebal-
ancing flows in a network to ensure an appropriate quantityedéindancy is maintained. An-
other example is Service Level Agreements (SLAS), which begleployed or renegotiated over
a wide range of timescales. For the renegotiation of suchsSlaAmeasurement-based scheme

may seem an obvious choice for providing the SLA supplieraset with the ideal quantities.

Chapter 6 presents a form of dynamic renegotiation thatiliies the application of a measurement-
based estimator to this problem. With an increased difficuitmodelling modern traffic be-
haviour and an increased demand on network managemensadtdisnescales, application of
measurement-based techniques become a clear approachribgement of each timescale will

incorporate.

Measurement

The previous section has attempted to highlight some ofifieudties with schemes for resource-
management. In many cases the particular management ni@chigrbound to a certain time-
frame and, while the relationship between a particular $icaée and a particular management
scheme cannot be relied upon, appropriate constructiongumsore pessimistic assumptions,
can lead to schemes for managing network traffic both in spitend through the use of the

timescales which are present.

The interaction of measurement and control timescalesnegiparticular attention. If an adap-
tive algorithm for bandwidth allocation operating at a ktgnescale relies upon utilisation mea-
surements made over too-small a period, interaction betweetraffic and the adaptive routing
algorithm may occur. The precise interaction is difficulpredict but may take the form of over

or under provisioning of resource or of oscillations betwddferent provisioned quantities. The
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solution may be quite obvious, such as in this example whereharacterisation period of the
bandwidth allocator needs to be sufficiently long so as toectlly characterise the traffic. How-
ever, faced with complex underlying traffic, any system gsanmeasurement-based estimator
will require careful attention to the critical parametefdoth estimator and traffic.

In addition to interactions between the timescales of wkffé levels of resource management,
there are assumptions about the measurements which arsdlvesiintrinsic to the construction
of many measurement-based resource management schenties.sikhplest level the measure-
ment type and period derived characterisation should beogappte for the management task:
e.g. the day-long mean utilisation may be of limited use ilA@&nof voice connections. Along
with measurements over too long a period, measurements tala too-short a period may not

prove useful either.

Measurements must suit the purpose to which they will be gu#gn among a common man-
agement approach there can be variation, Chapters 4 anddreipe manner in which several

different types of measurements are used by AC algorithrosveder, having the right measure-
ment for the task is not the only issue of measurements; ofterlooked is that measurements

themselves have statistical properties and may be comesidendom variables in their own right.

In Section 2.3.4 the notion of CE in AC algorithms was notedvaere MBAC algorithms use
an Measurement-Based Estimator (MBE) as a drop-in replanefor the estimate of current
demand in a static AC algorithm. However, for this substitutto be valid, special attention
needs be paid to the characteristics of measurements thesisdn [Tse99], discussion was
made of the uncertainty of measurements and how, in turn, ®BKorithms must account for
this uncertainty as part of the admission process. The measunts required as essential input
into the estimators of MBAC introduce issues unique to theBvB not raised for the static AC

algorithms commonly replaced through CE.

Thus special problems include the time taken to communtbateneasurements to the MBE, the
choice of measurement period and the nature of the measntefigure 2.6 illustrates the last
one of these. This figure shows how an AC algorithm that relieisstantaneous utilisatiowill

receive a measurement that is out of date by on average h#ieaheasurement period. Fig-

ure 2.6 illustrates regular utilisation measurements astegbperiodically by an implementation.
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Figure 2.6: Instantaneous and periodic measurementslisititon.

When the AC algorithm requires a utilisation measuremdat gictual current utilisation may be
significantly different to the most recent measurement tiation provided by the implemen-
tation. The use of instantaneous utilisation measuremgatsequirement common to a number
of the AC algorithms presented in Chapter 4 (e.g. AC-ST, AS;lnd AC-CB). Yet, in each of

these algorithms, no mention is made of the problem or of thar & would introduce.

For a homogeneous traffic flow that displays Markovian diatikproperties, the situation of
Figure 2.6, the accidental rejection or admittance of newdlmight be expected to create an
error that displays normal distribution with minimum andxmaum values being the minimum
and maximum values of utilisation measurable in any singdasarement period.

However, how such an error actually affects any particulgo@hm is less well understood.
A common assumption of authors is to ignore the problem ahdremtly to assume that the
long term effect will be negligible. Such a conclusion abihusg effect being negligible may be
because the system, in the case of the AC-ST, appears to haggial likelihood of admitting a

flow attempt as it has of rejecting a new flow attempt. In rgdhis is not the case.

In Table 2.2 (extracted from Table 5.4) the simple thresladdgrithm (AC-ST) is used to illus-
trate the dramatic effect variance can have upon the pediocaof an AC. The most significant
errors occur when the measurement period is 3.94 ms. Adstat®age 172, assuming a nor-
mal distribution of error, a mean of 92.89 Mbps, and a stashdawiation of 17.90 Mbps implies
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Period | Mean Coefficientof 95% Confidende

Variation Interval
E-ST with P-TO 131.2ms$ 78.2 7.2 4.2 x 1072
3.94ms| 92.7 3.4 2.5 x 102

Table 2.2: Mean flows-in-progress statistics for algorithoficy combinations.

as many as 1 in 10 measurements were at or below 70 Mbps. Wétly eveasurement below
the threshold, flows would have been (erroneously) admédtet] because there is no memory
of either these erroneous admissions or memory of the signifivariance error, the system

documented in Table 5.4 was in chronic overload.

Figure 2.7 illustrates how traffic measurements can varijp wieasurement period. This figure
was made by measuring 70 continuous flows of the Markovidfidiource TP10S1 using sev-
eral measurement periods. The TP10S1 traffic source, beswplupon exponential distributions
of burst size and inter-burst delay, does display the clarmatics whereupon the measurements
follow a normal distribution. Note that the longer the maasoent period, the better the sample
of the flow — the less variance the measurements exhibit. €heetson of measurement pe-
riod introduces a significant effect on the variance of eaelasnrement but the answer does not

simply lie in increasing the measurement period.

A discussion was reported in [Claffy93] of issues of sangplimthe context of network traffic
characterisation. They conduct a comparison between ¢paoket) driven measurements and
those strictly time-driven and conclude that packet-drimeeasurements provided a result that
most closely approached the characteristics of the ofigiafiic. The importance of this result
cannot be underestimated, but is difficult to confirm, astif@émentation of many measurement
systems, including the measurement-systems providiregfdathe MBEs studied in Chapter 5,
are based on time-driven sampling. Figure 2.6 forms a udéfstration of sampling error that

results from a time-driven sampling approach.

In addition, the assumption that the traffic is either honmageis or displays appropriate statis-
tical properties is also a dangerous one to make. Figur@Ra(d 2.8(b) show how both the

individual and the multiplex of three traffic flows with sirail peak and mean rate character-
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Figure 2.7: Relative frequency distribution of Markov motteffic (TP10S1).

istics, measured over the same period, can vary due to temaitstatistical properties of the
flows. PP10S1 is a source based upon the Pareto distributiaatnwmplies that for a multiplex
of Pareto sources strong long-range dependence will b&istii A comparison of results from
PP10S1 and TP10S1 shows that the variance in the measureahged is clearly increased in
the PP10S1 source. In contrast, the multiplex of streamyingrthe Internet source RP10S1,
while exhibiting the same peak and mean flow rate as the nhestipf TP10S1 and PP10S1
sources, has a distribution that has significant skew. Tige lpeak towards the line-rate implies
a significant burstiness and, with a closed-loop controllmacsm such as TCP, the time struc-
tures of TCP itself as well as the interaction between comgdlows of traffic have noteworthy
internal similarity. These properties have long been recseyd in TCP (e.g. [Feldmann98a]) and
when the typical MBAC algorithm was formulated, flows camyielastic traffic such as TCP
were not considered. However, the exact problems encapduby the measurement-based in-
terpretation of such flows is clearly indicated in Figure(B)8 Aside from a significant variance,
the distribution of measurements of TCP-based traffic digph distinct skew which draws into

guestion the representation of this traffic as a normalibistion.
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Figure 2.8: Relative frequency distribution for measurateriods.
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There have been various approaches to quantifying the eMmmduced due to the stochastic
character of the measurement itself. As Section 2.3.4 nséeeral MBAC algorithms document
specific solutions to this measurement problem (e.g. [GibBB, Key95, Knightly98, Qiu98b,
Grossglauser97b, Tse99]). In [Gibbens95, Key95] a satutias provided using an estimator
based upon a Bayesian model. From a given initial load and afgecursive equations, an

estimate of future load is calculated from successive nreasents.

The architects of these algorithms have concentrated obicng the measurement information
with the a priori traffic characterisation. It is then assumed that the régHsorrection of the
Bayesian approach would accommodate the measuremert-érases. Aside from [Gibbens95,
Key95], a Bayesian approach was also adopted by [Warfield94]

In contrast, the measurement errors were handled in a signtfy different way in

[Grossglauser97b, Tse99]. In this work the use of a memonyaioing past network state has
been used to improve the performance of the MBAC algorithstdeed. The work concentrated
on the use of statistical characterisation of the traffic meésurement, particularly its variance,

to give a better admission process.

Memory of measurements, in the form of second-order siedigiroperties, have also been used
in [Knightly98, Qiu98b]. By incorporating variance intogtestimation technique, the estimator

is improved by accounting for errors introduced by the measent process.

Summary

This chapter describes an overview of network traffic, rgphiow real traffic becomes more com-
plex and how models fail to capture the increasing compjexitsuch traffic. The popular rise
in sources whose complexity is not captured by traffic motksds, in part, to the core study
of MBAC algorithms of this dissertation. The study uses searwith a range of characteristics
from the entirely deterministic Markovian models to thecea of IP sources and the implemen-
tation of closed-loop TCP/IP-based traffic. The sources us¢his dissertation were presented
in this Chapter.

The idea of timescale in management was introduced, witrettimescales receiving particular
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attention. The timescale over which scheduling of packets @overed noting the body of work
that has taken place in scheduling algorithms. Following, the burst level timescale, which
incorporates buffer management techniques, was discussgidwing these two management
schemes the chapter covered admission control systematimgeat the session level timescale.
Given that much of the measurement-based management wakiieed from MBAC algo-

rithms, this section covers admission control in generdl iBAC in particular. Additionally,

attention was particularly paid to the classification anchparison of AC schemes in previ-
ous work. Finally, as part of session level management sebgethe interaction between this

timescale and the lower timescale was discussed.

Measurement-Based Management must incorporate uniquesuremnent-related issues to pro-
vide optimum performance. Such issues include delays irsarements, the length of measure-
ments, quantity of measurements and the type of measursnveimether per-flow or aggregate.
This chapter noted several potential problem areas, imofuthe choice of measurement interval
and the reliable interpretation of measurements of tra@iearly, there is potential for an inter-

action between the measurement interval and the contraidgement) timescale, the results of

this dissertation discuss this important topic.
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Chapter 3

Environment

Introduction

The previous chapter has shown that the use of the link/scapproach to traffic models is
inadequate for representing current or future networKitraBuilding upon this premise, this
chapter presents a test environment that includes theveddt aspects of implementation and
system interaction, and gives the additional ability obaihg the integration of representative
traffic. High fidelity results allow direct comparison bewvedifferent approaches and current
implementations through the incorporation of real trafficices such as WWW derived work-

loads and video-sources into a test environment.

The test environment can be used several different waysstlyitraffic generators creating
streams compliant with those generated by deterministidaisballow the environment to be
tested for compliance with the theory as well as allowingttieoretical approaches themselves
to be validated. Secondly, testing of management schenobsasubandwidth allocation or AC
approaches can be done using both model-based and real $@iffices. Real traffic such as a
video stream can be created using the actual video codeceeragher than a model of the traffic

resulting from it, or by using appropriately configured tso&t recreate the conditions which

1A number of teletraffic engineering approaches are based dpterministic models, such as the 2-state ON-
OFF Markovian source. Link/source model-based admissimirol is an engineering approach that often assumes
such Markovian sources.
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could be found in a real-world deployment.

This chapter is structured into four sections. Section 3es@nts a summary of related ap-
proaches for network investigation, noting the differenycadvantages, and drawbacks of each
approach. The design and construction of each componehedest-environment is outlined
in Section 3.3. Following this, Section 3.4 outlines tha-@s/ironments operation. Finally,
Section 3.5 presents an evaluation of the environment. &latiation covers the reliability of
the traffic generators as well as issues of finite length exparts: determining the optimum
run-time and removal of initial transient periods. As paittlee evaluation, this section then
reports on performance limitations and error margin of thei®nment as predicted through
experiment.

Background and Previous Work

Chapter 2 showed that teletraffic engineering has requiredievelopment of new, more com-
plex, traffic models. These models are hard to create andateli and are often prone to er-
ror. Improvements have taken the form of network-wide medieat attempt to encapsulate the
complete behaviour of protocols and, although there has beme success in using these for

fixed-point approximation, these models are also pronerto er at least incompleteness.

An alternative approach to modelling is simulation. Howewmulation of a complex set of
protocols such as the TCP/IP suite requires a complete anghof the entire TCP/IP protocol
stack. [Baumann98] adopts this approach using an implatientof the TCP/IP protocol stack
to simulate the interaction between TCP/IP and the ABR seren ATM networks. Such an
approach is labour intensive and may well be unable to usepartyof current or future imple-

mentations.

Improving upon this idea, [Manthorpe96] overcomes incsiesicies between simulator and an
actual system by using a TCP/IP stack implementation fromrancon OS. His approach im-
plies the simulator is capable of behaviour that closelylidages the original implementation.
However, the drawbacks are twofold. Firstly, such a sinaslbased upon actual implementation
requires substantial configuration to correctly emulate@$ behaviour. Secondly, being based

upon a single implementation from a specific OS, a simulaaseld upon this approach is limited
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to emulating the behaviour of only one specific TCP/IP staldkis problem is made worse as

newer versions of the protocol accumulate even more sigmifichanges.

Finally, there is the use of ‘ideal’ simulators, ones thakma thorough implementation of the
up-to-date standards in order to encapsulate the latestajguents. The commercial simula-
tor OpNet [OPNETOQ] is one; while the public-domain simatats is another [Bajaj99]. The
ns simulator is popular because it is freely available alonthwbntinual flow of fixes and im-
provementsns is commonly used by researchers to conduct experimentigbrdte improve-
ments and modifications to existing protocols as well as\testigate the impact new protocols
may have upon current networks. Popular use in these rokesieanins has become the de
facto standard for simulating Internet activities. Howews has several significant drawbacks.
Firstly, because it cannot readily make use of the impleatenis of new services, some time
will elapse between the completion of an implementationthedavailability of a complete and
fully compliant simulator. Secondly, the program has itsnawique method for constructing
experiments, an approach that may not suit all situatiomsllly, discrete-time simualtors such

asns are significantly slower than an actual implementation.

The requirements for experimental speed as well as an deaalication of the behaviour of
current traffic lead to the idea of an implementation-basedys A platform suitable for such a
study ought to provide a suitable level of instrumentatibtihe network as well as control of the

network’s active components: the traffic sources.

[Lazar97] describe a test environment built around the leewPackard Broadband Series Test
System (HPBSTS). While it seems likely that this system @¢dod used to evaluate AC algo-
rithms, parts of this system are based around a limited sele& proprietary information. This,
combined with the high cost and low-availability of the HPESItself, makes it difficult to

recreate such a test environment.

[Riss099] used a test environment to assess the operatohmpenformance of a class-based
gueueing router. Using a test network that included bothlland wide-area components, the
authors assessed the behaviour of a public-domain impletem of a Class-Based Queueing
(CBQ)-style router. The tools used included two publichaiéable load-generators: for TCP
traffic, ttcp  [Stine90, CCCI99] and for UDP traffieietperf [HP99]. The commonly avail-
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able network tracing tool tcpdump [Jacobson99a] was useébeaprinciple measurement tool.
While not a comprehensive test — standdiogp andnetperf  utilities only being able to cre-
ate very specific traffic test-patterns — this combinatiotoofs was used to good effect allowing
the authors to locate and correct errors in the CBQ impleatemt.

Test environment construction

The test environment to be used in Chapter 5 is presentedsirséiation. The presentation of
this environment is ATM ‘influenced’ as its original purposas to evaluate admission control
algorithms designed for use under ATM Forum signalling [AF85]. Nonetheless, the overall
structure of this system lends itself to the testing of manyirenments, independent of the

underlying network substrate.

The AC algorithm test-environment consists of a combimatibhardware, (network switch and
network interface cards,) and software to generate newexdions, perform AC operations, ob-
tain measurements from the network switch, generate n&ttsaffic and control the generation
of traffic sources. Figure 3.1 shows the implementationitgcture adopted to evaluate AC al-
gorithms. Specific components of the AC algorithm test4+emment are discussed along with

an outline of the test-environment’s operation.

Network switch

The network switch must control where packet loss will ocaod allow variables such as buffer
size and buffer service rate to be controlled. In additiobdimg a controllable buffer, the switch
also makes measurements of line utilisation, packet dsrasad packet departures. Using these
measurements, the loss-ratio of the link and indeed thisatibn and loss-ratio per connection

can be determined.

This implementation is based around a commercially avi@l&0M switch: a FORE ASX-
200WG. The ASX-200WG supplies CPU controls and (passivégkviabric along with chassis
facilities such as power. The primary components of thedwitere the line-cards, the SONET
OC3 Revision-D network module [FORE98, FORE99]. Thesexprdved particularly flexible
and can be arbitrarily configured to emulate a number of @ffe capacity links. In this way
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a 155 Mbps link could be configured to emulate a 1.5 Mbps ADShneation or a 100 Mbps

TAXI interface. The ability to select arbitrary speeds otogtion was crucial for rate-scaling.

To ensure cell loss occurs in the controlled buffer, rating is used. Rate-scaling, illustrated
in Figure 3.2, is where the service rate is reducedl p), where D is a chosen integer. In

Figure 3.2 each link is labelled with its transmission rakative to the full line rate of 1. The

transmission rate of each traffic source is scaled by a faiftay D. The rate of the interface

between the input po& and the buffer for output poB is at the full capacity of the switch. The
speed of the output poiB, is scaled by the same quantity as the traffic sources,

Traffic arriving at the buffer will queue in the output bufiefrport B. The switch has a switching
capacity of D times the input and output transmission rates and is, thexgeffectively non-
blocking. In this way a controllable buffer can be achievdtve parameters can be set (such as
gueue length) and about which measurements can be takéw®{pass, packet delay). Access to
the switch buffer configuration, such as traffic classeg|ligent discard policies and scheduling

systems allows complex environments to be constructed.

Per-flow Traffic Network switch

Sources
\ Aggregate
B —
°
: —_—

; / g C °
—_—
(maximum rate (link at rate 1) cells discarded (maximum rate

scaled by 1/D) scaled by 1/D)

Figure 3.2: Topology of the network switch.

The network switch also makes measurements, counting fsaakeving into and out of the
buffer in a given period of time. From these measurementdinieeutilisation and packet loss
can be calculated; in aggregate or on a per-connection.bHs&se counts of packets traversing
the system are periodically transmitted to an external oveasent controllef,so as to reduce

the work-load of the switch itself.

2Every 1.31 ms measurements are transmitted to the measuireargroller.
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Measurement controller

The measurement controller, a process running undexJobtains from the switch the mea-

surements that may be required as input into an AC algoriffimese measurements include the
traffic activity and also the QoS experienced by the traffictstass-ratio, queue length distribu-

tions and loss events both on a per-line and per-flow basies@ measurements permit off-line
comparisons between the performance of each system intapera

Along with retrieval and storage of measurements from thigcéwthe measurement controller
matches the asynchronous measurement requests (from €aalydrithm) to the synchronous
methods by which measurements are taken. The measurenmérdiiew also interfaces between
the proprietary inter-machine protocol used by the switeti a standard RPC interface that is

used between the measurement server and the AC system.

Traffic Generator

For the work of this dissertation two different traffic geatar implementations were used. The
first, a generator of inelastic traffic, is described in Sat8.3.3.1. The inelastic generator is used
to recreate the traffic of video streams, voice data or oné®ftodel-based traffic definitions
such as the 2-state ON-OFF Markovian source. The inelastiergtor is also able to play traces
of pre-recorded traffic flows.

The second generator creates elastic traffic streams anesi@ibled in Section 3.3.3.2. The
elastic generator is used to create traffic of TCP/IP flowg: the WWW transactions between
client and server. The elastic traffic generator can emwdate of HTTP streams with known

distributions of file-size and inter-transaction time.

For the first generator a traffic source must represent trafficarried in an ATM network. This
form is needed to represent streams of traffic to be transdhitly traffic generators. If these
streams are generated off-line, it involves the creatioa @t of integers each of which rep-
resents a cell. In this way the traffic generation uses a glaly list of cells that counts the
timing of cells, rather than the content of the cells or arheotaspect. This comes about because
ATM traffic can be represented as a stream of cells and theesgmtween cells. Thus the traffic

stream be described as a series of integers, each integairainclusively the number of cell-
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Figure 3.3: Inter-Cell Times representing a stream of waffi

slots between one cell and the next in the stream. Figurdl@s3rates how a stream of cells of
traffic can be characterised as a series of ICTs.

3.3.3.1 Inelastic and trace-based sources

The generator for trace-based and inelastic sources islaatga by its ability to provide a wide
variety of traffic types. By describing the evolution of thaftic generator, the variety of abilities
of this generator ought to be explained.

Figure 3.3 illustrates how, in an ATM network, a stream officamay be represented as a series
of integers. A simple traffic generator may be constructe@ &l a series of integers in memory
and transmit with a spacing described by that list of integE€igure 3.4 illustrates such a trace-
based generator: a simple generator creating the traffiarferflow.

The ICT list can be treated as a continuous list of entries

scanned in the manner indicated in the following diagram
The generator outputs a stream of cells based on the ICT entry that

is read from the ICT list curently loaded into memory. ----- S

Y,

A sample of the ICT entries the list may contain.

39484948484912131212211210210310210211210
1742757147156157156157147156157147111
66667661213121213121312121312121357585757
2552651652552651652651652576667576667
13121213121312121312121326412121311111111211
121111111121111111121111121111111121111111

5 ..111333123.. I o0omooooa-~

Generator turns ICT values into cellhe cells are emitted from the ATM
spaced out by the given ICT value. interface of the traffic generator.

Figure 3.4: Single trace traffic generator
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To create the traffic of multiple flows using traces two altgives are available. Firstly, the
multiplex of two or more different traffic sources can be usedreate the desired traffic mix
in the trace-file — a simple generator would carry as many flaasvere multiplexed into the
original trace-file. However, this approach limits the gohbver the number of flows of traffic,
requiring a change in the trace file used each time the nunfdkves to be generated needs to
be changed. Alternatively, the traffic generator itselfldouultiplex the sources from a trace-file
containing the data for only one flow. Figure 3.5 illustratesr traffic streams multiplexed by

the generator to provide traffic for four traffic sources.

Generators output cell streams based on the ICT entries.
The same ICT list can be shared among multiple flows.

.2622181... 0
..1311596... 0 o 0 0 0oi=2——110 » [DIhmom
2144244, 0

.121616161. O 0 @O @O D ,
Cells from each generator are multiplexed
Entries are read sequentially from the ICT list by traffic generatofsinto a single stream of cells; these cells are
emitted from the ATM interface of the
traffic generator.

Figure 3.5: Single trace traffic generator generating trdéfr multiple flows

The data for each single flow may be started at independec¢pia the trace-file. This abil-
ity, combined with a large enough amount of data in the tfdeewill ensure no unintended
self-similarity arises through the use of the same traeeddta. However, a generator based
upon trace files is limited in the type of traffic that may be gyeted: even for the generator of

Figure 3.5 each flow can only carry the traffic of the trace-file

A more flexible traffic generator is possible: one that corepuibe ICT of the traffic in real-time.
A number of traffic types are based upon models: models suitte@sstate ON-OFF Markovian
model, 2-state Poisson models, and models of video codewimein. Figure 3.6 shows how a
2-state ON-OFF Markovian model, (of Figure 2.4,) can be usetbmpute the ICT stream in

real-time. The output of three such model-based sourcesheanbe multiplexed together as
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shown in Figure 3.6. The traffic carried by each flow can be asegbby an independent traffic-
model, each using independent parameters to describe itsloaracteristics.

) 121114147 .. m D D D D

®©
& 1 0 00
...1828888...
® 0 Oi=—1mo - Do
©
) .2520417112.. 0 00 @O
Theoretical generators can create streams of cells in real-time; .
this means traffic streams can be made independent of each Cells from each siream of cells are multiplexed
other by using different random seeds for each generator and into a single stream of cells; these cells are
different multiplexing schedules as connections start and stop. emitted from the ATM interface of the

traffic generator.

Figure 3.6: Multiple-model traffic generator generatirgffic for multiple flows

The traffic generator used to create inelastic traffic stsefimthis dissertation is a hybrid of the
two techniques of trace-driven traffic and model-baseditraThe hybrid generator, illustrated
in Figure 3.7, can be used to transmit a multiplexed streacekd from generators creating cells
in real-time and from generators reading from a pre-geedraf M ICT series. The generators
may be based upon deterministic models, such as 2-state EFNMarkovian, 2-state Pareto,
or upon the operation of codecs such as those that allow &éimsrrission of video-streams at
a nominated rate [NRL96]. Traces of real network traffic,lsas video streams or Internet
WAN or LAN traffic, can also be carried by connections. In doiai to being able to deliver

packet streams consisting of all required traffic typess hyibrid generator can be dynamically

controlled, able to stop and start individual traffic sograsing a purpose built RPC mechanism.

The hybrid generator runs on a PC that is running the Nemgsasating system [Leslie96]
which allows the construction of complex, time-criticatka (the real-time creation of traffic
traces) and the timely operations of device-drivers. Intaatdto allowing a purpose built device
driver for the network interface, using Nemesis means tbatgntees of timeliness can be made
to the RPC based control mechanism to ensure time-boundedseand replies.

The hybrid generator is capable of saturating the netwaksmission link should this be re-
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Generators output cell streams based on the ATM
cell trace. The same ATM cell trace list can be shared
among multiple callers. Each connection starts and stops

at a random point in the list.

0 00 11 O0Di=_—_11° » [DIlmoo

Theoretical generators such 9 Cells from all generator types are
2-state ON-OFF Markovian ultiplexed into a single stream of cells;
or 2-state ON-OFF based these cells are emitted from the ATM

upon a Pareto distribution o 00 00 interface of the traffic generator.

In this hybrid generator, an output stream of cells can be created as the multiplex of the output of
independent theoretical generators and/or the output of trace based generators.

Figure 3.7: Hybrid traffic generator
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quired and has the ability to combine a virtually unlimitaghmber of traffic types derived from

either deterministic models or network packet traces.
3.3.3.2 Elastic sources

Elastic sources present a very different and challenginglpm in the creation of a traffic gen-
erator. Transport protocols such as TCP adapt to the belravidhe network. As a result these
protocols require a feedback path to allow this adaptatiotake place. Additionally, because
the traffic depends upon the behaviour of the network it datdemd itself to the creation of a

source-model, as was discussed in Section 2.1.2.

The TCP traffic model used in this study was based uportttpe [Stine90] utility around
which a client and server were created. Figure 3.8 illusg&iow the server generated traffic af-
ter ‘requests’ were transmitted to it by the client. Follagithe recommendations of [Allman99]
which documents the effective evaluation of TCP/IP, onectibje was to introduce as few modi-
fications as was possible to permit a close replication ob#teviour of current implementations
of TCP/IP traffic. This included using a recent version of &P protocol stack that incorpo-
rated the most-recent updates to the protocol, includirf $acilities as slow-start congestion
avoidance, fast retransmit, fast recovery, selective askedgement, the Nagle algorithm and

the support of delayed acknowledgement in the receiver.

The client is able to hold open up to 1024 TCP flows (on a sdgaahfigured kernel) although
this increase in capacity was the only major modificationtotherwise standard Linux revision
2.2.9 system. While the call generator (Section 3.3.5)spaasible for the characteristics of a
total session duration, each session duration can modetetit traffic behaviour. A continual
request of constant size files emulates the original bebawbttcp as well as providing a

useful performance tool. However, the most useful abifitioi recreate WWW behaviour.

The TCP/IP elastic traffic flow responds to loss at bufferagiimeouts that occur withina RTT.
As a result, elastic generators are sensitive to the comiigur of a network: e.g. the RTT of
each link, the MTU in the network and how the elastic traffingetor discovers the network
MTU. Any differences in these values between experimentisavange the behaviour of the
generator. Thus, for valid comparisons, it is important,thiong with the traffic characteristics,
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(2,4)
Elastic (3) (3) Elastic
Traffic :E :E Traffic
Server Client
A
1)
(1) Traffic Generator Controller initiates new flow
with certain transaction mean/distribution .
- ; . Traffic
characteristics e.g. size, inter-flow
2) Elastic Traffic Client initiates a request from Generator
(2) q Controller

Elastic Traffic Server according to desired
characteristics

(3) Elastic Traffic Server transmits data (using
TCP/IP) along path of interest.

(4) Feedback from client to server does not flow
through the constrained pathway

Figure 3.8: Traffic generator for TCP/IP flows.
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these parameters are also held constant across differeatieents.

The precise configuration of the elastic-traffic client aetierator used an MTU of 1500 bytes:
a common MTU used for Ethernet networks of 10 Mbps and 100 Migssecond speeds.
A drawback of the current configuration is that, as suggebte#figure 3.8, all flows use the
same set of paths which results in a common RTT across all fl®esential mechanisms for
improving this situation include the use of programmed yelato the TCP/IP stack in server
and client, although such an approach is in contrast witlobjective of staying as close to the
original current implementation of the protocol as possibAn alternative, not implemented
here but held as an improvement for the future, is the usercdhia length routes for each flow.
Such a scheme is made possible because the test environsesrd pre-configured virtual path
for each flow and each path could be made to transit throughtlatreay pathway configured

at construction to emulate the multiplexing of a range ofedént stacks using different RTT

values.

One final drawback of the current generator is that it canmotpsulate the heterogeneity of
TCP implementations present in the Internet. [MortierO@uFe 8], illustrates the differences
between implementations: tabulating the retry timer valsed in a range of computer systems.
An example of many fundamental differences, implementatiof the same protocol using dif-
ferent retry timer characteristics will lead to differingltmaviour between implementations. The
elastic traffic generator described here will not replicatieh a wide range of implementation
configurations being based upon a single version of the FC&Ack. To fully replicate network
traffic resulting from a variety of implementations withauging a large range of implementa-
tions as traffic generators, traffic derived from capturedds will continue to remain a useful

alternative.

3.3.4 Traffic generator controller

The traffic generator controller, a process running undend) instructs the traffic generator to
start and stop individual traffic sources representing dlashas these flows are setup and pulled-
down. The traffic generator controller, like the measurehoemtroller, interfaces between the
RPC interface that is used between itself and the AC systehthepurpose-built inter-machine

protocol used by the traffic controller.
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The generator for inelastic traffic of Section 3.3.3.2 inmoates the traffic generator controller
into the client side of that traffic generator. However, aitgh the two components are merged,
the overall structure and relationship between traffic gatoe controller and traffic generator

may be considered the same in both cases.

Flow Generator

The flow generator, a process running undenx/, initiates new flow attempts into the AC test-
environment. Each flow-attempt will be made by passing tharpaters of the new flow to the
admission controller. The flow generator can create a waokdifferent combinations of flows,
specified by the arrival rate of new flow attempts, the flow imagjdime and the traffic each
flow attempt will carry. The inter-arrival rate of flow attenspand flow holding time can have
constant values or be based upon a distribution — for exartipeperiod over which a flow will
be in progress may have an exponential distribution withvargimean. The type of traffic each
flow will carry is specified only once for a set of flow attempbsit the flow generator is able
to generate any number of combinations of traffic types, @dthindependent arrival-rate and
flow-holding times.

Admission Controller

The admission controller forms the core of the AC test emnment. The AC component has the
capability to change the AC algorithm as required. Only olg@@thm is in place during any
experiment, although consecutive experiments can opaigteonly the AC algorithm itself or

the control parameters of any particular algorithm beingnged.

During the generation of new flows, the traffic type and thepaaters that describe traffic that
the flow will carry are declared to the current AC algorithnih€lparameters of each new flow can
be specified in any of the TM 4.0 parameter formats [ATMF98haugh it would be straight-

forward to add RSVP-compliant [Braden97] formats. Each flew presents its parameters to

the AC system and, if accepted, requests a flow be sent ati@ssvitch.

Each AC algorithm obtains the required measurements freanmtbasurement controller as part
of that particular AC algorithm’s decision process. Eadoathm can obtain the measurements
of the type and format it requires. For example, in the case ©smple threshold AC algorithm

67



3.3.7

3.3. TEST ENVIRONMENT CONSTRUCTION CHAPTER 3. ENVIRONMENT

the measurements are of instantaneous line utilisatiohevibi an allocation based upon the

peak rate declared by a new flow no measurements are requiaéid a

Packet time-frame scaling

Section 3.3.1 introduced the ATM switch used in the testremvnent. In that section it is
noted that the rates of traffic sources are slowed by a fadtdr/ ®, in fact, this factor is a
multiplier of the time between cells. As a result, the passaigiime on the network, and hence
the passage of time in the experiment as a whole, has beecegkdhy the factod /D. There

is a drawback to this system — experiments fritimes’ longer because all operating values
of time in the system have been scaled up/hyFor example a connection with a holding time
of 10 seconds will, from the experimenter’s perspectiverehe duration ofil0D seconds. Such
a system of scaling has the immediate effect of allowing attgof the test-environment to do
more processing for the each cell, thereby givindimes the amount of time to do processing
required per cell (and per connection and per experimenith®xtra time is important when
the switch fabric is required to perform numerous timing aodnting operations on receipt of
each cell. The technique of time scaling has been used sfaltgsn several projects, most
significantly by [Crosby95].

This particular effect is important to incorporate into rhanisms that rely upon the passage of
time, such as traffic generators where the video codec mssiaglcount for the passage of time
being scaled by). The TCP traffic generators, reliant upon timing of RTT aslaela number

of time-out mechanisms also required scaling Dy These changes have been incorporated

transparently at the generators and all other componertkedést environment as required.

Throughout this document all times stated for test-envitent performance, flow setup, flow
holding periods, measurement period, and any other tinmadra the experiment are given in
unscaled time; that is time that has not been multipliedbyJsing measurements on this time
scale makes reported experimental results directly coafgp@amwith measurements made on other

systems.
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Test environment operation

In the evaluation of AC algorithms, the system works as feioa flow generator is responsible
for ‘generating’ flows according to some distribution orrroa previously collected trace of
measured arrivals. New flows may be of various types and eawinflay, according to a random
distribution, determine its flow type and any set of paramse(such as sustained rate or peak
rate) which it is required to present. New flows, once gemelgbresent their parameters to the
AC decision system. The currently loaded AC algorithm, gsimeasurements from the switch,
makes a decision as to whether or not to admit the flow. OnlyAfhalgorithm operates in any

one experiment.

If a flow is admitted, the AC algorithm will reply to the flow gerator accepting the flow. The
flow generator then instructs the traffic generator corgrath set-up a new traffic source with the
appropriate parameters. The traffic generator contratlentstarts the new flow by instructing
the traffic generator to create and start a traffic source tiighcorrect parameters. The cells
of this new flow will then enter the multiplex of streams of Isethat the traffic generator is
transmitting into the switch. In addition to its traffic typed arrival time each new flow has
associated with it a lifetime, or flow holding time. This floifetime, like the arrival time, can be
drawn from a theoretical distribution or from a trace drivaat of values. Once the flow holding

time is reached the flow’s traffic source is stopped and that ifdcleared down’.

It is important to emphasise that in this set-up there is @b metwork signalling, all network

paths — in this case ATM VP/VC pathways — that will be requise setup as permanent
circuits prior to the experiment. The processes runningsafitch assume the full load of the
‘'signalling’ and therefore it is possible to emulate the\arof flows at rates far higher than
could be sustained by any actual ATM signalling implemeatat

The logging system in the AC test environment gives suffidigiormation that real-time graphs
can be produced displaying information such as the curmeatutilisation, the number of flows
currently in progress and statistics regarding flow acasg®aor rejection. Figure 3.9 shows the
plot of 100 seconds of time from the start of an experiment araxis in all cases is time, shown
in seconds, since the start of the experiment. The top graplvsthe flow arrival process. For
each flow which arrives a vertical bar is drawn. In the eveat #n arriving flow was accepted
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Figure 3.9: The first 100 seconds of operation
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by the AC algorithm, a vertical bar is drawn extending upvgand the flow is rejected, then the
vertical bar extends downwards. In the leftmost part of FegBL9, where the time is less than
45 seconds, no new flows have been rejected because meastg@hthe instantaneous line
utilisation are less than or equal to the thresholding valm@vever, after 45 seconds, sufficient
traffic is now in the system for the instantaneous line wtien to be above the thresholding

value and as a result flows are rejected.

The second graph from the top is a display of the traffic dywarm the switch, measured in
real time. The thresholding value in use by the AC algoritiinshown along with the current
measure of instantaneous line utilisation. The third grapRigure 3.9 shows the number of
flows in progress in the system, over time. This climbs rapiaé new flows enter the system at
a greater rate than they clear down. This is because in théyesygtem (at time zero) no flows
are rejected. Once rejections occur, the number of flows agneiss stabilises but displays the
expected variation due to statistical fluctuations. In tk@egiment illustratediflows carried the
deterministic traffic source, TP10S1: a traffic source wituatained rate of 1 Mbps and a peak
rate of 10 Mbps and described further in Section 2.2.1. Thamilew attempt rate was 10 flows
per second with a mean flow lifetime of 10 seconds. These ogtaphs are regularly used to
check that the environment is operating correctly and tmaflimple comparisons of consecutive
experiments; in addition to the parameters of utilisatiod 8ow behaviour, algorithm specific

information, such as threshold values, can also be output.

Test Environment Evaluation

The evaluation reported in this section discusses fourctopkirstly, the reliability of the traf-
fic generator and then each of the stability, performancd,rapeatability of the complete test

environment.

Section 3.5.1 examines the level of jitter introduced byttia#fic generator. Section 3.5.2 dis-
cusses the issues of experiment run times, experimentigtadnd detection of the start-up

transition period. Section 3.5.3 covers the flow setup perémce of the test environment, and

3The threshold used was 42.6 Mbps, a value computed usingdheof Key [Key95] to give a loss-ratio of
1 x 10~3 for the given traffic and network conditions.
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Section 3.5.4 reports results conducted to assess thetabpiya of experiments on the AC test
environment.

3.5.1 Traffic Generator

3.5.2

The ability of the inelastic traffic generator to create aain of traffic with precise characteristics
was examined and the results are presented here. Analymrgenherator using an isochronous
stream of traffic paced, a minimum of jitter is desired. Theorded stream presented some jitter
between cells. Table 3.1 compares with the theoreticalspalting the statistics collected for a
stream of traffic emitted from the traffic generator at a data of 1 Mbps. The jitter evident in
these values is within specification for the jitter due to 8@NET framing of ATM cells in the
OC-3 standard.

Theoretical Mean Variance Standard 95 % Confidence
Deviation Interval of Mean
4.403 x 1074 1 4.403 x 107* 2.228 x 10712 1.493 x 10~ 4.559 x 107?

Table 3.1: Time, in seconds, between consecutive teshsirels.

In addition to tests using single isochronous traffic streatests were conducted where addi-
tional traffic load was required from the traffic generatathe same time a test stream restricted
to 1 Mbps was also transmitted and compared. Apart from thREDframing jitter, no dis-

cernible deviation was found when comparing the outcomé®s@é results gave confidence in

the manner in which cell streams were created and tranghiiitehe traffic generator.

Run length and initial stability

For experiments made using this AC test environment, themmniinitial period of instability
before the system returns consistent results. Figure B&gg 70,) shows clearly how an ex-
periment has an initial transition period before its operahas settled. In this case there is a
slow ramp-up to a value of flows in progress that is then hdhtively constant. Such initially
unstable periods are quite common to steady-state siranlatork and as a result an approach
can be drawn from work in that field. [Pawlikowski90] giveswamber of methods for determin-

ing at what point an experiment has become stable. A cormibmaft two of these algorithms
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were used. Firstly, waiting for the longest cycle in the systto have been executed 4 times
would provide an initial approximation. Secondly, the périfor stabilisation of the variance
of the number of flows in progress provided a second mechatusnsure the initial period of
instability had past. The point of stability was determimedff-line processing; once detected,
data collected up until this point was discarded. Fortugatke contribution of the period of
instability to the the length of an experiment is small, thaimfactor deciding the length of

experiments remained the need to collect a representaiuples of events.

While QoS may describe any number of parameters such astpdalkg or the acceptance ratio
of new flow attempts, the QoS experienced by any particular dloby the system overall can be
expressed as the packet loss-ratio. [Lewis98] advise®that QoS values are directly derivable
from the packet loss ratio experienced for a known buffee s it is for this measure that

parameters of experiment duration are configured.

The computation of packet loss-ratio presented a speaulgm. Calculating the packet loss-
ratio requires accurate, synchronised counts of the padkahsmitted into the multiplexing
buffer and those emitted by the buffer. Not only are there glcations introduced by the need
for synchronous measurement, but cells still in the buffaymot be accounted for in the mea-
surements and mis-interpreted as loss. A solution for tbbajtcounting of loss-ratios was to
not tally the final loss in an experiment until a minimum pdradter which the traffic generators
have been shutdown has passed. While this solution worKsfevehe total packet-loss for a
completed experiment, this approach is not useful to rereona in the loss-ratio’s of individual
flows.

The solution lay in a mechanism to combine flow-by-flow cellieting with a rotation of the
current flow in progress among different network paths. Efw is transported on its own
network path (its own VP/VC in ATM parlance.) When a flow enti&t particular pathway is
not available for use until a given perigpchas passed. Perigdis selected to allow time for the
traffic generator to stop and for all packets associatedthéhflow to pass through the incoming
packet counter, the buffer and the outgoing packet coumtétile such an approach limits the
number of flows that may be in progress concurrently (by iimgireuse of a flow’s pathway until

all packets have been counted) the advantage is an accaktetgount and loss-ratio for each
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Loss-ratio| 99% 95%
Confidence Interva
1x1075 | 8.0% 6.2%
1x 10" | 2.6% 2.0%
1x107°% | 0.8% 0.6%

Table 3.2: Predictions of error margin for loss-ratio resul

flow.

The packet-loss ratio serves as a useful QoS measure foothgazison of one AC experiment
with another. Because of this the selection of the run-lemgriod was a crucial variable im-
pacting upon the reliability of the observed results of d&ss ratio as well as other measured
properties such as the flow-acceptance rate. One altegnatignsure a constant error margin
for all experiments would be to run every experiment for sigfit time to establish an accurate
packet loss-ratio regardless of the loss-ratio desired.eperiment which experiences a loss
ratio of 1 x 10~° would run 100 times longer than an experiment that expeeigadoss ratio of

1 x 103, This would ensure that the error in measurement was magdandependently of the
experiment parameters. However, such a process is quiteuttito achieve, since experiments
generally will have an unknown loss-ratio when originalbnéigured.

Instead of adapting the length of experiments for each @gpeautcome, a constant run-time
was chosen for all experiments. However, the run-lengtht tseisufficiently large to ensure that
the error margin is small enough for the smallest value cdd@dio. Computing the error margin

for different packet loss-ratios with a constant experitdength gives the results of Table 3.2.

While the test-environment has no specific upper boundathemumber of cells to be trans-
mitted, an upper bound afx 10® packets was used in early experiments that concentrated upo
loss-ratios ofl x 10~3. Table 3.2 indicates that with 99% confidence this was seffigbackets
to achieve an error margin of less than 1%. However, for atatie of 1 x 10~° with the same
level of confidence, (99%,) the error margin will be 8%.

In order to improve the error margin, two solutions are aalié. Firstly, to increase the running
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time of experiments: an approach not practical in the cirstamces. An experiment transferring
1 x 10% cells has a running time of approximately 2 hours. A signiftéenprovement in the error
margin would require experiments with running times two miigdes higher] x 10'° cells. This
would achieve an error margin of less than 1% with a confidemeeval of 99% for loss-ratios
down tol x 1075, Each experiment running for 200 hours was not practicaclpding any

opportunity to make comparisons between many differeneerpents configurations.

The second solution is to accept a lower confidence inteova €onstant running time. Table 3.2
illustrates that with a confidence of 95%, the error is nea6%b for all loss-ratios down to
1 x 10~°. With increasing experiments being too time-consumingveel level of confidence
and higher error margin were used alongside a constant iex@et parameter of x 10® cells
transferred.

Table 3.2 also hints at another important phenomenon inahgpded loss-ratio results: if the
number of events (packets) is held constant, the errorimargreases as the loss-ratio decreases.
This implies that the variance among the loss-ratio valoegxperiments will increase as the
number of loss-events is decreased for a constant numbelisfic any given experiment. Such
a phenomenon is important to consider when analysing anyefigith the loss-ratio given as

one variable, such as line utilisation versus packet lais-r

Performance

When a flow is entered into the system an assumption is thia iha negligible amount of time
between when the new flow has been generated and, assumépgeaatee, when cells transmitted
by the corresponding traffic generator will start entering tlata stream. This assumption is not
valid in anything other than a theoretical test structurewiver, it is important to quantify and,
where possible, overcome such a delay between a new flowirentee system and cells being
produced by the system so as to minimise the impact of exeetah effects being introduced
into the test experiments. In this way theoretical resultbexperimental results can be compared

more closely.

One performance goal in the construction of the AC test emvitent was to reduce the new flow

generation, new flow test and new flow start-up delays to amim. In a naive simulation,
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the authors may ignore such values: treating them as zerthoddh, when compared to a
real-world implementation, aiming for a delay of zero cobklseen as unnecessary — several
authors [Battou96, Niehaus97] noting that in commerciaMASwitch systems the flow setup
process for a new flow can take 20—-200 ms. Such a quoted valtieefalelay does not include
the additional time required for the end-system to becortieeadn the work to reduce the delay
in the AC test environment, the delay period is measured fiteengeneration of the new flow

request to the moment cells are emitted from the interfa¢beofraffic generators.

The delays in the pathway between the generation of a new édquast and the emission of cells
into the network switch take several forms: firstly therehis time taken in the execution of code
on the various machines that the AC test environment rurtsingly there are delays related to
the communication between components of the AC test envieont; and finally there are delays
in the traffic generator that will cause a delay between thdisg of traffic generators and the

emission of cells from the network interface and into thevwoek switch.

Following improvement and optimisation, final experimensthe test environment established
that delays between a new flow arrival and the start of trassiom of its cells from the corre-
sponding generator has a lower bound of 8.38 ms. The statetid distribution of this delay are
shown in Table 3.3 and Figure 3.10 respectively.

Distribution of start-up delay values

o
[

Frequency (log:. scale)
o
o
2

00001 . HT ﬂ?ﬂ il
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Figure 3.10: Distribution of start-up delay values.

This delay affects consecutive flow attempts: flows may baydal if attempted within less
than 8.38 ms of each other. This implies that, in the best, dases cannot be attempted and
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Mean Variance
8.80 x 107? | 1.67 x 1076

Table 3.3: Start-up delay values (seconds).

started at a rate any faster thanl 19 flows per second. For an experiment with an exponentially
distributed flow arrival rate and a mean of 10 flows per secdnchn be predicted with 95%

confidence that 0.3% of flows may be affected.

Figure 3.10 indicates that the startup for these resultsahasrst case value of nearer 24 ms.
For such a delay-boundary flows would not be able to be stattedrate any faster than 42
flows per second. For the same experiment as above: an exglyetistributed flow arrival
rate and a mean of 10 flows per second, with 95% confidence, 4f 8%ws may be delayed for

this worst case value.

For both of these extremes of start-up delay value: 8.38 ddmms, the estimates of affected
flows are pessimistic. This pessimism arises because tes®tes are derived for experiments
where every flow attempt is started. It would be unusual ferg¥low to be accepted in an AC
experiment; every flow that was not accepted would only irecsmall part of the total delay
overhead. When compared with the earlier stated valuesoimneercial flow setup of 20—-200
ms [Battou96, Niehaus97] — a mean flow setup period of less $hans is excellent and even
24 ms is acceptable. In real terms this means that, in thethgpoal worst: where all flows are
admitted, in an experiment of 6000 flows, with 95% certainty,to 96 of those flows will be
adversely affected by system delays.

Repeatability

The previous section discussed how the influence that themegonment has on consecutive
flows must be kept to a minimum. In order to reliably comparé eontrast different AC algo-
rithms, the impact the whole environment has upon consexetiperiments must also be kept
constant. Identical experiments ought to yield identiealutts. However, because the behaviour
and control, along with the measured criteria are statikiit nature, identical results are not

realistic for the environment outlined in this chapter. taagl, a minimum level of variance be-
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tween experiments is sought, a value approaching the warisauced by the finite run length

upon such measurements as the packet loss-ratio.

Evaluating the repeatability error between experimentsasle using a set of experiments where
the input parameters were held as constants. The inputctadfisists of two differing flows
types: each carrying a video traffic stream of the type dbedrin Section 2.2.5. By using such
traffic the test environment was placed in conditions of alaise, using two representative, real
traffic sources. One video source, restricted to a peakefat® Mbps and with a sustained-rate
of 1 Mbps was carried on flows that had a mean arrival-rate obwdlper second and a mean
holding-time of 10 seconds per flow; the other traffic typethvd peak-rate of 5 Mbps and an
sustained-rate of 2 Mbps, was being carried on flows that hadean arrival-rate of 5 flows per
second and a mean holding-time of 5 seconds per flow. Thisriexget was representative of
initial investigations and while such a configuration is need for later comparison work the
results were considered representative of the conditiodsiuwhich the test environment would
be placed for this dissertatidn.

During evaluation of AC algorithms, the overall loss-raiod mean line utilisation of an ex-
periment are significant comparison criteria. Hence, it Weese results that were commonly
compared between experiment runs. Figure 3.11(a) showmsdam line utilisation values for
the batch of 100 identical experiments. A statistical sumynod this collection of results is in
Table 3.4 and the distribution of the results is shown in Feg8.11(b). In comparison, Fig-
ure 3.12(a) shows the loss-ratios values for the batch ofddlitical experiments. The statistics
of this collection of results is in Table 3.5 and the disttibo of the results is shown in Fig-
ure 3.12(b).

It is clear that even for experiments with a narrow distribotof mean line utilisation, the values
for cell loss ratio have a much higher variance. This will mélaat with a 95% confidence the
link utilisation value will have an error af0.21%. While, with a 95% confidence, the results for

packet loss ratio will give experimental results with aroewf +4.6%. Such error-margins for

4In order to achieve a packet loss ratiolok 10~? a threshold value used in the AC algorithm was 61 Mbps.
This value was computed from a set of experiments, to deterithie relationship between threshold and loss, not
presented here.
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Figure 3.11: Mean line utilisation repeatability test iesu

Mean Coefficient of 95% Confidenge
Variation Interval
0.55 1.1 1.1 x 1073

Table 3.4: Statistical information on the 100 mean linasdtion results shown in Figure 3.11(a).

Mean Coefficient of 95% Confidence
Variation Interval
1.2x 1073 24.3 5.9 x 107°

Table 3.5: Statistical information of 100 packet lossaaésults shown in Figure 3.12(a).
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Figure 3.12: Packet loss ratio repeatability test results.

the packet loss ratio are well-within the constraints preati for the length of the experiment, as

discussed in Section 3.5.2.

A number of identical experiments were repeated to appthseccuracy of the test environ-
ment. Itis difficult to know if the results obtained suggesutéiciently accurate test-environment
as these are not common and those that do exist are not easijyacable. However, having an
appreciation of the error-bounds of the measured valuesadsiderably in the interpretation
of results presented by the test environment. Additiondhgre are few avenues for improving

these results without substantial changes to the expetipa@ameters or the architecture in use.

Summary

The environment presented in this chapter is able to evahr@AC algorithm, allowing compar-
ison of the same algorithm under changing conditions amavalthe comparison of different AC
algorithms under constant conditions. Unlike simulatjahss test environment is able to use
real implementations of source traffic and places the AC am@ntation under restrictions, e.g.
finite memory and processing, found within an actual endesgsthereby giving an unparalleled
fidelity with real implementations not possible with simiidas. Section 3.2 presented a number
of related approaches towards network investigation, a@dnAparticular, providing support for
the approach of an implementation-based test-environtakanh here.
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In Section 3.3, this chapter has illustrated the modulaicstire of the environment, noting how
each individual component such as the AC algorithm or thiidrgenerator may be configured
specifically for each experiment. Section 3.4 shows how &rafton this environment provides
useful logging data allowing the off-line interpretatiohresults as well as real-time plotting of

current experiments.

Lastly, Section 3.5 presented an evaluation which, firgtl§icated the reliable operation of the
purpose-built traffic generators. Secondly, the evalmataported the predicted error associated
with the finite run lengths of experiments along with the nmadbms used to remove initial tran-
sient periods. Thirdly, overall performance limitatiorfstioe test environment were presented.
Finally, the error margins from experiments conducted waeasured to evaluate the environ-

ments repeatability.

While the use of a simulator offers a widely available tecjuei for the testing of AC algorithms,
the environment described here allows comparison of AC éemgntations constrained in the
same manner that real rather than simulated implemengatioe constrained. By providing a
faithfulness to real implementations the test environnpeesented here has an important role to
play in the assessment of AC algorithms, not necessarilyamitright replacement for the ap-
proaches of either theoretical static-solutions or of $atars but as an equally important method

of approach.

In addition to being used in the evaluation and comparisoMBAC algorithms presented in
Chapter 5, this environment is able to be usefully adaptethoexperiments of Chapter 6. Each

of those chapters give a brief precis of the manner in whiehtést environment is used.
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Chapter 4

Measurement-Based Admission Control

Algorithms

Introduction

Admission Control (AC) is a mechanism for traffic managemevitich consists of admitting

a new traffic source if and only if the network can guarante& @othe new flow while still

supporting existing QoS guarantees to sources alreadyptmtteAn AC procedure is employed
to maintain a high utilisation of network resources whilegerving the QoS of existing flows.
It does this by balancing higher network utilisation througcreased multiplexing against the
satisfaction of QoS for existing clients. Such an AC scheaties on being able to accurately
establish the resource requirements of current flows, alatiga prediction of the impact a new
flow will have upon existing traffic sources. Commonly an A@eme requires that a new flow
declares parameters that can be used to calculate its cesmegquirements and, therefore, its

impact on pre-existing flows.

The parameters used to describe traffic sources are typit@lpeak rate, the tolerance to jitter
between packets, the sustained (mean) rate, and mean anoraxvurst size. Using these pa-
rameters an AC algorithm may compute the impact a new flowhaile on a network. However,

the difficulty for users in predicting these values, paitacly mean-rate parameters, often leads
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to overestimation of the impact and consequently to netwader-utilisation. An alternative so-
lution is to use traffic measurement as an input to the AC mhoee MBAC methods may differ
in which parameters are measured, (e.g. peak rate, mearoratgiance), how the parameters
are recorded, (e.g. per link, per class or per flow), and byciwbiarameters, if any, are required

for each new flow.

MBAC algorithms have enjoyed considerable interest as gmoaggh to overcoming some of
the shortcomings of traditional AC algorithms. AC algonith have long been of interest in the
management of fixed-load and integrated services such as &ad video. In the Internet com-
munity, interest in ACs has, until recently, been limitedhe controlled-load services of IP un-
der Integrated ServicesNTSERV) [Braden94, Wroclawski97]. However, more recent work on
admission and control in networks based upon differerdigervices (DFFSERV) [Nichols98,
Blake98, Nichols99], at network ingress [Stoica99] andesgr[Cetinkaya00, Schlembach00],
has seen a resurgence of work in MBAC techniques.

MBAC algorithms are seen as an appropriate approach for @erablem as they require min-
imal characterisation, and have the ability to adapt to thenging requirements of in progress
flows. As indicated in Section 2.3.4, there are a significambber of MBAC algorithms; these
result from work based upon a wide variety of theoreticandations, different system require-
ments, differing policies controlling the admission prss@and thus different behaviour require-

ments.

This chapter presents a number of different MBAC algorithnating the fundamental premise
upon which they are based and comparing their algorithmicgires. It examines MBAC al-

gorithms both as a complete unit, as proposed by their asitteord as a composition of an
algorithm’s policy and estimation components. By adoptimg approach the relationship be-
tween the policy and estimator can be shown more clearly.efuliside-effect of this approach

is that it also makes clear the common elements among ditfét8AC algorithms.

Approach

It is a useful technique to group related MBAC algorithmsdtibgr. The primary decomposition

approach taken here separates each complete MBAC algantrtwo constituent parts: esti-
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mator and policy. In addition algorithms that are based upenCE principle have related sets
of architectural assumptions and may be grouped togethirird\cataloguing, the taxonomy of
[Shiomoto99] is used in the summary although, for reasoasdte made clear in that section, it

proves less-useful.

The decomposition approach used in this chapter has beg@teaddeuccessfully by previous au-
thors, notably [Jamin97a] and [Tse99]. Analysing the MBAGoaithm as comprising units of
estimator and policy allows common as well as unique elesnaitach algorithm to be empha-
sised. Additionally, as noted by authors who have previpuskd this technique, differences
in performance and behaviour can be tied to the estimatioogss, the decision process, or a
combination of both.

Admission Control
Algorithm
(Estimator and Policy)

M easur ement-Based

Estimator \

A

: |
| Measurement; Measurements
Maker o o -

Mo

" Estimator

' Estimate :%

=~
1

0

: Xk .
| o
| I !
A A f > ime Cu_rrent |
!Z(i,Xi+1,Xi+2,... i Estimate |

v

Parameters of
the new flow,
e.g., Peak-Rate

e ————— —» ' Policy Yes: ACCEPT

threshold?

yd -~. . _ No:REJECT .-~

Admission /

Policy

Figure 4.1: Separation of AC into estimator and policy.

Figure 4.1 illustrates how an AC algorithm may be dividediah MBE and an admission policy
component. Not every AC algorithm has an estimator but alladgorithms must have a policy.
The policy of an algorithm is the procedure to follow at flown@dsion, whereas the role of
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estimator is to supply information for the use of the polipyocedure.)

Figure 4.1 illustrates the combination of a pessimistiggyaihat uses the declared peak-rate of
the new flow, combined with an estimator that computes theedirlisation from the mean of the
past four samples. This MBE is a simple estimator that relrdg upon the regular sampling of
line utilisation. The MBE computes an estimate of the curtgilisation which is then used by
the admission procedure. The example illustrates a pdiiaydcombines the estimate of the line
activity with a prediction of the impact of the new flow. If titembination of these values is less
than a thresholding value, the flow is admitted. From thissiifation it becomes clear that, in
this case, the estimator and the policy components are sgjiterate: the estimator may be more
(or less) complicated, as may the admission policy.

Following the same lines of decomposition into estimatard policy-implementations, Sec-
tion 4.2 presents the approaches to estimation used by eB&CNIgorithm of this study, while
admission policies are examined in Section 4.3. FinallgtiSe 4.4 presents the complete algo-

rithms that result from a combination of estimator and potiomponents.

Estimators

In order for AC algorithms to be able to maintain a level ofvse or a guarantee of QoS, the
algorithm must have available to it an estimate of curresbuece requirements, typically band-
width requirements. In an estimate of the bandwidth, denraagl be based upon predictive
traffic models, measurements, or a combination of both. &t@sed in some part upon mea-
surements are of interest for this study, although seve@abRyorithms based upon predictive

models are also introduced, for contrast and comparison.

[Kelly96] provides a formal definition oéffective bandwidthSuch a definition serves to capture
the subtleties of the traffic multiplex and network QoS caaists in combination with the buffer
and service-capacity resources made available by the netjielly96] may be interpreted to
provide aneffective bandwidtlof any individual traffic source defined as the total bandiwidt
required to satisfy the QoS constraints of the total traffidtiplex for a given buffer resource
when divided among the number of traffic sources presentemthltiplex. As it applies to a

single source, it is this definition @fffective bandwidtkhat is used throughout this dissertation.
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The original authors’ notation has been translated intoraraon notation used throughout this
dissertation. While making reference to the original papmore difficult, such a translation
allows easy comparison between algorithms. The list oftrestas summarised in the glossary
given on Page xvii.

4.2.1 E-IU — Instantaneous Utilisation

The Instantaneous Utilisation estimator bases the esiofadffective bandwidtipon a recent
measurement of line use. While such a simple estimator pteseveral difficulties, (e.g. what
value to make the length of the measurement period), it isstdiue to its simplicity. The ‘length
of measurement’ problem is illustrated in Figure 4.2; the@qukover which a measurement is
taken may have a considerable effect upon the competiedtive bandwidtlestimate. The
reason for this is that the measurement period directlyrotsithe characterisation of the traffic
by the estimator: measurements taken over long periodswe gy short-term variance while
providing insight into the long-term behaviour, while esétes taken over short periods will

reflect the short-term burstiness at the expense of prayility long-term stability in the results.

If the activity on a link over the intervat is represented a& s, s + 7| thenw is the rate
over that particular period at time Thus the E-IU estimator is,
X|s,
g Xlss+T] (4.1)

T

The role played by the measurement periodmeans that this parameter is fundamental in all
the MBE discussed. In the case of the Instantaneous Uitliisastimator it is the only control
parameter.

4.2.2 E-CB —Chernoff Bounds

E-CB is an estimator based up@mernoff Bounds [Chernoff52] proposed techniques for the
bounding of tail probabilities of the sums of independemid@am variables. These techniques
may be applied to the curve effective bandwidtlkiersus mean rate for a traffic source.
[Gibbens97] present several estimators, each based @pemoff Boundsind each estimating
the bound using different information about the curveetiéctive bandwidtlhrersus mean rate.
[Floyd96] discusses an MBAC algorithm based upon the Hagffthound, (of [Hoeffding63]).
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Utilisation
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4 A

T T — Time

3 2 1 2 i1 3 1 Rate over 1 time unit

2.5 1.5 2 Rate over 2 time units

> > Rate over 3 time units

Figure 4.2: lllustration of the ‘length of measurement’ iplem.
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The approach of Floyd is considered in [Gibbens97] as a Bpexiample of the class of ap-

proaches that arise from tl@&hernoff Boundechniques.

[Gibbens97] present four related techniques based @imwrnoff Boundseach technique re-
quiring different combinations of measured and declaredrpaters for its operation. Table 4.1
summarises the requirements of each approach, statindherheieasurements are per-class or
aggregate, class traffic declarations of peak or sustaeted,rand the number of flows of each

class.

The requirements of eacbhernoff Boundechnique make each easier or more difficult to imple-
ment. The availability and ease of extraction of measureés@ng. per-flow versus aggregate)
and the need foa priori traffic declarations (e.g. sustained-rate as well as pat-will each

affect the relative practicality of the four approachesspréed by [Gibbens97].

CB technique Requirements

Measurement Per-class Declaration

I Tangent at Peak per-class measurements peak rate
numbers of connections per class
Il Tangent at Arbitrary Locatiorn per-class measurements peak rate, sustained rate
numbers of connections per class
Il Tangent of Slope One aggregate (line) measurements peak rate

numbers of connections per class

IV Tangent at Origin aggregate (line) measurement peak rate

Table 4.1: Measurement and declaration requiremen@hefnoff Boundased estimators.

As can be seen, each of the four techniques has differeniresgents of the measurements or
the declared parameters. The ‘Tangent of Slope One’ teabmas chosen for implementation.
It requires aggregate measurements, along with peak ratardgons of incoming flows and
the current number of flows in each class. The number of flowslass of traffic is easy to
compute in the explicit AC environment that is assumed. Addally, this technique had been
well studied in [Gibbens97] and [Floyd96].

E-CB computes theffective bandwidthequirement of the aggregate of traffic (all classes added
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together) using Equation 4.2. In this equatiomepresents the estimate of the aggregate léad,
the number of different types of flow,, the number of individual flows of a particular type,

the peak-rate for a particular flow-type, aidthe measured aggregate utilisation. The scaling
factor « may be adjusted to tune the algorithm’s behaviour. The égudébr Chernoff Bound

approach Il is

K-1
!
E=X+ 1 Zpink 4.2

k=0

4.2.3 E-MS — Measured Sum

The Measured Sum estimator from [Jamin97c] computes amatsi of effective bandwidth

based upon regular sampling of measured aggregate loads.

[Jamin97c] and [Jamin97b] presented a number of functionsdnverting regular samples into
a load estimate. Their results concluded that the techrtiggse calledtime-windowperformed
the best for reliability and characterisation when combimgth the Measured Sum estimator.
For the time-window function the estimate is taken as thgdsirload estimate computed over a

period (I" - 7) consisting ofl" estimates of period.

Utilisation
A

Time

HEREREREBEEEREREREREBERER
IA T + T.T + T + TT

@ sample utilization (over periog

— rate estimate

Figure 4.3: Time-window measurement of network load.
Figure 4.3, adapted from [Jamin97c], illustrates how theetwindow technique works. In this
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figure, T is a multiple number of samples of length The largest sample made in peridd =
becomes the estimate of load for the next peflodr. Such an approach for the computation
of the current estimate is similar to the®cal Maximum Predictoof [Duffield99b], which also
uses the maximum of the rates sampled during a given measuatemndow as estimate of load

for input into an MBE.

In the implementation a number of values foand 7" were tested; the results presented here
used7”’ = 10 and7T = 100 ms, the same values as the comparison in [Jamin97b]. Clelady
periodr and value ofl” are intended to offer a characterisation of the traffic floeriqd r, like

the measurement-period of E-1U, will remove instabilitsgsaller than this period incorporating
them into its computation of effective bandwidthThe maximum of these values over the past
T samples (i.e. over periofl - 7) captures the boundary maximum conditions of the traffiaove

the larger time-scale.

An effective bandwidtlis computed from the aggregate load estimate using Equétinin
this equation £ represents the estimate effective bandwidthX is the current aggregate load
estimate, andgh is the utilisation target (a control parameter of the altjon that is proportional
to the level of utilisation resulting from the use of thisiesdtor),

B (4.3)
7

E-MPFE —MeasurePer-Flow Estimator

The Measureestimator, based upon the theory of large deviations, isgoted in [Duffield95].
Large deviation theory allows the quantification of rarerggesuch as packet loss in a computer
network due to traffic interactions. Their approach usespiteenise that the logarithm of the
loss-ratio versus the buffer size may be bound by a straigbt IThis approximation allows
description of the large deviation rate function and in tthis allows description of a Scaled-
Cumulative Generating Function (SCGF). An estimate ofdfiective bandwidtibecomes the
slope of the SCGF for a particular set of (traffic) measureimennstrained by a set of buffer

characteristics (loss-ratio and buffer size).

Equation 4.4 gives the definition of the SCGK)). This function use§’ periodic measurements

X,, each taken over the period
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T
. 1 1 R

= —log— Y €. :
A(0) Tongﬂe (4.4)

wheref) = % e isthe desired loss-ratio, ands the size of the buffer. Theffective bandwidth

is the the rate of change (slope) of this function for any givalue off.

For E-MPFE, X, is calculated using measurements of each flow. The estimafithe rate of
existing flows relies upon regular measurement of the lorddliiced by each flow into the link.
This approach differs from a simple aggregate measuremetimputing the value ok, from
measurements of current flows only. If a flow is removed from slgstem any contribution it
made to the values Of, in the past are then removed. In this way, any computatiohn®BSCGF

is made using only the current contributions of current flowsalues ofX.

The measurements are not used to deduce the current quetie, hich might easily be done
by reading the physical queue length. The point is to discthweedistribution of the queue length
and the long-term probability of overflow for the current naiftraffic (not including the flow or
flows just departed). The answer depends not upon the cumstiéntaneous queue length but

upon the statistics of the arrivals.

Nevertheless, in this approach there is an intrinsic assomghat the queue is running with a
high quality of service and that the queue is emptied vergroft- possibly empty more often
than it is non-empty. Thus the residual effects of any dead fice assumed to be completely

wiped when the queue empties.

The manner in which the composition of eagh sample changes over time is illustrated in
Figure 4.4. As each flow leaves the system, the contributibas made to previously-captured
samples is removed. The reason for this is that the contoibsitof such a flow, no longer in

the multiplex, has no relevance to the computation of the BG&d thus the loss-events) of the

current (or future) flows.

A potential problem with this approach is that in the comgiataof 6 it is assumed that the loss

properties are asymptotically bound by ¢ 9.

[Choudhury96b] and [Botvich95] reported theffective bandwidtkestimates computed using
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Figure 4.4: Composition ak, from per-flow measurements for E-MPFE.
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such asymptotic bounds may be either optimistic or consieevalepending on the nature of
the arrival streams. However, tiMeasureestimator is based upon the relationships %
Errors both optimistic and pessimistic may occur that camattebuted to this assumption. An
example is that approximation of the decay curve with a fiamathat is continuous unto infinity
does not capture the reality that decay curve is finite intlerguich a shortcoming of the estimate

having particular impact when large numbers of sources srgemt in the multiplex.

E-MAE — MeasureAggregate Estimator

This MBE differs from the previous one by its calculation loétutilisation samples used as input
into the equation to derive the estimateeffiective bandwidthBy computing theeffective band-
width using aggregate measurements this approach avoids thegemeat and computational
overheads required for computing utilisation samples fpanflow measurements.

Figure 4.5 illustrates how each utilisation samplg, is computed using aggregate measure-
ment: measurements of all traffic at that time. Contrastimg With Figure 4.4 reveals how an
estimator based upon aggregate utilisation measurem#fais drom one based upon per-flow

measurements.

The use of aggregate measurements implies that the corfteaich block,X,, may contain
measurement data for flows that have since been removed fremetwork. In the worst-case,
a block does not contain measurement data for any active.flowthis case its contribution to
the computation of aeffective bandwidtlestimate will be unpredictable at best, and unhelpful
at worst. In E-MPFE, only the measurements of active flowsuaezl to calculate the value of
each utilisation valueX,, even though this means recalculating the values of eéachhenever

a flow is removed from the system.

The authors of th&leasurealgorithm had considered only per-flow utilisation as infouthe es-
timator but E-MAE was worth pursuing for more practical reas. Aggregate measurements are
more commonly available, require a lower overhead, and baadler management requirements
than per-flow measures. Early success with E-MAE, combinéd performance problems with
the E-MPFE, encouraged this approach.

Aggregate measurements still presented several problensgly, some blocks used in the com-
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Figure 4.5: Composition ok, from aggregate measurements for E-MAE.
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putation of the SCGF contained measurements of flows thatmgel existed. A solution may be
to place an upper limit on the lifetime of any particular lkoonce a block becomes older than
a certain period, it is removed from the computation of th&&CThe impact of this approach is
that if the history length is shorter than the average lenftnflow some blocks with valid data
will be discarded. On the other hand, if the history lengtloigger than the average length of a
flow, some blocks will be included in the computation of theG#that contain no valid data at

that time.

Thus, for the estimator based upon aggregate measurerttengglection of an optimum ‘max-

imum history length’ becomes a problem. While an obviougtermay be the mean flow life-

time, it is important to consider the statement made abdwe pbint of measurements is not to
determine the queue length but the probability of queueflmweiin the future. As a result, the

relevance of previous measurements of aggregate utiisatill share a relationship with the

overall size of the system and the overall size of the systegivien by the number of flows

multiplexed at the buffer.

[Grossglauser97b] noted that the period required for anrate measurement of the variance in
a system shared a relationship with the size of that systémay postulated that only events that
occurred over a period inversely proportional to the squact of the number of flows were of
relevance to the variance. This led to the idea that a criticee-period existed beyond which
previous events were not relevant to the current or (immejifature system. [Grossglauser97b]
concluded that this critical time period%, whereT), is the mean lifetime of flows andis the

number of flows in progress.

The concept of a critical time-period had a great appeal pmlieation in an estimator based
upon aggregate measurement. In estimator E-MPFE all flowssgkraffic would have direct
impact upon the current estimate are present in the compunsat— although this is restricted
to currently active flows only. In such a system where a flow wexy long lived, it is easy to
imagine significant memory (and computation) resourcedesquired to compute theffective
bandwidthestimate.

A second problem remains for the E-MAE estimator of what thpar boundary, beyond which

blocks are discarded, should be. Choosing this involvesnaahg the requirements of keeping
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blocks containing data attributable to current flows whilecdrding blocks for which the ma-
jority of data is not relevant. The use of the critical timerpd as a time limit was a logical

approach.

This approach cannot be rigorously justified but early sssogith E-MAE means that it is

included in the comparison results presented in Chapter 5.

4.2.6 E-MVE — Mean Variance Estimator

E-MVE is an estimator based upon a combination of measuremean and variance:

E =2 + ao. (4.5)

Equation 4.5 gives of an estimator based upon the mean amhgarmeasurements. In this
equation,F is the estimate oéffective bandwidtlof the measured traffic; is the mean and

is the standard deviation, each computed from a series ofumeaents of the aggregate line
utilisation. The mean of the flow captures the long-term ¢esnin the multiplex of traffic,
while the variance characterises the variability of thdfizamix within the time-scale of the
measurements. A pre-multiplier efallows the estimator to accommodate a range of variability

in the traffic measurements made.

Apart from the selection of a value af, such an estimator requires appropriate selection of
the measurement period and the number of samples used taimmean and variance of the

measurements.

The version of this estimator from [Duffield99$ 3.1 Local Gaussian Predictor] incorporates a
correction too. The correction is used to account for the burstiness ofidratich as Internet

sources and video-streams observed at multiple timesasediscussed in Section 2.1). In such
traffic there will be an increase in variability of traffic aaged over decreasing window sizes.

In addition to burstiness-averaging, sampling error alag$an important role.

Sampling error will arise in the estimation of mean and va&@because the samples from which
the estimates are computed are in themselves random \esiall order to avoid violation of
QoS guarantees due to this, [Duffield99b] applied the ekmarrection of Equation 4.6, where
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T is the number of samples:

o' = max{a, \/(T + 1)(6% ~ 1)} (4.6)

The value ofo’ can then be substituted so that Equation 4.5 becadiesz + o'c. For such a
correction there is an assumption that the sampling errssgss Gaussian properties.

[Duffield99b] noted that a predictor based upon samples pfpamticular width may underes-
timate the bandwidth requirement needed to satisfy a pdati€oS constraint specified over a
shorter time-scale, although no specific solution was sstggeor applied. This issue is discussed
at length in the descriptions of the E-GT and E-KQ estimabetsew.

E-KQ — Traffic Envelope

The traffic envelopeapproach embraces the central issue that to characteasatth of a par-
ticular traffic flow a period must be specified over which thaamacterisation is conducted. As
a result this MBE, proposed by Knightly in [Knightly96] andrther explored in [Knightly98]
and [Qiu98b] is able to characterise traffic over a seriesnoé tperiods. The intention of this
multi-period characterisation is to represent the sharhtburstiness of traffic as well as that
of the longer term variation of the aggregate due to measemémrror and longer time-scale
fluctuations.

Firstly it is assumed that there exists a basic measurenegio)~. Measurements may be taken

over a multiple of this period and thus, . = 1,2,... x 7. Thus, if the activity on a link over

goon

X[s,s+1,
I

the intervalls, s + I,] is represented aX¥ s, s + I, then lis the rate over that particular

period. [Knightly98] noted that the peak rate over any waewof lengthZ, can be given by
R, = max, X|s,s + I,]. This allows the specification of theaximal rate envelopea set of

ratesRz, that represent the maximum rate of the flow for each of thevats/,,.

The activity in time slott is represented as, such thatz;, = X|[tr, (t + 1)7]. This allows a
definition of the maximal rate envelope for the pasime slots from the current timeas

R! = L max Z Ty, 4.7)

N nt t—T+n<s<t
u=
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forn=1,---,T. The envelopér,,n = 1,---, T describes the aggregate maximal rate envelope
over intervals of lengtll,, = n7 in the most recent’ - 7 seconds. [Knightly98] assert that this

will describe short time-scale burstiness along with aatgaation structure present in the flow.

If every T - 7 periods the current envelope is updatefi < R%”’l) forn =1,...,7T and
n=2,...,N,thenanew enveloplé}7 is computed using Equation 4.7. This allows the empirical
meanR, of the R]"’s to be computed a§n]‘f:]%. In turn this allows the variance between
envelopes for the padt’ windows of timeT" - 7 to be computed using

M
1 _
oy =772 (B~ Ry)" (4.8)

m=1

Taking the mean and variance df consecutive traffic envelopes allows the variability of the

traffic envelope itself to be characterised at longer tirnaes.

From the traffic envelope, the E-KQ approach computes twimagts ofeffective bandwidth
one for each of the two time-scales: short-term burstinedd@ng-term variance. For the long-
term time-scale resulting from variance between trafficedopes, the mean and standard devi-
ation of the maximal traffic envelopes (those measured @ver) provide one estimate of the
effective bandwidth

Fiong = R + iong o (4.9)

The value ofa,.,, Will determine how the estimator behaves in response taldity in the
measured flow. Itis possible to formulaig,,, to dictate a specific confidence interval for these
constraints. [Knightly98] considered a large variety aftdbutions on which to based,,,, —
settling upon a Gumbel distribution for its ability to deiberthe asymptotes of the extremes for
a large range of other distributions (e.g. Gaussian, exptiadelog-normal, Gamma, Raleigh).
However other work — [Qiu98a] and [Tse99] — indicated that auSsian distribution is ad-
eguate, as well as allowing a more tractable computatiorusTh each case the computation
of aeng iS based upon computing the inverse of a complementary CCé#a dd(0,1) Gaussian

distribution (2 ' (-)) based upon the maximum packet logsand the traffic envelope:

ar

Mong = Q( ). (4.10)
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For the shorter burstiness time-scale, a different estmiatis used. Theffective bandwidth
requirement of the burst time-scale relates to the sizeebilffer,q. The estimate oéffective
bandwidthrequirement is computed from the maximum of the traffic eopelmean and standard
deviation. In the following equatiord;' is required to compute the rate at which the buffer can be

drained: -
(R, + QshortTy)NT
Eshort - UZI]I}Q?E,T{ K nr Sﬁo% d } (411)

Unlike Fiong, Eshore IS cOmputed using every value gfin the traffic envelope. Once again, the
standard deviation pre-multiplier will determine the respe to variability in the measured flow.
The derivation ofv,,,« from the user supplied packet-logsand traffic envelope is

GRT

g

Qlghort = Qil( ) (412)

n
The maximum of the two equations 4.9 and 4.11 can be considbee worst-caseffective

bandwidthestimate of the traffic flow described by the traffic envelops is given by

FE = maX{Elong, Eshort}- (413)

[Knightly98] documents the importance of the valuglpfthe maximum number of samples for
a traffic envelope. An ideal value @f will provide the optimum use of resources, while too
small a value ofl’ causes the variation ovet: to be large, so that the capacity-based estimate
of Equation 4.9 will be pessimistic. Alternatively,Tf is too big the estimate derived for buffer
occupancy will be too large causing the buffer based eséintaquation 4.11, to be pessimistic.
In [Knightly98] a discussion is given over to locating theiopm value of7’, a value typically

on the order of a few seconds.

E-GT — Time-scale Decomposition

Firstintroduced by [Grossglauser97b] and extended tabgémeous flow environment in [Tse99]
and [Grossglauser00], this algorithm also uses charaet#vn of traffic flows by mean and vari-
ance. This algorithm is different to all the other MBAC alglboms presented in this chapter as
it is based upon aufferlessmodel. As a result direct comparisons of performance witleot
algorithms is not as relevant. However, given that this allgon adopts a unique and oft-cited
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approach to problems of time-scale, an implementation was &s crucial to an objective of

providing a broad coverage of MBE and MBAC algorithms.

Several assumptions are made explicitly in the design af dlgorithm. Firstly the traffic is
assumed to have a uniformly distributed variance, be indeéget, and stationary. Additionally,
it is assumed that the mean and variance of traffic remain forexst the flow is in progress.
Finally, it is assumed there is a large link capacity with mgke flow dominating the multiplex.
Recent traffic characterisation studies may draw thesengstsons into question, notably the

assumptions about sources (see Section 2.1).

The design of the MBAC algorithm of [Tse99, Grossglausei®ased on the assumption that
fluctuations slower than the time-scalg, (the mean flow life-time,) are able to be absorbed by
changes in the number of flows in progress, while the higlkedpleictuations (those on a time-
scale faster thaﬁ) can be absorbed by over-booking the capacity required. résdt is the
decomposition of the bandwidth measurements into high ewdrequency components using
a cut-off frequency o%. Figure 4.6, adapted from [Grossglauser00], illustratas the stream

of samples is filtered into high and low-frequency composersing this cut-off frequency. In

this figure,d represents the unit impulse function.

low—pass __
cutoff = /T,

variance

i N
5, -9, W estimator L= @5
' h, H.t
high—pass __
cutoff = 1/T
Smoothing window
Time—constant T s

Figure 4.6: Decomposition of measurement into mean andves.

The requirements created by fast time-scale fluctuatiodgavvided-for through over-booking
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are computed using the high-frequency comporsght The over-booking required is computed
from the variance of/’: o%;;,. The mean requirements of the flovis, are estimated using the
low-frequency components’. Dominated by slow time-scale flow admissions and depagture
the mean requirements of the flows can be used to estimateuthber of flows that can be
accommodated.
The low pass filter is defined as

=~ (4.14)

T

whereu, is the unit-step (heavy-side) function. The filter used méstimation of variance is

(4.15)

Equation 4.14 and Equation 4.15 use a related time-sZale: Mﬁ. In earlier work
[Grossglauser97b] used a measurement-per-flow mechaHiewever, because of the overheads
of such a measurement scheme, the use of aggregate wiitisatiasurements were proposed in
the more recent paper (e.g. [Grossglauser00]). In the ftvemation from per-flow to aggre-
gate measurements, [Grossglauser00] noted that the éstinod variance was poor due to the
reduced number of samples over which it is made. Thus, torerstobust estimate, more mea-
surements are required over time to make up for the lack avidhalal measurements over flows.
This leads to the need fd >> 1 to provide a sufficiently robust estimate &f .

Using Equations 4.14 and 4.15, the estimated mean of a dloglewheresS; is the aggregate
load at timef and IV, is the number of flows present in the system at ttimie given by:

> Sf*T
1y = =T g, dr. 4.16
o= | N9l (4.16)
The high-pass component is given as
S{' =S, — Niju, (4.17)

and from this, the estimate of high-pass variance of a sithglemay be estimated by

o] SH o'} SH 2
ol = / S U hydu| h,dr. (4.18)
0 Nth 0 Ntfu
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Using Q(-), the complementary CDF of a N(0,1) Gaussian distributiorgsSglauser showed
that the loss probabilitye] for a system of given capacity, subject to a number of flond;,

with mean and standard-deviation propertiegioinds/” is given as

(4.19)

6—Q[70Ntu}.

g Nt
Thus for a known loss probability, the appropriate value o¥; ought be computable for any

given mean and standard deviation. Rearranging Equati¢hglves

C =Q ()N + Nyjiy. (4.20)

Ther.h.s. of this equation can then be used to compute an estimagffaxftive bandwidthiIn
order to make clear the similarities this estimator sharék &-KQ, a pre-multiplier of the

variance, based upon the complementary CDF of an N(0,1) Gaussiaibdisbn let

a=Q '(e). (4.21)

This value can then be substituted into Equation 4.20. Ttwa ¥alue ofo which characterises
the tolerance to loss, along with V; the number of flows in progress, aagf and /i, which
together characterise the current traffic flow, providesetfective bandwidtlestimate

E = ay/N,g! 4+ Nyjuy. (4.22)

4.2.9 E-LBE — Loss-Based Estimator

While the majority of MBAC algorithms, including the majboripresented here, use an esti-
mation ofeffective bandwidtlas central to the admission decision, a number of authors hav
presented approaches that base their decisions on lags-ras an example, [Saito91] presents
a mechanism that measures the marginal distribution ofargitals and applies the loss-ratio
upper-bound formula from [Saito92]. The computation of ssloatio upper-bound allows the

construction of an estimator, and subsequently an admisdgmrithm.

The loss-based estimator presented here makes a predittiomg-term loss based upon mea-
surements over the short-term, although it does not use #rginal distribution approach in

[Saito92]. Instead, the current measured loss-ratio id dgectly to predict the future loss-ratio.
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A problem exists with this approach: large numbers of oletgam events are required for reli-

ably predicting low loss-ratios. This problem could be @ane in one of two ways: ensure a
significantly high quantity of traffic such that the numberobiservation events is sufficient or
increase the period over which the events are counted. Th8msoadopted in E-LBE is to use

an exponentially weighted moving average. This approaebsga long ‘effective’ observation

period thereby aiding the system stability, while beingeabladjust the relative impact the prior
history and the most recent measurement will have upon therdLestimate.

The current estimate of losg, can be computed fror (the actual number of loss events for a

given periodr) andzx; (the total number of events for the same period) using:
=01 a)ég ,+a—. (4.23)

Such an approach has the effect of damping out wild osahatiand thus giving long-term
stability. However, selection of a low value for will cause the system to respond slowly,

triggering the same behaviour as if the measurement peweds long.

The approach of using loss feedback is not new and has bednruaenumber of MBAC algo-
rithms, such as that of [Saito91]. Ideas incorporating ylakafeedback in addition to loss were
proposed in [Jamin92] and [Tedijanto93]. In the realm ohsfar protocols examples are TCP,
which will modify its transmission characteristics in resige to loss, or the explicit transfer of
loss information which is central to the Real-time Trangpootocol (RTP) [AVTWG96].

The technique presented here makes several sweeping dsmwsng-irstly, and most impor-
tantly, flow-arrivals are assumed to be distributed in apasGaussian fashion while loss events
will have a fully Gaussian error. This assumption may be gootraffic sources that have cor-
related structure. Such correlated traffic will over-engiba any burstiness present, causing
loss-events to be clustered. Selection of the time periaa which loss-events are measured
also presents a problem. The time period before which treshulding loss measurement is up-
dated will need to be related tightly to the flow arrival-ral®o large a period and many flows,

each with unknown potential to introduce loss into the nekwmay be admitted.

4.2.10 E-GAN — Equivalent Capacity
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A number of estimators have been proposed that, providddlimig speed, buffer capacity and
a target loss probability along with priori declarations about the traffic are able to compute an
equivalent capacity for each source or multiplex of sour@sch a computation can be config-
ured to calculate the maximum number of flows admissible ta:tiiplexer while satisfying the
user-provided loss-constraint. [Guérin91] reports deysbased upon fluid-flow approximations
of the traffic multiplex.

Assuming each source can be described as an Interruptedi Flacess (IFP), of which the 2-
state ON-OFF Markov source such as TP10S1 (Section 2.2d) example, then the source
may be characterised by the vectpr £, b), where the peak-rate js r is the fraction of time
the source is active (peak rate divided by sustained rate) athe mean duration of the active
period. For a system where the queue is of capacatyd for a desired loss-ratio eftheeffective

bandwidthestimateF, is given as

a—q+\/(a—q)2+4qarp
2a ’

Ep = (4.24)

where,
a="b(1l-— r)plog(l). (4.25)

€

For N sources, the AC of [Guérin91] proposed a combination oflfilow approximation and
stationary approximation. Using a stationary approxiomativhereF is the stationary approx-
imation based upog; (the mean bit-rate of th&h source) and; (the variance in bit-rate of the

ith source) gives:

ES = Z S; + (I,’ Z()’i (426)
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where,

a =+/—2loge — log 2. (4.27)

Now the estimate of equivalent capacity férsources is given by

N
E = min (ES, > EFZ») : (4.28)

i=1

whereFEr; is the equivalent capacity of an individual source.

Thus, usinga priori descriptions of mean rate, peak rate and mean burst lengpig &lith the
buffer characteristics, it is possible to computeedfective bandwidtlestimation of a collec-
tion of traffic sources. Importantly, the sources must bes @blbe modelled as constructions
of Markov chains (and thus be IFP). An important point fosstmodel-based estimator is that
the characterisation of traffic contains the mean burst siaethe maximum burst size as is de-
clared in the ATM Forum TM4 [ATMF95] signalling proposal antSERV's RSVP [Braden97]
signalling system.

The authors of [Elsayed99] made a note of this differencedmlitnot reflect on the intrinsic
incompatibility that exists between the parameters regluiyy such model-based systems and
those supplied by the signalling system. As was noted eanlithis chapter and in Chapter 2,
sustained values such as sustained rate and mean burstesidiffiault to predict for any par-
ticular traffic source. This is because the computation chstalues require that the traffic be
either analysed prior to use, regulated via a scheme sutdakg-bucketor a combination of
both. Such a requirement (mean burst size) is common to drgnmse which is based upon the
Markovian traffic models, thus this requirement (and irgitndrawback) is shared in common

with the following model-based estimator.

4.2.11 E-BD — Exponential Upper-Bounds

The E-GAN algorithm proposed by [Guérin91] provides anragpnation of per-sourceffective
bandwidth This estimate does not take account the additional gailtedla when theeffective
bandwidthestimate incorporates the buffer-space available at thret pbmultiplexing. Working
with large deviation based estimators [Buffet92] introeld@ factor to account for the additional

gain that may be computed with prior knowledge of the buffee s This allows for a refined
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computation of available capacity and thus a refined contiputaf theeffective bandwidtper-

source.

If a buffer of sizeq is being serviced at ratge for a fixed size buffer, a higher the service rate

would result in a lower number of packets lost from the buffer

Similarly, increases in the service rate of a fixed lengtHdyufould also reduce the number of
packets lost. It has been shown (e.g.[Glynn94]) that if thgals at the buffer are approximately
stationary, and are not long range dependent, then theatissdecays exponentially for large

buffer sizes. Thus the decay can be expressed as

1
lim —log F(q,s) ~ —4(s), (4.29)

q—o0 q

whereF'(q, s) is the loss ratio function, antl s) represents the decay function.

Figure 4.7 (adapted from [Lewis98]), shows the empiricaréiew probability for a number of
multiplexed JPEG video sources. In this figure a straigig-through the origin suggested by

Equation 4.29 offers a functional approximation.

In Equation 4.29 the decay ra#és), a function of the service rates); was introduced as an
approximation to the decaying loss-probability curve. Fthe probability of a buffer of length
g overflowing, is given as

P(Q > q) < e"9). (4.30)

Figure 4.7 illustrates a refinement to the decay rate appraton. The refinement is a straight-
line that intercepts the vertical axis (rather than theiajig The figure illustrates the refined
estimate suggested in [Buffet92].

The refined approximation introduces the pre-factginto Equation 4.30 thus becoming

P(Q > q) > pel ™. (4.31)
[Buffet92] noted that wheréV is the number of independent identical 2-state Markov sesirc
ande* is the pre-factor for a single source served at a %t(aj‘ being the service rate of the

buffer,) o can be expressed as
o =e MV, (4.32)
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Figure 4.7: Empirical loss probability for 18 streams of B€oded video.
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Armed with an enhanced ability to approximate the bufferfioes probability, [Buffet92]
presents an explicit bound for the tail of the queue lengstrithution. Adapted from [Buffet92,
Eqg. 3.1], Equation 4.33, is the bound for the probability aege overflow. In this equation,
mean time between bursts is givenlds,, the mean period of a burstigd, andgq is the size of
the buffer. The service-rate of the queu&isN represents the number of flows in the system
ando is the proportion of the service-rate each flow has<(C/N).

P(Q > q)

a(l=(a+o0(1—a—d))) {(1—0)(a+0(1—a—d)) q><

d(a+o(l—a—d) NO'(l—(a+U(1_a_d)))
a,led (1(10)1” (%)] (4.33)

An estimator can be constructed provided, like E-EMW beftire traffic characteristics of peak

rate, mean rate, and burst size are declared in advance. t@e®e values are known, a value
of N can be computed that satisfies the desired loss bound. Ussminit on the number of
flows a simple estimator can be constructed whérns the effective bandwidtlestimate N is
the maximum number of flows in progress (as computed usingéndgous formula), and is

the actual number of flows in progress

-m. (4.34)

In addition to the need for full declaration of the traffic cheteristics (peak rate, mean rate,
mean burst size) an implicit assumption exists that thédrakhibit an exponential arrival char-

acteristic, and is i.i.d.

4.2.12 E-EMW — Effective Bandwidth Model

[Elwalid95] proposed a resource allocation scheme thatadetied by a shared buffer multi-
plexor fed by ON-OFF, periodic arrival processes. Resoatioeation at a network buffer may
be considered a two-resource allocation problem. As was feehe buffer overflow in E-BD,

the loss probability is related to both buffer size and togbrvice rate of the buffer. To provide

a desired loss-ratio the estimator must deal with two patarse service-rate and buffer-size.
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The approach of E-BD was to usecarrectionperforming additional estimation of the multi-
plexing gain. The approach of E-EMW is to reduce the two-ies® allocation problem (buffer
and bandwidth) to a single-resource allocation problem diinmeating the loss-probability of a
buffer-less multiplexor. The idea of a ‘virtual buffer’ ardrtual trunk’ (with a virtual service-
rate) allows the interchange of each resource. [Elwalid®&h described the application of this

method to admission control.

The method for estimating ageffective bandwidtlproposed by [Elwalid95] assumed that all
traffic to be multiplexed has been subject to policing byfitategulators such agaky-bucket
The resulting estimation is computed as a boundary casedhgson deaky-bucketegulator
figures of burst tolerance, peak rate and sustained rate.

Estimates of the packet-loss boundary are drawn f@mernoff Boundsfurther refining that
estimate through the use of a large deviations approachvalEl95] computed, using a fluid-
flow approximation, the loss estimate for a particular nungbéows, and then a root-solver can

be used to locate the number of flows for a desired loss-ratio.

The flows are defined by the parameters of peak-gatsystained-rate, and maximum burst-

size, By, while the system is defined with a buffer size/®faind a link capacity of’".

In a system based upon the equivalence of buffer and trasgmisapacity, [Elwalid95] defined
a value called theffective capacitjor lossless performance,, as

—2 ifr< B,
=4 B ) - B/o! (4.35)
r if % <r<p.

The flow characteristics are defined’Bg andT,s which, using the maximum burst siZer,

peak-ratev and mean-rate gives:T,, = p’% and7,; = 2z, [Elwalid95] noted that the formula

T

for ¢y is more easily understood when expressed in terms of thembles:
—r— f Tbuf S Toff
=4 R (4.36)
r if Toﬁ S Tbuf )

whereT},¢ is the maximum delay time in the buffer and may be define@i,as= B/C.
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In [Elwalid95] the loss-ratio is computed using

e 4.37
o s*o(s*)V/2r (4.37)
where
1 1—
s* = —log [ ‘. —w} (4.38)
€0 1—a w
k is the number of flowsy = kcm andw = L.
The functionF (s*), derived using th€hernoff Boungis defined as
1 —
Fg(s") =K [a, log <ﬂ> + (1 —a)log ( ¢ >} : (4.39)
w 1—w
while the expression fof (s*) is
k(1 — /eos*
o(s5%) = eo - V(1 — w)we | (4.40)

1 — w + wecos”

In order to compute the effective capacity, Equation 4.3bised for the target loss-ratio. This
will derive the maximum number of flows and from this tefective bandwidtlior each flow
can be computed. Thus, the traffic descriptors of peak raé@nmate and maximum burst size,
along with the buffer space, queue service rate and the mawimumber of flows ) can be

determined.

Using this information an estimator can be constructed witers the effective bandwidtlesti-
mate, % is the maximum number of flows in progress (as computed usiagtevious formula),
andn is the actual number of flows in progress

k

4.2.13 Estimator Summary

In the preceding sections estimators based solely upon femangeters as well as those using
measurements have been described. A number of these esgtrhave their basis in the solution
or approximation of the&Chernoff Boundswhile others approach the estimation problem from
different theoretical backgrounds such as large-dewiatieory or statistical analysis.
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Firstly, a simple estimator was introduced: E-IU, basedruasingle instantaneous utilisation
measurement E-IU is a useful template estimator that, wioteperforming particularly well,
forms a simple base-reference against which to illusttaerportance of measurement-period
(Section 2.4), and compare the effect and differences letwdmission policy (Section 4.3).

First of the estimators based upon tGkernoff BoundE-CB is the instantiation of one of the
family of estimators proposed by [Gibbens97]. In contrdst, measured sum estimator, E-MS,
takes a much simpler approach with little theoretical faatimh combining a local-maximum

prediction with a control over the level of line utilisation

From the theory of large-deviations, E-MPFE and E-MAE arevée. These algorithms differ
in their measurement requirements, but each has the pattémiprovide estimated bandwidth

requirements based directly upon available buffer-spadedasired packet loss-ratio.

A family of estimators based upon statistical informaticrided directly from the measure-
ment of line utilisation is introduced next. E-MVE is a siragstimator using a combination
of mean and variance over one time-scale. E-KQ introduedfctienvelopes (descriptions of
the mean and variance of traffic over multiple time-scalesl) @loss-boundary mechanism that
allows computation of theffective bandwidtfrom the traffic envelope. Finally E-GT, a buffer-
less algorithm, introduces interesting ideas on the séparaf time-scales and in particular the

relevance of events to the computation of mean and variance.

The last measurement-based estimator, E-LBE, takes & agjwoach based upon the current
measurement of loss. While this mechanism does not offengpatation of theeffective band-

width requirements, it does provide a prediction of the curress{mtio.

Finally, three algorithms are described that use only thdadled parameters of current flows
to compute areffective bandwidtlestimate. E-GAN, an estimator proposed by [Guérin91],
computes the equivalent capacity for traffic with a givendefiow descriptors. E-BD, from
[Buffet92], refines the E-GAN estimator by explicitly acetding for the multiplexing that will
occur among flows at the buffer — both the E-GAN and E-BD alfpons assume Markovian
traffic models with mean burst sizes. The final algorithm iIEMW, proposed by [Elwalid95].
This algorithm differs significantly from the two previoukyarithms because, while it assumes
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ON-OFF periodic sources, these sources are assumed toudatesjthrougheaky-bucketsso

the source descriptor is of a maximum burst size not a mean.

The estimators E-CB, E-BD and E-EMW each specifically rafeegheChernoff Boundswhile
theMeasureestimators E-MPFE and E-MAE use an exponential approxonati queue service
derived from this work. The validity of this assumption (#gonential approximation of queue
service) has been called into question: [Choudhury96b][Botivich95] have noted both op-
timistic and pessimistic errors may result from this appmetion. Additionally, [Knightly99]
notes that algorithms that perform well for Markovian ONf©Bources can suffer consider-
ably from the inaccuracies introduced when such techniguespplied to multiple-time-scale
sources such as VBR video.

The failure of such an approximation can draw into doubt gr¢igular approaches taken in many
estimators okffective bandwidthMany of the estimators presented here may also contain the
assumption of logarithmic decay of loss-probability asitedl to buffer size at their root. How-
ever, authors such as [Choudhury96b] and [Botvich95] hamdersuggestions for approaches
that improve upon this approximation. Additionally, theggroaches may each be expected to
fail in a similar fashion (although the results of Chapten8icate a broader range of behaviour
than might be expected.)

Table 4.2 lists each MBE studied as part of this work. Theeadybvides an estimate of the
overheads for memory, measurement and computation. Wiye®-notation is given, the table
quickly reveals potential problems such as the potentiedgexity in the E-MPFE versus E-

MAE estimators.

Policies

The Admission Control Policy, as described in Section 4.ik.1the procedure an AC algorithm
will follow when a new flow is admitted. Such policies may ingorate the results of previous
admissions or admission attempts as part of the flow-reignl@rocess. Admission policy does
not imply an MBAC algorithm; e.g. the standard Internet AG l@apolicy of open-admission
called best-effort, while at the other extreme the telegh&@ will only allow admission if all

capacity requirements can be met. However, a number of tin@lete MBAC algorithm policies
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MBE Measurement Memory Computation Complexjty
E-IU aggregate load, per-new-flow None
o(1) Oo(1)
E-CB | aggregate load, per-new-flow Traffic Parameters
O(1) O(C) 0(1)
E-MS aggregate load, continuous Measurement
o(M) o(Mm) o(M)
E-MPFE| per-flow load, continuous Measurement
O(N) O(N-M) O(N-M)
E-MAE | aggregate load, continuous Measurement
0(1) o(m) o(M)
E-LBE aggregate loss, continuous None
0(1) 0(1)
E-MVE | aggregate load, continuous Measurement
0(1) o(m) o(M)
E-KQ aggregate load, continuous Measurement
0(1) o(Mm) o(M)
E-GT aggregate load, continuous Measurement
0(2) o(m) O(Mlog M)
M = number of bins in distribution/sampling function
C = number of types of traffic present in system
N = number of connections

Table 4.2: Measurement, memory, and computation requimésra Measurement-Based Esti-

mators.
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share common policy and as a result only five approaches tgsanim are presented here.

Alongside its description, each policy is illustrated asdisn combination with the instantaneous
utilisation estimator (E-1U). Each of Figures 4.9 through2igraphically represent the arrival of
flow attempts showing their acceptance or rejection anddte humber of flows in progress.
In the top graph of each figure, a vertical stroke represemisvaflow-attempt: if the stroke is
down (red), the attempt was rejected; if the stroke is upggyethe attempt is accepted. The
lower graph of each figure plots the number of flows in progressus time. The center graph
of each figure illustrates the current line utilisation, d@hd thresholding value being used where

relevant.

For this illustration flows arrive at a mean rate of 100 flows pecond (exponentially dis-
tributed). Each flow carries a TP10S1 source: a 2-state ON-Kd&rkovian source with a peak
rate of 10 Mbps and a sustained rate of 1 Mbps (describeddiuithSection 2.2.1).

P-T — Target

Targetrefers to a simple admission policy that uses no estiméataliows a nominated number of
flows of a particular type into the multiplex. Target reqsieecontrol value of the total number of
flows to be admitted will admit flows until that number are guteel. This algorithm is combined
with estimators that compute the target value, calledaiteeptance regigrand is used here to
allow validation of AC results against optimal results. §policy allows construction of an AC
similar to theQuotaalgorithm used by [Breslau00] to derive tRerformance Frontievalues for
MBAC behaviour.

Figure 4.8 illustrates the Target policy in operation. Iistiigure AC-T is configured to allow up
to 70 flows to be admitted. The variance in the measured lilgatton is noteworthy particularly
for this traffic type, TP10S1 with a mean rate of 1 Mbps cleatpws a mean utilisation for 70
flows that hovers at 70 Mbps. However, the peak rate of 10 Mbpsanifest in the significant
variance illustrated for the mean utilisation figure. Figdt8 indicates that successfully admitted
flow arrivals occur without obvious periodic function, adi®expected of a system that will rely
largely upon the (Markovian) departure process. This iegothat the variance in line utilisation

is due largely to the variance present in the near constambeuof sources: either to the variance
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Figure 4.8: Target algorithm (AC-T) using Target policy TB-
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of the sources themselves or of the measurements illugdtirateis figure.

P-TO — Threshold Only

P-TO is a policy that will allow new admissions if a currentligation value is below a par-
ticular threshold. Commonly the value is provided by anrmeator such as those described in
Section 4.2. An example MBAC algorithm might be the E-1U estior combined with the P-TO
policy. For this combination a new flow is accepted or rejeédiased solely upon whether the

instantaneous measurement is within an acceptable thdeshoot.

Figure 4.9 illustrates the combination of P-TO and E-IUhE turrent measurement is above the
threshold value (70 Mbps) new flows are admitted. The lineherfigureDecisionis intended to
indicate the value used by the admission process. In thisgfigiiat line is superimposed upon
the line representing current measurements. The figure shioat if the decision (and current
measurement) is below the threshold the flow attempt willdmaitted. The result is that admis-
sion bursts occur over the duration of the current measuneperiod. Because the measurement
process is periodic in nature it is only after a new measurgifadove the thresholding value) is
available that the admission of new flows will stop. One cbiandstic of this MBAC algorithm

is that for the high rate of admissions of this example, it$igaificant variation in the number of

flows in progress at any time and a corresponding large vani@t the measured line utilisation.

P-BP — Back-off Period

The back-off period policy is based upon work of Bean [Bear®3an94] who noted that if an
AC is under conditions of high load, correct decisions by At algorithm alone may not be
enough. If the AC algorithm is making admission decisions kigh rate, even a low possibility
of an admission made in error may be too high — erroneous aionis will still occur at an
unacceptable rate. In this policy if a flow is rejected, thgooathm does not admit another flow
of the rejected type until an existing flow of that same type/és the system. Such a scheme
changes the time scale of the damping characteristics oadin@ssion process, from that of
measurements to the time scale of flow lifetimes. Subsetyémi technique proves useful for

improving AC behaviour at the scale of flow lifetimes.
When the E-IU estimator is combined with the Back-off Penomdicy, P-BP, the results illus-
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Figure 4.9: Instantaneous utilisation estimator (E-lUg@ambination with threshold-only policy
(P-TO)
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trated in Figure 4.10 are gathered. The line on this figurekethdecisionalso indicates the
value used by the policy to compare against admission atiriiee d@f a new flow attempt. In
contrast to the previous policy, (P-TO), thecisionline is not superimposed upon the current
measurement. Instead, thecisionline will not be reset to the measurement until a flow has
exited the system. As a result tdecisionline has long periods where it is above the threshold

despite of the current measurement being below the thrdsiadlie.

The P-BP policy will not allow admission of any new flows of tiegected type until an existing
flow of that type leaves the system. This means that the gtabilthe AC algorithm is altered,
towards the time-scale of flow-lifetimes. The thresholdygrolicy also causes a reduction in the
size of the admissions bursts because, as compared withdhedlicy illustrated in Figure 4.9,
admissions are admitted only once the measurement is kéleshold and a flow has left the
system. The effect on admissions can be seen in the top gfdfigwe 4.10: the burst of ad-
missions may include between one flow and as many flows canrbited in one measurement
period.

[Bean93, Bean94] noted that the back-off period policy ailly have an impact on the behaviour
of the admission algorithm if there is significant sepamatietween time scales of new flow-
arrival and flow holding times. Section 2.3.1 notes that sac®paration of time scales is an
assumption central to many AC algorithms. A comprehensigeugsion of the relationship
between the separation of the time scales of flow-arrivalfiova-lifetime and the stabilisation
periods of flows and traffic as relates to P-BP has been madeenP33§ 4.3]. Bean noted that
the period between the arrival of flows, important to allovequate observation of the current
flow-mix, must also be short enough to minimise waste of recsmibut not so long as to cause

the probability of a flow ending in this time to be too high.

lllustrating its adaptability, [Gibbens97] presented esi@n of this policy that is able to perform
active discrimination between particular classes of flolse mechanism works by preserving
an absolute priority between different flow types. If a higlopty flow departs the system only
new high-priority flow attempts will be admitted, while if ew priority flow departs the system
both low and high priority flows will be admitted.

4.3.4 P-PA — Pessimistic Admission

119



4.3. POLICIES

CHAPTER 4. MBAC ALGORITHMS

accept f--------- S— :

reject
0 1

100M

e e e

4 5 6 7 8 9 10

90M
80M
70M

60M
50M |
40M i

Line Utilisation

Line measurement

100 ,
9 |
80
70
60
50 |
40 i

Flows in progress

Figure 4.10: Instantaneous utilisation estimator (E-hanjunction with back-off period policy

(P-BP).
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Under this policy, new flow requests are (pessimisticallyduamed to be transmitting at that
traffic’s worst-case transmission rate. Once the algorithmascertain the actual contribution of
the new flow (for an MBAC this commonly follows one measuretaggriod) the P-PA policy

assumes the contribution of the new flow is included in thesueament-based estimate and no

longer assumes a peak-rate contribution.

Thus when combined with the E-IU estimator the admissiornsttat is based upon adding the
aggregate line utilisation to the peak-rate declared byntwe flow, p. If the resulting value is
less than or equal to the acceptance threshold then the fladmétted. Until the estimate has

been upated the algorithm assumes a worst case contribution from atinttg admitted flows.

If two flows have been successfully admitted since the ladategof the estimate and a third flow
attempts admission, the decision would compare- p; + p; + E < C. Wherep, » ; are the
peak-rates of the new flows; is the most recent estimate of line utilisation &nds the capacity
of the link.

In Figure 4.11 the result of combining the instantaneoulésation estimator, E-1U, with the
pessimistic policy, P-PA, is shown. For this policy we ses the MBACdecisionvalue is based
upon the peak-rate of the most recent admissions added twthent measurement value. The
most recent admissions are those made after the last mesntrevas taken. It can be seen
in this experiment, where the rate of flow-attempts is veghhithat the admissions become
periodic, structured around the regular measurement gefiibis may be compared with P-TO

(Figure 4.9) which shows no periodicity at the measuremerg scale.

P-AR — Policy of AC-AR

The policy approach used by the AC-AR of Section 4.4.3, igjuaito this AC. It uses the P-
BP policy described above but also incorporates the peakdeclared by the new flow into the
admission decision. The admission decision is made basadwpether the current utilisation
plus the peak rate declared by the new flow is less than or equlé line capacity. However,
in contrast to the P-PA policy, no memory exists from adnoisso admission, so the success
or failure of a previous flow admission will have no impact ngbe behaviour of the policy for

1For the E-IU, the estimate of utilisation is updated eachsussment period.
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Figure 4.11: Instantaneous utilisation estimator (E-lJonjunction with Pessimistic Admis-

sion policy (P-PA.)
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future admissions.

For the P-AR policy, this technique of adding the declareakpate of the new flow is combined
with using the back-off period policy described above inte4.3.3. Figure 4.12 graphs results
when using the hybrid policy of the P-AR algorithm in combioa with the E-IU estimator. A
threshold of 70 Mbps is used for the admission decision.
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Figure 4.12: P-AR policy, a peak rate addition combined whihnback-off period policy (P-BP.)

The results of Figure 4.12 appear similar to that of Figud®4although as if operating using
the P-BP with a lower threshold value. Admissions still @dawbursts, however, once rejecting
new flows the system must get both a measurement below trehtiidéng value and have had a
current flow leave the system. Such a combination wouldyamniprove the stability in exchange

for lower line utilisation.

Importantly, the authors of this scheme readily admit th&tpierformance appears poorer for
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the same threshold value (when compared with P-TO, as inr€sgd.12 and 4.9). However,
this situation arises because the comparison is made usengame thresholding value, not
the same performance outcome. While an approach of combBig Bnd P-PA may be worth
investigating, the technique of not artificially increagithe current measurement for subsequent
admissions (as per the P-PA policy) is the same approachhysether implementations of this
algorithm, notably that reported in [Jamin97c].

4.3.6 Policy Summary

In the previous sections five admission policies for AC alipons have been described. The pol-
icy is the process an AC algorithm follows as part of the adinisdecision and may incorporate
memory from past admission attempts as well as a record ade¢bkared descriptors of flows.
The precise information maintained by each is policy depend

Policy | Quantity Period Type
P-T| None
P-TO| None
P-BP| O(N) flow holding-time traffic descriptor

P-PA| O(N) period between estimates traffic descriptor
P-AR | O(N) flow holding-time traffic descriptor

N = number of connections

Table 4.3: Memory and time-scale of admission policies

Table 4.3 lists the policies shared among the AC algorithrasgnted in Section 4.4. Alongside
each policy is indicated the quantity of information eactigyowould need to maintain, the
mean period over which this information would need to be lald the type of information to
be stored.

4.4 AC Algorithms

This section outlines a number of AC algorithms includingiantber of MBAC algorithms along
with several other AC algorithms. Table 4.4 lists each agmiscontrol algorithm described in

this section along with the key idea of that approach andstimator and admission policy used
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for its implementation.

Table 4.4: Admission Control algorithms as combinationpalfcy and estimator.

ize

ize

AC algorithm Key Idea| Policy Estimator| Descriptors
AC-PRA Declared Peak P-PA - peak rate
AC-ST Simple Threshold P-TO E-IU —
AC-AR Acceptance Region P-AR  E-IU peak rate, mean rate
AC-CB Chernoff Bounds P-BP  E-CB peak rate
AC-MS Measured Sum P-PA  E-MS peak rate
AC-MPFE Large-Deviation Theory P-PA  E-MPFE | peak rate
AC-MAE Large-Deviation Theory P-PA  E-MAE | peak rate
AC-MVE Mean-Variance Estimator P-TO E-MVE | —
AC-GT Time-scale Decomposition P-TO  E-GT —
AC-KQ traffic envelope| P-TO  E-KQ peak rate
AC-LBE Loss-ratio| P-TO E-LBE —
AC-GAN Equivalent Capacity P-T E-GAN | peak rate, mean rate, mean burst §
AC-BD Exponential Upper Bounds P-T E-BD peak rate, mean rate, mean burst s
AC-EMW | Effective Bandwidth Model| P-T E-EMW | peak rate, mean rate, max. burst size
AC-T Target| P-T — —

In the final column ‘Descriptors’, the per-flow-admissioquéaements are given. While only the

P-PA policy explicitly requires peak-rate, AC-KQ and AC-@Bo require the peak-rate of flows

as part of the admission process. AC-AR requagsiori knowledge of the mean and peak rate

traffic descriptors in order to compute the admission sefahe estimators E-GAN and E-BD

each require descriptions of the Markovian charactegsifcdhe traffic: the peak rate, sustained

rate and mean burst size. In contrast E-EMW requires thenpeters used to describe a traffic

regulator: peak rate, sustained rate and maximum burst Hize clear that algorithms that do

not require any declarations at time of admission will beanto implement.

In this section details of the implementation of each AC athm are given along with a rationale

for the approach. Many of the algorithms share a common imeigation approach. However,

as the performance comparison of Section 5.3.4 intendhugirihite, this does not imply that the
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computational overheads of each implementation will bestimae.

Following the description of each AC, Section 4.4.16 sumsearthe AC presented along with
a comparison of each algorithm based upon a number of eriteciuding the limitations of its

approach and the requirements of the policy and-or estimato

4.4.1 AC-PRA — Peak-rate Allocation

This algorithm is implemented as a useful comparison pdaased upon the peak-rate decla-
rations of flow-attempts, it will admit flows if the declaredak-rate of the new attempt can be
admitted in the current allocation. Results gained usiimgrttechanism can be considered as the
lower utilisation-bound of any AC algorithm — achieving thest preservation of QoS through
worst-case assumptions of the traffic flows.

This algorithm can be considered a special case olethiey-buckebased characterisation man-
dated for ATM in [ATMF95] and proposed for the InternetliSERV [Braden94, Wroclawski97].

The expressioteaky-bucketefers not to an admission algorithm but to a mechanism far-ch
acterising traffic. However, it is possible to construct améssion policy and, thus, an AC
algorithm based upon the default traffic declarations. Supblicy is better able to characterise
the traffic as more complete descriptors are available. fi@ans that if a traffic source is able
to describe many aspects such as its sustained rate andakkgade along with the burstiness
characteristics, the algorithm will compute a bandwidttuieement for that source that is more
accurate and perhaps smaller than if the traffic source g @ble to characterise itself using a

peak rate declaration.

An assumption made throughout this work is that incomingaesiwill only provide the bare
minimum of characterisation — declaring a peak rate onlyis ®Hssumption is based upon the
difficulty inherent in a source making a more informative ldeation. For some variable bit-
rate streams (video, or elastic streams such as those bpsadCP,) computation of sustained
(mean) rates and sustained jitter requirements are diffisimpossible to declare. Because of
this intrinsic assumption that sources can only provideimimm characterisation, new traffic
sources are assumed to be able to provide only the most bed@ration of peak-rate. Addi-

tionally, because even a fully specifieghky-bucketlescribes the boundary case for acceptable
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performance, this may still result in pessimistic admissaad subsequent poor resource utilisa-
tion.

AC-ST — Simple Threshold

Perhaps the simplest MBAC algorithm is one based upon ahbidisg policy such as P-TO,
where the user sets an arbitrary admission threshold, ewdhwith the simplest MBE, E-1U.

While the inflexibility of such an approach, using a fixed #ireld value, would not see substan-
tial use, this algorithm is useful to demonstrate the pplecof MBAC, the behaviour of different
policy systems and several problems inherent in the use asarements. The computation of
the appropriate thresholding values can be considered #jermwork of any MBAC algorithm
and [Gibbens95] and [Key95] have attempted to tackle tisigaglirectly using the approach of
AC-AR.

Implementation

The simple threshold implementation requests a measutenh@urrent (aggregate) line util-
isation synchronously with each new flow arrival. The measwent sub-system (described in
Section 3.3.2) has available the latest value measure@ atilich. The only overheads are the

request and reply of measurements.

AC-AR — Acceptance Region

As noted in Section 2.3.4, the concept of an acceptancernexgaapplied to the number of
traffic-flows in progress has existed for some time. The cdatmn of an acceptance region
that defines the maximum number of flows of a particular typpeamitted is a framework in
which AC-GAN, AC-BD and AC-EMW may be placed. An acceptanegion as originally
proposed in [Hyman91] need not restrict itself to the corapah of the maximum number of
flows permitted. Rather the acceptance region may be basbe earrent level of line utilisation

using a recent measurement as input.

An acceptance region driven by a measurement of currenulifisation is the approach taken
in [Gibbens95] and [Key95]. The acceptance region is coegbth maximise line utilisation

for a nominated packet loss, given a set of flows with a knoweiadation of peak and mean
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rates. One aspect of the approach proposed by [Gibbens995Kis that the system is robust to

mis-specification of the mean and peak rates as well as befngtto the errors in measurement.

The scheme itself is a memory-less MBAC, the outcome of previevents (e.g. admission
attempts, or measurements) having no direct influence teectirrent admission decision. A
perfect time-scale separation is assumed, with the netstatks seen by successive flow-arrivals
considered independent. As a result such a system may suftar placed in conditions where

correlation exists across several time-scales.

The combination of a Bayesian prior describing the flow stai$ and the P-BP flow rejection
mechanism serve to improve the performance of this algorithhe Bayesian prior will smooth-
out the fluctuation in successive estimates. The P-BP flggetion policy (whereby following

a rejection a new flow is not admitted into the network untiedras left the system) acts to
counter measurement variance in the face of very high anaes. Rather than using a sequen-
tial Bayesian approach that updates the posterior distobwvith each successive observation
of load, both [Gibbens95] and [Key95] provide a decisionotietic framework that gives the
approach its name. This algorithm assumes that the busstofe traffic source is relatively sta-
ble without a significant loss in the robustness of the atborj resulting in a system requiring
minimum characterisation by either the sources or the flowal process.

Implementation

Like AC-ST, in operation the Admission Region algorithm F@s operating overheads requiring
only current (aggregate) utilisation measurement. Thetsigsificant effort is the computation
of the acceptance region, although following discussiothwhe authors of [Gibbens95] the
analysis of this AC algorithm did not need the explicit cortgtion of the Admission Region.
Instead, the admission region could be inferred from séwer@secutive experiments run using
different admission thresholds. This same inference amtrovas also adopted in a comparison

made using this algorithm by [Jamin97c].
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AC-CB — Chernoff Bounds

The MBAC algorithm implementing th€hernoff Boundspproach uses thEngent at Slope
Oneestimator described in Section 4.2.2. The admission dlgarproposed by [Gibbens97]
consists of the back-off period policy, P-BP combined witha@mission decision.

For the admission decisioX; represents the current aggregate-load measureménthe algo-
rithm control parametep, is the peak-rate of clagsandn, is the number of flows present in
classk. This expression is compared against the line capdcityf the estimate is less than or

equal to the line capacity, the new flow is admitted. The fdenigelf is given as:

K
(8]
X+ zk: ping < C. (4.42)

Importantly as part of the new admission attempt the apjatgclass counter, is (artificially)
incremented for this test. If the test succeeds, sufficiapacity exists to allow the new admis-
sion to be made. If the test is unsuccessful the modified clagster is returned to its previous
value.

Two parameters control this algorithm: the control paranet which is the algorithm-supplied
parameter to control the quantity of resource over-commitinand the length over which the
measurement is made. The importance of the selection of the measurepmrdd is mitigated
by the use of the P-BP: if the period does not allow good cheraation of the aggregate flow-
mix, the stability of the admission process is still strgngfluenced by flow-departures. Because
P-BP will not allow new flows to enter the system until a simitéass flow has departed the

system is expected to reach and maintain stable operafectieély.
Implementation

AC-CB is implemented as a single component system, the astimof bandwidth requirements
is computed using the current utilisation measurement haddeclared peak-rates of current

flows for each new flow admission.
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4.45 AC-MS — Measured Sum

The Measured Sum algorithm is based upon a simple admissiorufa, Equation 4.43. Refer-
ring to the explanation of this estimator in Section 4.2 &t pf the complexity of this method

lies in the computation of the line-load estimate.

Given thatX is the measured load of existing trafficis the peak-rate of the new flow seeking
admission,C is the link capacity and: is the user-defined utilisation control, the admission

decision can be based upon:
X < uC —p. (4.43)

The Measured Sum estimator of Section 4.2.3 is combinedthétpessimistic admission policy,
P-PA. As a result following admissior¥ is (temporarily) increased by the value pf This
temporary increase is removed once a new estimate of existiffic load is available.

As an MBAC algorithm Measured Sum algorithm uses a modifiedioa of the load-estimator;
recall that a procedure the algorithm authors ¢aie-windowis used to capture the maxi-
mum value during a characterisation period. Alongside ttpamation of the estimator in Sec-
tion 4.2.3, Figure 4.3 illustrated how the time-window maeism worked. Augmenting this ap-
proach for admission-control, the modified time-window megism (adapted from [Jamin97c])
is illustrated in Section 4.13.

Note how the new flow causes an immediate reset of computpgdad? - = as well as tem-
porarily increasing the working utilisation value by theagerate of the new flow. The peak-rate
of the new flow is assumed to be incorporated into the estimate the characterisation period
T - 7 has passed.

Implementation

The implementation of the Measured Sum MBAC algorithm usések-end and front-endl.
Such an approach was necessary as the estimate of currebasese upon a local maximum

predictor requires a continuous supply of utilisation meaments. A suitable approach was

2Front-end and back-end refer to the separation of the ahlgorinto two different processes. In one process the
front-end tasks are performed, e.g. admission policy,eviaitks such as continuously requesting measurements and
computing estimates are performed in the second back-eme gs.
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Figure 4.13: Impact of new flow on utilisation measurement.

to decouple the computation of the local-maxima from thévestion of effective bandwidth
Equation 4.3. The current value of local-maxima is commatad between front and back-end

via shared memory.

4.4.6 AC-MPFE —MeasurePer-Flow Estimator

For theMeasureper-flow MBAC algorithm the combination of the MPFE-E and Rgtve rise
to an implementation wherg is the current estimate arrived at using the mechanism itestr

in Section 4.2.4p is the peak-rate declaration of the flow attempt éhid the total line capacity.
E+p<C. (4.44)
In this equation the P-PA policy is implemented by incregsire comparison value by the peak-

rate of the new flow. Once the new flow is admitted, the estintatés also artificially increased

by p until an up-to-date version of the current estimate is add.
Implementation

This algorithm requires continuous access to measureneérasrrent utilisation. In contrast
with other estimators, this algorithm requires that the sueaments be made per-flow. The

front-end process for AC-MPFE is a simple decision while Iblaek-end process retrieves and
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manipulates the required measurements continuously ctngpa current value for the total
effective bandwidthequirements of the system.

As is the case for all implementations separated into backaad front-end components, com-

munication is performed via common data structures heldshaed memory segment.

4.4.7 AC-MAE — MeasureAggregate Estimator

While the estimators differ, thdeasureaggregate-based MBAC algorithm shares much in
common with theMeasureper-flow-based MBAC algorithm. Like thileasureper-flow-based
MBAC algorithm, the combination of the E-MAE and P-PA usesaamission decision based
upon Equation 4.44.

Also like the AC-MPFE, in this equation the P-PA policy is ilamented by increasing the
comparison value by the peak-rate of the new flow. Once thefloewis admitted the estimate,

E, is artificially increased by until an up-to-date version of the current estimate is avdd.
Implementation

The AC-MAE implementation is identical to the AC-MPFE implentation except in one im-
portant detail. The traffic samples used in the computatidheeffective bandwidtlestimate
of Equation 4.4 are based on aggregate line utilisatioreratan the sum of the current flow
contributions. This reduces the complexity of the algamthy simplifying the requirements of
data management. However, the issues of the upper bounfiithg bistory period are required
as part of the back-end process. Like AC-MPFE, the frontiemglementation is a simple deci-
sion process incorporating P-PA, along with some recorepkey required to compute the mean
holding time of flows as well as the number of flows in progrédsese figures are required by
the back-end process to compute the boundary on the totzt history.

4.4.8 AC-MVE — Mean-Variance Estimator

Section 4.2.6 described how an estimator may be constrticéédised measurements of mean
utilisation and variance. The E-MVE estimator is combinathwhe simple P-TO, threshold-
only policy to create an admission algorithm.
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Thus for a given mean, standard deviation, and capacity’,
i+ao<C. (4.45)

The value oty derived froma is scaled to allow for sampling errors and errors that aressalise

the duration of characterisation is too small.is given by

o' = max{a, (\/(1 +T)(e

whereT is the number of samples taken. The valuexcllows the algorithm to be adjusted to

S,

~1)}, (4.46)

accommodate more or less variance in the estimate, and dmois f@wer or greater flows in the

admission algorithm.
Implementation

The Mean Variance Estimator uses a back-end process tomoonsly collect measurements as
these become available, thereby maintaining an up-to-ktimate of the mean and variance.
The front-end component is invoked only for each flow-admissand at this time the mean,
variance and a pre-specified valuencire combined to compute a current estimate of utilisation

for use by the admission decision.

4.4.9 AC-KQ — Traffic Envelope

For the AC implementation of AC-KQ using the estimator didss in Section 4.2.7, it is useful
to construct a traffic envelope of flow to be admitted. This stimase description of the new
flow, Rf, is computed from the peak rate of the new flgwy &énd the minimum measurement
interval of the envelope;, using

p
Bo=pr

wherek = 1,2,...,T. T describes the number of intervals over which the enveloperigputed.

(4.47)

In the MBAC algorithm proposed in [Knightly96] the traffic walope of the new flow can also
incorporate other declared parameters (such as mean Faaejever, for the comparison of this

dissertation, MBAC algorithms only have access to the patkaf new flow attempts.

From the E-KQ estimator of Section 4.2.7 an admission algaris constructed with a new flow

described bny requesting admission to a system with capacitand buffer size ofB. The
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use of a traffic envelope describing the new flow allows the fiew properties to be directly

incorporated into the admission equations.

The traffic envelope approach separates the admissiongzroue two parts. Firstly for the short
time-scale events consider the buffer dynamics of the plaker. The following equation (from
Equation 4.11) ensures the buffer resource is not over ctw@ahi In this equation the traffic
envelope derived from measurement is representeft,bgndo;, C is the capacity of the link

and B is the buffer capacity of the multiplexer giving the expiess

kg?xﬁﬁﬂﬁk+R£+amm@—%n}§B. (4.48)

The oo, 1N this expression is the upper bound on the probability afuguover-flow and was
given in Equation 4.12.

The second part of this algorithm is the long time-scale,aedmparison is made between the
mean resource requirements of the new flow and current flow® clirrent requirements are
represented by?, ando,. Importantly, the time-scale of interest is thatf 7 the maximum

characterisation period. The following equation allowsa@mission decision to be constructed

to admit flows if sufficient long-term resource is available,
Ry 4 RY + cyongor < C. (4.49)
The value of,,, is given earlier in Equation 4.10.

Such an MBAC algorithm incorporates an admission policyivaent to P-TO: given the traffic
envelope of the new rowR,f and Rgi) is explicitly incorporated into the admission process
no explicit adjustment is made to values following admissior is any history of admission
(success or failure) kept.

Implementation

Like the AC-MVE algorithm, this system continuously coliemeasurements, these are used by
the back-end to maintain up-to-date values B o7, R, andop. While the traffic envelope
for the current flows can be maintained continuously, the glete computations can only be
performed at the time of each admission. This is becauseatwes of R’ and R’ are derived

from the declared peak rate of the new flow attempt. This algesgan order of the front-end
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computation the same as the order of the back-end computatie order being derived from

the size of the samples array used to contain the traffic epeel

Following [Qiu98a], a value of” - 7 that limits the total traffic envelope to 2 seconds is used
throughout the work of this dissertation.

4.4.10 AC-GT — Time-scale Decomposition-based Estimator

The E-GT estimator, detailed in Section 4.2.8, providesstimate of the variance and mean of
a single (theoretical) flow from the current aggregates. dfigan 4.50 illustrates how this value
can be used to compute an admission decision. In Equati@n &5is the standard deviation
of the high-pass measured components of a single flow in tresuned aggregate (Eq. 4.18,)
while /i; is the estimated slow time-scale mean (Eq. 4.16.) The lipaaty isC, while N, is
the number of flows currently present in the multiplex — then&s$ion decision is based upon a
test that usedv, + 1:

a/ (N, + 1) + (N, + D) < C. (4.50)

The value ofa, like the AC-KQ and AC-MVE estimators, controls the tolerarto variance
of the admission algorithm. Like AC-KQy is computed from the overflow probability via an
inverse complementary CDF of an N(0,1) Gaussian distidioufe.g. Equation 4.21).

Implementation

The AC-GT, is separated into a back-end and a front-end casemgo In the implementation

made for this work, the front-end is a simple decision precesing a P-TO threshold-only
policy.

While in most respects the computations of AC-GT are neamidal to those of AC-KQ, an
asymptotic order of complexity is as a result of the convohs of Equations 4.16 and 4.18

performed using a Fast-Fourier Transform implementation.

4.4.11 AC-LBE — Loss-Based Estimator

A simple admission algorithm can be constructed from the-lussed estimator E-LBE of Sec-

tion 4.2.9. Consisting of a test against a user-specifiegl lgvioss,e, the admission algorithm
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givenin
e<é 4.51)
(

relies only upon the current loss-estimate,
Implementation

To compute a continuously available exponentially weight®ving average (EWMA) as re-
quired by this estimator, measurements are regularly celteand the new estimate computed
by a back-end process. The front-end process performs desadmission test using the most

recently computed loss estimate.

4.4.12 AC-GAN — Equivalent Capacity

The estimator proposed in [Guérin91] and outlined in $ect.2.10 can be converted into an
admission algorithm. Given the parameters defining the gardtion (buffer space, line speed),
the QoS provision the user desires (the target loss-ratia),needing the parameters describing
the traffic in the multiplex, the maximum number of flows carpbe-computed. The AC process

becomes a simple admission equation
n+1< Npax, (4.52)

wheren is the current number of flows in progress aNg., is the pre-computed maximum.

If Equation 4.52 is satisfied for the current number of flowpingress ), a new flow will be
admitted. Aside from this admission decision the admisgpiolicy does not perform any other
tasks.

Implementation

The P-TO target policy performs the admission policy of BEoured.52, for a user-supplied value
of N..x. As noted above, this value is computed off-line withaapriori knowledge of traffic

parameters. The computation of thg,,, value is via the equations of Section 4.2.10.

4.4.13 AC-BD — Exponential Upper-Bounds

The AC-BD, like the AC-GAN, uses the buffer-size and line &aipy, along witha priori char-

acterisation of traffic and a user specified loss-ratio tomate a maximum number of flows that
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may be admitted. This pre-computed value for the maximumbarraf flows may then be used

in an admission process based upon Equation 4.52.
Implementation
The implementation is similar to that of AC-GAN, for a useipgplied value ofV,,.., the admis-
sion algorithm described by Equation 4.52 is performed.
4.4.14 AC-EMW — Effective Bandwidth Model

Like both AC-BD and AC-GAN, given values of buffer-size amd capacity, along with priori
characterisation of traffic and a user specified loss-rdtmmaximum number of flows that may
be admitted can be pre-computed. The estimate of the nunifiens is computed off-line for
the desired loss-ratio using the estimation procedureérmmatlin Section 4.2.12. The maximum

number of flows may then be used in an admission algorithnritbescby Equation 4.52.

Implementation
The operating AC algorithm is similar to that of AC-GAN: fouaer-supplied value a¥,,,,, the
admission algorithm described in Equation 4.52 is perfarme

4.4.15 AC-T — Target

Policy ‘Target’ refers to a simple admission algorithm thalt allow a nominated total number
of flows in the multiplex. The Target AC allows the user to noate the maximum number of

flows to be admitted.
Implementation

The Target policy is configured to admit a maximum number ov§loN,,.... Using Equa-
tion 4.52, a new flow is admitted if the current valueroifs below the target value. For the use
of AC-T in this dissertation the AC is configured to admit a mmaxm number of total flows; no

bias is configured towards one flow type in favour of another.
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4.4.16 AC Summary

The above AC algorithms are summarised in Table 4.5 alonp thié key idea behind each

algorithm and several comparison criteria.

Whether the gains made though buffering are taken into addmyian AC is indicated by the
column ‘Buffer Effect’ of Table 4.5. The Rate Envelope Mpléxing (REM) approach describes
where the effect of buffering is not taken into account, ellate-Sharing Multiplexing (RSM)
takes into account gains made through buffering. For RSMctimabined rate at which data
enters the buffer may exceed the buffer service-rate forllgpegiods before packet-loss will
occur. Because of this, the burst rate and burst duratioawtes play an important contribution
in the computation of theffective bandwidtlef sources. For REM the burst duration and burst
rate need not be considered. As a resultgifiective bandwidtbf the loss is computed from only
the sustained rate and the peak rate. For algorithms that@assurement-based the incorporation
of an RSM approach may be implicit, such as that of AC-MS otfliesuch as AC-KQ or AC-
MPFE.

Following [Shiomoto99], the second criteria of Table 4.5visether the AC algorithm evaluates
admission based upon a loss-ratio or uporeffactive bandwidth This describes the criteria
of the decision process: if the characteristic is met theewa fiow is admitted, otherwise it is
rejected. Only one MBAC algorithm (AC-LBE) explicitly uséise loss-ratio as its admission
criteria. However, the AC-GAN and AC-EMW algorithms eacte @sroot-solver based upon
finding the maximum number of flows admissible for a particldas-ratio, and in light of this

may both be considered as loss-ratio based.

The ‘Measure or Describe’ criterion indicates which algfams are based upon an MBE or use
declared traffic descriptors alone. AC-GAN, AC-BD and AC-BMeach use the full set of

traffic descriptors available, while AC-PRA uses the peatle-declaration alone. The approach
of AC-AR deserves special mention as the computation of toe@ance region requires the
a priori declaration of the descriptors of traffic, while the adnossprocess itself is based upon

a measurement of current load.

Finally, Table 4.5 lists which of the MBAC algorithm are bdsgon Certainty Equivalence. The
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concept of Certainty Equivalence in AC algorithms was idtroed in [Tse99]. These methods
use a static AC algorithm but insert measurement derivechagbns rather than those computed
from a priori traffic descriptors. The attraction in this approach is th#ity to reuse existing
ACs. However, as [Grossglauser97b] point out, CE methodsgive too optimistic results due
to the reliance upon measured quantities. The random natuneasured quantities must be in-
corporated into the algorithm. As noted in Section 2.4, ssWdBAC algorithms document spe-
cific solutions to this measurement problem [Gibbens95 3einightly98, Grossglauser97b].
The approaches of [Grossglauser97b] and [Knightly98]ipomte computation of the measure-
ment variance directly while in [Gibbens95, Key95] a salatis provided using an estimator

based upon a Bayesian model that incorporates the erroegsithr is developed.

AC algorithm Key ldea| Buffering Control Measure or  Certainty
Effect Describe  Equivalent?
AC-PRA Declared Peak REM Bandwidth  Describe —
AC-ST Simple Threshold RSM Bandwidth  Measure Yes
AC-AR Acceptance Region REM Bandwidth Both No
AC-CB Chernoff Bounds REM Bandwidth  Measure Yes
AC-MS Measured Sum RSM Bandwidth  Measure Yes
AC-MPFE Large-Deviation Theory RSM Bandwidth  Measure Yes
AC-MAE Large-Deviation Theory RSM Bandwidth  Measure Yes
AC-MVE Mean-Variance Estimator RSM Bandwidth  Measure No
AC-GT Time-scale Decomposition REM Bandwidth ~ Measure No
AC-KQ Traffic Envelope| RSM Bandwidth  Measure No
AC-LBE Loss-ratio| RSM Loss-Ratio  Measure Yes
AC-GAN Equivalent Capacity REM Bandwidth  Describe —
AC-BD Exponential Upper Bounds RSM Loss-Ratio  Describe —
AC-EMW | Effective Bandwidth Mode| RSM Loss-Ratio  Describe —
AC-T Target — — — —

Table 4.5: Admission Control algorithms as combinationpalfcy and estimator.

Comparisons among MBAC algorithm are conducted in the n&eip@r on the basis of experi-

mental results.
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Chapter 5

Comparing MBAC algorithms

5.1 Introduction

In the previous chapter, a number of AC algorithms were preesk The theoretical foundations
along with an analysis through decomposition was preseiatettn MBAC algorithms along
with several other AC approaches. This chapter presentsethdts of comparisons made be-
tween the MBAC algorithms presented in Chapter 4. The commgats implementation based,
offering fidelity with real applications as well as an ingighto aspects such as the algorithmic
complexity, overheads, and performance in an actual AGgayst

5.1.1 Objectives

The aims of this chapter are to compare the approaches tgkibe IMBAC algorithms of Chap-
ter 4, contrasting the different MBAC algorithms as well #isew approaches to AC presented in
that chapter. The objective of this comparison is to idgrttie ideal MBAC algorithm, an algo-
rithm that is simple to implement, simple to operate, reggithe minimal overheads in memory,
CPU or results, and gives the greatest flexibility in theagitun it is able to manage.

5.1.2 Structure

The remainder of this chapter is structured as follows.tKirSection 5.2 discusses the compar-

ison criteria, summarises the evaluation environment artines the experiments used. Along
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with an outline of each experiment, is a justification for treticular selection of traffic, flow
arrival and flow lifetime characteristics. Section 5.3 jer&s the results of the MBAC algorithm

comparisons.

Following the presentation of results, Section 5.4 disesisgose results and draws conclusions
from the MBAC algorithm comparison work. Alongside thisdission, the interaction between
MBAC algorithm and timescale is studied further. FinallgcBon 5.5 summarises the findings
of this work, addressing the objective of an ideal MBAC altjon.

5.2 Method

This section outlines the method adopted in the examinain@shcomparison of AC algorithms
presented in this chapter. Throughout this study it is agslthat network users will make re-
guests for new flows be admitted using a protocol such as RBv&IEN97] or ATM Forum’s
signaling specification version 4.0 [ATMF95]. Under thesetpcols, each service request con-
tains a traffic descriptor of the worst-case behaviour ofttatic requesting admission.

The unique characteristic of this investigation has beantte results are gained using imple-
mentations of the algorithms not in a simulator but in an expental network. An implementa-

tion of each algorithm has given access to performance amaMimur aspects of each algorithm
not available to a simulation. Relevant aspects of the implgation environment, presented in

Chapter 3, along with the experimental approach are digcssthis section.

This section also outlines the evaluation environment ictiSe 5.2.2, including broad assump-
tions common to each experiment scenario, then each expetrioonfiguration is outlined in
Section 5.2.3 through 5.2.10.

5.2.1 Criteria

A variety of criteria for identifying thebestMBAC algorithm have been put forward by previ-
ous authors. Suggestions for comparison criteria haveided packet-loss versus utilisation,
flow-acceptance rates versus utilisation and packet-dedagus utilisation (e.g. [Jamin97b,
Jamin97c, Knightly98, Qiu98b, Breslau99, Breslau00])istmapter presents results of compar-

isons made using packet-loss versus utilisation, a commeathad for illustrating AC algorithm
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performance.

Packet-loss versus utilisation results are presentedefaeral experiments, each of which uses
different combinations of flow characteristics (arrivatsdaholding times) carrying a variety of

traffic types. The experiment configurations are outline8éctions 5.2.3 through 5.2.10.

Each MBAC algorithm studied here incorporates parameterohtrol the performance of the
algorithm. The exact control exercised both for algorithimat purport to have a relationship
between control parameter and performance, and for thgeeitdms that do not have such a
relationship provides a useful comparison. The perforragnrofile of each MBAC algorithm is
studied for a range of control-values using each of the exysart configurations of Sections 5.2.3
through 5.2.10 to ensure coverage across a range of difféognand traffic conditions. As these
control parameters affect the desired performance aiteomparing the performance allows an
insight into algorithm behaviour.

In operation, an MBAC algorithm must be able to detect changeesources or requirements.
While such detection is intrinsic to an MBAC algorithm, it ynlae speculated that precisely how
each algorithm responds to such change will differ. An itigegion of results for a number of
stability experiments is presented in this chapter and #taild of each method are discussed
alongside the results.

Closely associated with the stability of a system is the a&gdality of results. With an auto-
mated test-environment, it is possible to rerun an idehégperiment many times over; allow-
ing the repeatability of an outcome to be assessed statlgtidVhile the error-margin of the
test environment itself will affect the results, a compani®f the repeated results reveal MBAC
algorithm-dependent characteristics.

The final comparative analysis of the MBAC algorithm cortisate resource requirements of
each algorithm. Instrumentation internal to the test-@mment is able to reveal the resource
consumption of each MBAC algorithm component. Alongsidehsiesource comparisons is a
table presenting an overview of each MBAC algorithm’s coaxjil. A comparison of such data
allows a useful insight into the actual overheads requicedmplementation of what, in some
cases, have heretofore been only theoretical MBAC propo3abling the order of measurement
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requirements and memory overheads allows further comgratsbe made between algorithms.
Finally, taking further the issue of CPU overhead, the imipad overheads for one particular
MBAC algorithm are examined in detail allowing insight iissumptions about MBAC algo-

rithm operation and performance.

Environment

The experimental environment used in the evaluations ef@hiapter is described in Chapter 3.
However, an outline of the relevant aspects of the configamadre summarised in this sec-
tion. The test-environment allows for the implementatiéao AC algorithm in a pre-existing

framework of flow generation, traffic generation, networklaneasurement systems. This mod-
ularised environment allows a direct comparison of one A@irzg} another when each is placed
under identical connection loads and traffic types. Addaity, a comparison of consecutive
experiments is made possible using one AC algorithm butssidigi tuning parameters for that

algorithm over consecutive runs.

A test-environment allows a faithful comparison with thalrenplementation — the ability
to assess real implementation issues of memory capacityalgudithm speed. Additionally,
common modelling techniques use simulated sources ofdraffiboth well understood and
easily generated. However, due to the variety of sourcedl@dontinual development of new
network users, such simulated sources of traffic are notwatety representative. Testing of the
algorithm may be considered more realistic using a testrenment with real traffic as well as

that based upon models.

For each experiment in this chapter the buffer offers an fier@intiated FIFO tail-drop service;
the packet-loss due to buffer overflow will be born by one orenibows currently in progress

without any differentiation in the buffer between the flowsnselves.

Aside from providing a realistic work load, the mean rate oiWladmission attempts is selected
to ensure the AC algorithm under test is placed under a higth. I3 his is needed to ensure that

each test contains enough attempts for a meaningful coegratd be made.
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Expl — TP10S1 — 2-state Markov ON-OFF

Using the TP10S1 traffic type (described in Section 2.2 dgheexperiment consists of a Marko-
vian process initiating new flow attempts with a particulaan attempt rate. Each flow attempt
is independent of every other flow attempt. The lifetime ofafis based upon a negative

exponential distribution with a mean of 10 seconds unlessratise noted.

The purpose of this experiment was to validate the behawbatgorithms under the ideal cir-

cumstances of Poisson traffic and to contrast results widbetlyained using static-solution AC
algorithms. The buffer at the bottleneck has a capacity & packets (27136 octets) and a
service-rate of 100 Mbps. 27136 octets is a common bufferfeiznd in the line-card interfaces

of commercial switch equipment used in the test-envirortflf@RE99].

Expl sees common use throughout this chapter not only ad ¢time get of different experiments,
but also in individual tests where such parameters as measunt-period or the impact of flow
arrivals require individual attention. This configuratisruseful because it consists of Markovian
flows carrying a Markovian source, thereby providing theest system for each AC algorithm

to manage.

Exp2 — PP10S1 — 2-state Pareto ON-OFF

The network configuration used in Exp2 is a duplicate of thaExpl. The experiments differ
in the traffic source used. Rather than the TP10S1 source &sgs the Pareto PP10S1 traffic
source described in Section 2.2.2. With this experimerd,ititention was to allow a direct
comparison with Expl, changing only the traffic type fromttbha predictable Poisson model
to traffic that exhibits long-range dependence through th#iptex of traffic with heavy-tailed
distributions.

Exp3 — RP10S1 — LAN

The RP10S1 Internet traffic source detailed in Section 22216ed in a network with a con-
figuration (buffer size, link bandwidth) identical to thatBxpl and Exp2. However, for this
experiment the time between flow arrivals is dictated by aeteadistribution with a mean of
12.5 flows per second, and a shape of 1.2. These parametesslected to maintain a suffi-
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ciently high rate of arrivals and provide the arrivals pregavith LRD properties. The holding
time of flows had a mean 160 seconds and was based upon a logdrdistribution, following
[Bolotin94].

It is unclear how appropriate it is to use the flow-lifetimeachcteristics from ISP dial-ups as
representative of the flow-lifetimes for an internal IP netkwbecause most experiments concen-
trate upon the lifetime of the single flow of a TCP connectiblowever, given a lack of more

relevant experimental results, the ISP lifetime charasties appeared a useful approximation.

Exp4 — VP25S4 — Video

Using the video traffic source VP25S4 (Section 2.2.5) thigeeixnent presents AC algorithms
with flows at a mean rate of 12.5 flows per second following a&tedistribution with a mean
of 1.2 seconds. The shape of the distribution was 1.2, sslé¢otpresent an arrival process with
LRD properties. The holding time of the flows was based upaganiormal distribution with a

mean 300 seconds, also following [Bolotin94].

The rationale for this experiment was that while this digttion had a low flow lifetime in
comparison to a typical movie-length, the use of the logarardistribution encapsulated the
heavy-tail properties illustrated in [Bolotin94]. High Woarrival rate is required to ensure the
AC algorithm will face significant numbers of flow attemptgidig the lifetime of an experiment.
Thus, while having a small mean flow lifetime, these videeatns may be envisaged as music-
video clips, video phone calls, trailers for movies, or agsuit of ‘channel-flipping’ behaviour

where a user is locating a desired video programme.

Exp5 — RP10S1/VP2554 — LAN with Video (long flows)

Using a mixture of the conditions of Exp3 and Exp4, this ekpent was conducted using the
RP10S1 Internet traffic source and the VP25S4 video trafficcey the experiment was a com-
bination of Exp3 and Exp4 emulating a local-area networkldseboth computer intranet com-

munications and for the dissemination of video material.

The configuration was intended to emulate the situationdfatea border switch, which must
multiplex a number of heterogeneous lower rate sources ahiigher capacity link. This situ-
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ation could reasonably have been expected to exist when condesktop bandwidth (e.g. 10
Mbps Ethernet) was substantially lower than backbone oa-office capacity (e.g. 100 Mbps
Ethernet or 155 Mbps OC-3 Sonet).

Exp6 — RP10S1/VP2554 — LAN with Video (short flows)

Using a network configuration similar to the previous Exppexment, this experiment also
uses a combination of the VP25S4 video traffic and the Intdératic source RP10S1.

However, in this study the flow-holding time and the time begw flow attempts is based upon
an exponential distribution with a 10 second mean. The raféiow attempts are distributed
evenly between each of the traffic types using a mean of five dittempts per second of either
traffic type. The arrival process of each traffic type is inelegent.

Exp7 — EP6S480k/VP64S64/VP64S23 — LAN with Voice

The design of Exp7 and Exp8 was to emulate issues faced insagmicontrol in an ADSL
facility. The configuration consisted of a single, uni-diienal, bottleneck. The buffer at the
bottleneck has a capacity of 512 packets (27136 octets) aad/ace-rate of 6 Mbps.

ADSL [ITU-T99] allows for several base line rates. The figofeé Mbps line capacity was se-
lected to allow emulation of the upper limit on this techrgyt@as would be offered by telecom-
munications companies in the United Kingdom [Enrico00].

The traffic loads consist of three independent arrivals ggees. Firstly, the EP6S480k traffic,
based upon external IP traffic and described in Section 2.Rl@ws carrying this traffic type
made five flow attempts per second, with values based uponssdtodistribution. Such a
distribution is found to properly describe human-relatetivities, such as browser-induced user-

sessions [Karlsson97, Paxson95].

The other two traffic sources were VP64S64, emulating a 64 kioce channel (described in
Section 2.2.3), and VP64S23 emulating a compressed voameh(described in Section 2.2.4).
A new flow-attempt for flows carrying these sources was madeuen exponential distribution

with a 2.5 second mean for each type. This made five flow ateofither uncompressed or

compressed voice with half the flow attempts split to eitlgpet For all flow types the lifetimes
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were based upon a log-normal distribution with a 300 secoadm— this follows experience
with voice phone calls documented previously [Molina27|dio94, Duffy94].

The arrivals process and the process that determines thdifiidwe is independent for all three
classes.

5.2.10 Exp8 — VP64S64/VP64S23/IPbg — Voice with LAN background

5.3

Using the topology of Exp7, this experiment tests the AC algms in the admission of voice
flows against a constant background of IP traffic. Like Exp@w$ carrying traffic source
VP64S64 and VP64S23 are attempting to enter the system. #&@mpts are exponentially
distributed with a mean of 5 attempts made per second, fdn ethe compressed and un-
compressed voice traffic. Like Exp7, the mean holding timt&hete flows is 300 seconds on a

log-normal distribution.

However, the difference in this study was the configuratiba background traffic flow. Unlike

the previous experiment, the number of IP flows is held cotstae flows carrying EP10S800k
traffic are running continuously throughout the experiméltiis permanent background traffic
has a nominal mean of 4 Mbps at all times, although this tréflaursty over a wide range of

time scales.

Results

The results of this section present comparison of MBAC alhor using a number of different
criteria. In Section 5.3.1, in addition to using comparisaterion that has been commonly used
by previous authors (e.g. line utilisation versus packss |packet loss versus flow acceptance
rate) as well as several new criteria. Section 5.3.2 ingasts the mechanism by which a user
specifies the performance-objective and how this variesngndifferent MBAC algorithms. By
contrasting MBAC algorithm behaviour, this approach akawsight into the independence of

such controls for different traffic types.

An MBAC algorithm, using control of flow-arrivals combinedittv a dependence upon flow-
departure, is intended to provide a stable mechanism folagiag the network resources. The

behaviour of complete MBAC algorithms as well as the compomeeces of policy and es-
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timator allow an insight into the ability for MBAC algorithito maintain stability in a system.
Section 5.3.3 presents results from an investigation adbthinds for detecting changes in system

conditions as well as examining the stabilisation periapineed by MBAC algorithms.

Finally, alongside comparisons of the performance re$ait8/BAC algorithms, Section 5.3.4
presents results indicating the ease of implementatiahpperational overheads. With appropri-
ate timer instrumentation, the implementation-basedagur is able to provide directly compa-
rable information on the CPU overheads for each MBAC algarit Alongside this comparison

is an analysis of the impact that implementation has upon BA®algorithm’s performance.

5.3.1 Traditional performance criteria

The relationship between the data-loss and line utilisatieerein referred to as the loss-load

curve, has been used by a number of previous papers (e.chd@sB7, Jamin97b, Jamin97c])).

Comparisons may show how well each MBAC algorithm perforglative to each other or to
an ‘optimum’ loss-load curve. However, such results arenshto give similar relationships
between loss and load for a particular configuration of waHfid buffer characteristics regardless
of the MBAC in use.

While one conclusion of this work is that such comparisonasvéid and reveals little useful
information indicates limited usefulness in this partarupproach, the omission of such a com-
monly used comparison would be difficult to justify. In [Bl@s00] an algorithm, (referred to
therein agQuotg, was used to derive thgerformance frontiewvalues for MBAC algorithm be-
haviour when faced with particular traffic. The performafrcatier may be considered the best
possible performance for any given criteria. Such an alboriallows the computation of op-
timal results for a given level of flow-arrival activity andaffic by allowing a fixed humber of
flows to be active at any time. As noted in Section 4.4.15, t@eTAalgorithm implemented in

this work serves an identical purpose.

Figure 5.1 presents the loss-load results of a number of 4@riehms conducted against a repre-
sentative sample of the experiments of Section 5.2. Thel t@mards a utilisation boundary for
a given loss ratio is evident. The variance will be highertasloss ratio is decreased as a con-

sequence of the experiment run-length discussed in Se@ttoR. For each graph in Figure 5.1,
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Figure 5.1: Packet-loss-ratio versus line utilisation.
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this trend for the increasing variance as the loss ratio csedesed is clear.

Figure 5.1 illustrates how graphs of data-loss versus lilesation return a similar function
regardless of the AC in use. As reported in [Breslau00], thalsdeviations from the loss-load
achieved by the target algorithm (AC-T) may be because of KIBdgorithm behaviour. The
error in the results in [Breslau00] resulting from samplergor are undocumented. It appears
that an implicit assumption of correct or near-correct hssis made. However, by examining
the results gained here it is clear that part of the behavitay be apportioned to the behaviour
of the algorithm but part will also be due to the error arisirgm the environment.

Section 3.5.2 notes an error margin due to sampling erreg 6f6% with 95% confidence for

a loss ratio ofl x 10~%. However, when testing MBAC algorithms repeatability, &&t 3.5.4
noted an error margin of-5% with 95% confidence for the same loss-rate. This impliesh wit
95% confidence that an error margin of up to 5% is present ingigts forl x 10-3. For smaller
loss-ratio values this error will be increased: with 95% fadence, an error margin of 12% is
present in the results fdr x 10, and the margin due to sampling-error will have increased to

~ 6% resulting in a total potential error-margin in resultsiéfs. Such a large error-margin is
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clear in the results of Figure 5.1(a) so its contributioniddanot be ignored.

Alongside the experimental data, Figure 5.1 illustrates rgsults of a fluid flow approxima-
tion [Anick82] for the TP10S1 traffic source. While the exipeental and theoretical results
have similar slope, differences are clear. The cause fenttay be speculated as a result of the
fluid flow approximation and perhaps further serve to justikperimental evaluations alongside
theoretical or simulation studies.

Each AC algorithm was operated over a reasonable range afneders. However in several
cases (e.g. AC-KQ for Figure 5.1(a)) the reasonable rangp®@fating parameters, e.g. a target
loss rate betweehx 10! and1 x 109, did not generate results that fell within the graphed area.
Generally, if an algorithm did not create results to be gldtthe experiment did not generate a

sufficient level of loss.

While at first this may seem to be a sure indication of the Btniins and the effectiveness of an
algorithm, it results from a quite different cause. Algbrits such as AC-KQ maintain an upper
boundary on the loss-ratio, the algorithm is based upon tw@se behaviour of the measured
traffic. Thus a lack of loss is an indication that to get theoalym to achieve arbitrary levels
of loss would require operation outside what was a reasenalnige for the parameters (e.g. an
artificially high loss boundary).

In addition to considering that the relationship betweefidowand traffic is the sole influence
on the ideal loss-load relationship, Grossglauser in [€gtaiser97b, Tse99] noted that MBAC
algorithms commonly compensate for errors introduced asqfahe measurement process by
using a conservative handling of the measurements thesasefy common tuning variable for
an MBAC algorithm is how conservatively the measurementishgihandled. Subsequently, an
MBAC algorithm can achieve a given loss-load curve targdtishas been done, however, by
removing any safety margin to account for poor measurenmemdsit increases an algorithm’s

reliance on the measurement characteristics — such asweardue to measurement period.

Therefore, algorithms able to achieve a particular pointttoa load-loss curve have done so
by sacrificing any safety-margin (maintaining the QoS guotea) for all flows in exchange for
higher utilisation. If a QoS, such as a loss ratio, was a bedrajreement across all flows, then
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such algorithms operating outside the safety margin coatdmake such a QoS guarantee to all

flows in the system.

Upon inspection it is clear that a comparison of measurernased algorithms based upon the
loss-load relationship is well intentioned but misleadiigach loss-load relationship is depen-
dent solely upon the traffic and buffer characteristics. ABAC algorithm’s ability to achieve

a given loss-load curve depends as much upon the measurehatteristics used as input
for the estimator as upon the estimators themselves. Axbdiliy, as illustrated further in this
section, an MBAC algorithm may specifically achieve diffgrpoints on the loss-load curve by
changing the current mixture of flows present. While not iadée for a system with heteroge-
nous flows, such changing the mix of flows is further-investiggl later in this section.

Differences between MBAC algorithms lie in the manner in etheach approach the desired
point on the utilisation curve. Thus, a comparison of MBAGalthms must encompass pre-
dictability (the ability to achieve a given point on the ldead curve), stability (the speed at
which recovery from changing circumstances can be eff¢ctaad fairness (how an MBAC
treats flows of different characteristics). These issuesraaddition to those of measurement,
computation and memory overhead, the relationship betweeMBAC policy and flow char-
acteristics, or the association between estimator andurneagnt characteristics.

An alternative comparison criterion was to consider thereuelating flow-blocking and packet-
loss, proposed in [Jamin97b]. If the packet-loss requirgsare strict, a high flow-blocking
probability will occur; similarly high packet loss will go ith a low blocking probability. In
[Jamin97b] the authors stated that every well-tuned MBAE (fiar a given set of input traffic
characteristics) the same loss-load curve.

The results presented in Figure 5.3 and Figure 5.4 allowidieia to be explored a little further.
In the experiments conducted for these results, the relstip between acceptance rate and util-
isation is near identical for each MBAC; additionally, asuMbbe predicted by these results,
the acceptance rate and packet-loss-ratio also expregaiarelationship. This can be seen in
Figure 5.3(a) and 5.3(b), particularly when compared whi ¢counterparts expressing the rela-
tionship between loss and utilisation: Figure 5.1(a) ardqld. However, in each case the flows

carry traffic that is homogeneous and the processes desgfilow-arrivals and flow-lifetimes
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Figure 5.3: Packet-loss-ratio versus flow acceptance.ratio
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Figure 5.4: Packet-loss-ratio versus flow acceptance.ratio
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are statistically stable: each using fixed mean values wilistaibution based upon an exponen-
tial decay. This is of greater interest when the processrobiniy flow-attempts are varied, and

the behaviour when the traffic itself is heterogeneous.

For Figures 5.4(a) the results of a heterogeneous expetianerillustrated: unlike the results
of earlier figures (5.3(a) and 5.3(b),) different flow-ad@ege behaviour is occurring dependent
upon the particular AC algorithm. Algorithms such as AC-A&C-ST and AC-MVE that do
not implement an admission policy dependent upon the datlparameters of new flows have
results that are clustered in the top-left of the figure. Intcast, algorithms that use a pessimistic
admission process, (e.g. P-PA)) such as AC-MPFE, AC-MS,®IVPAE give results that are
clustered in the lower right of the figure.

The clustering is related to the policy used by each padicAlC algorithm. Those algorithms
that use a pessimistic admission policy will be biased towdlows with low declared peak-
rate values. As a result, a global acceptance ratio may sitteevalue, giving information
about an AC algorithm only when it is under one particular fload. Emphasising this point,
Figures 5.4(a) and 5.4(b) illustrate results of Exp5 and@&gnth experiments use the same het-
erogeneous traffic mix made up of flows with either a 10 Mbp&page or a 25 Mbps peak-rate.
However, the flow arrival and departure characteristicgldferent between the two experiments.

Acceptance ratios, intrinsically tied as they are to thésatiion process, may reveal little that
allows comparison of MBAC algorithms. However, an area inckiMBAC algorithms do differ
from one another is the difference between acceptancefatasmixture of flows arriving with
different traffic types. Figure 5.5 plots the acceptancie ffat the two different traffic types used

in Exp6: a mix of traffic with peak-rates of 10 Mbps and 25 Mbps.

The AC-MS algorithm implements a peak-rate policy and itiaracterised by a discrimination
towards the class of flows that declare a lower peak-rateerdsting effects of this policy are
evident as the acceptance rate drops. For AC-MS, as thetaoceprate of all flows falls below
0.45, (marked®), the flows declaring a large peak-rate are accepted atlewer-rates while the
flows declaring a small peak-rate maintain a constant lelvatoeptance. This characteristic is
caused by the discrimination of an MBAC algorithm againggéa flows, smaller flows are able

to be accepted where larger flows are not.
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Figure 5.5: Flow admittance ratio for traffic type

An anomaly remains for AC-CB, examining the curves ngaeveals some discrimination for
AC-CB. However, the AC-CB algorithm uses the policy P-Nort@ali has no specific discrim-
ination. However, the decision process for AC-CB given iru&iipn 4.42, incorporates the
peak-rate of each class in the computation of an estimate e$timate is compared against the
link-capacity before an admission can be made. Becausasoéthias against flows declaring
large peak-rate values will occur. The reason the disciatnm against flow-classes varies as
the total acceptance rate changes is that the impact therpmakas in Equation 4.42 changes as
the control parameter is altered. The control variablie also the mechanism for changing the
total number of flows admitted by the algorithm.

This set of results, along with similar results from each Agbathm, illustrate that the admission
policy will affect the discrimination of the flows admitteg the algorithm. The underlying MBE
algorithm affects this discrimination only if the declarpdrameters of new flows are directly
incorporated into the estimation (e.g. AC-CB).

This leads to the conclusion that policy alone will dictdte differences between the admis-

sion characteristics of many AC algorithms. Thus, whilestheonclusions partially support the
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proposal from [Jamin97b], significantly, they have onlyritiked a case true for one class of
MBAC algorithms. Algorithms that differ in policy, partitarly those using no admission policy
(P-None) versus a pessimistic admission policy (P-PA) giilk significantly differing results

in the admission for each traffic class. Additionally, aifons such as AC-CB that incorporate
the declared parameters of classes directly into the MBA@rihm will also generate results

different from the generic MBAC algorithm.

A comparison of results emphasising the effect of delay edusy [Knightly98, Qiu98b]. Us-
ing an MBAC to control flows of MPEG traffic through a fixed-lehgouffer, the overflow-
probability and the probability of exceeding a maximum gidb@und were configured as the
same value (thus fixing the buffer length as the maximum dieglagth). Using results gained
from simulation, this comparison is not an assessment ofds@surement of delay but rather a
treatment of the upper-delay bound as fixed by the bufferttenthe results presented are a com-
parison of a several algorithms giving utilisation versetag for a fixed loss ratio — a loss ratio
fixed to be the same as the probability of exceeding the ugekry bound. In addition to show-
ing the inefficiencies of using a bufferless model of traffivtem a buffer (delay) is permitted, the
comparison is used to illustrate the drawbacks of the atares given. Firstly, for low delay
values, using the algorithm in [Jamin97a] causes the atiba to fall because the admission
algorithm will become overly pessimistic, not admittindlsalue to the delay test [Jamin97a,
Eq. 7]. While [Floyd96] stayed at a fixed utilisation level f given loss-ratio independently
of any flexibility in the buffering and thus the delay bountts)s leading to inefficiency as the
delay-bound increases. In comparison to both of theseitigus, the technique using aggregate
traffic-envelopes presented in [Knightly98] offered a eetitilisation and was for this reason

considered more effective.

The comparison results from [Knightly98, Qiu98b] must basidered carefully as for each of
the comparison algorithms. [Jamin97a] and [Floyd96], iegbthat the control parameters were
not adjusted as the delay-bound was increased. While theot@arameter takes the form of
a target utilisation, it is a significant mistake to assuned that the adjustment of this value
cannot be used to change the behaviour of an algorithm iratteedf changing buffer size. The
results of this section illustrate that while conductedhgsa fixed buffer size, the adjustment of

utilisation target (such as in AC-MS) could cause the atpamito achieve any desired loss ratio.
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Of additional importance, [Knightly98] noted that of thedh algorithms they tested: the ag-
gregate envelope techniques along with those of [Floyd@@][damin97a], only the aggregate
envelopes technique offered the user to specify loss aray digiures directly, rather than via a
less specific, ‘target utilisation’ parameter. This implidat, of the three algorithms compared,
the aggregate envelopes technique offers the user a meohé&r specifying performance cri-

teria that may most directly relate to system configuratiod behaviour.

MBAC algorithm Parameters

The previous section revealed how criteria for performacmaparison among AC algorithms
commonly used by previous authors (loss-load, loss-aaoept and loss-delay results), do not
present a complete picture of an AC algorithms performahl¢ile still using the technique to
draw conclusions, [Breslau00] noted many of the limitasiohthe approach. The previous sec-
tion concludes that the operational control, reliabilibdastability of algorithms are not included
in such a performance-frontier comparison. This secti@s@nts results illustrating the control

of algorithm by their respective parameters.

Figures 5.6, 5.7, 5.8 and 5.9 each give results in which theesomed loss ratio is plotted against a
control parameter of each AC algorithm. In each of these éigardata-point represents a single
experiment, additionally, lines had been added to asssialising the relationship between the
control parameter and loss ratio. In each set of results étdar that no universal algorithm
exists that is able to control the variety of traffic preselrg the experiments of Section 5.2. Of
particular interest in Figures 5.6, 5.7, 5.8 and 5.9 is tlidependence the algorithm has from the
traffic type. Such independence will relate to the desirddaue (the desired outcome for these
examples is a QoS guarantee of packet-loss).

While every algorithm has at least one specific control patam many such as AC-MAE or
AC-KQ have a variety of other parameters. Additionally, theasurement period is a basic
parameter to all MBAC algorithms, although other parangeserch as the number of samples
also become parameters. This section restricts itself tody ©f the principle control parameter
as proposed with each algorithm. Readers should be mirtdfulever, of the existence of these
additional parameters along with their defaults (detaitethe implementation information of
Section 4.4).
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Figure 5.6(a) presents results for experiments using thesSAGlgorithm. All experiments for
these results use a common measurement interval 10 ms.eMdL2 in Section 5.4.1 presents
results where the measurement interval is varied whilehireshold is held constant. As may be
expected, considerable variation between experimenssseacross the same range of threshold
values. In contrast, AC-AR, uses a similar threshold-baselinique but proposes an integrated
adaptation to the acceptance region (from which the thtdskadue is derived). This implies
that while the threshold versus loss-ratio curves woulémdse those of AC-ST, the algorithm
would adapt the threshold to the conditions of traffic, theSQuarantee to be met, as well as

buffer size and link capacity.

Using a control that stipulates a level of utilisation, ACSNgives the results of Figure 5.6(b).
Specifying the utilisation results in different traffic p being treated in a uniform manner.
Utilisation shown in Figure 5.1 does not express a cleaffic¢randependent relation to the loss
ratio. However, if the QoS were based upon a guaranteeddéligk utilisation, this mechanism
may be appropriate.

The AC-CB algorithm (Figure 5.7(a)) uses an un-calibratedtiol: « as a pre-multiplier on a
factor derived from the flow’s peak-rate. Thuscontrols the degree of robustness the algorithm
will have to flows. A small scalar allows more admissions dhds, more (potential) packet-loss
by reducing the impact the declared peak-rate has upon gtersy while a large scalar value
has the opposite effect of reducing potential for packssIcClearly, this value is of limited use
when selecting an objective as a particular loss ratio.

Using AC-MVE, an algorithm based upon mean and variance aneagnts, returns the results
shown in Figure 5.7(b). These results illustrate no cle&ati@nship between the variance of
measurements made over one timescale and the measured-jpaskerhen this estimator is
incorporated into an AC algorithm. The control parametecontrols the contribution the mea-

sured variance will make to the estimate.

Figure 5.8 and 5.9 plots results of algorithms that allowrtbenination of a target loss ratio. In

each of these figures, a dotted line is added to aid in congpéaiget with measured loss ratio.

Both the AC-MPFE and AC-MAE algorithms, (Figures 5.8(a) &8(b),) have multiple tuning
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factors. Aside from a target loss ratio similar to all othezasurement-based estimators, these
MBE will characterise traffic over one period. The disadeayet in using only one characterisa-
tion period, (a common block length was used for all the tssofl Figures 5.8(a) and 5.8(b),) is
that only one period may not characterise traffic correailydil desired loss-ratios.

Figure 5.10 illustrates how the measured loss ratio willngfeafor a constant target loss ratio
when the characterisation period (the block-length) isedhr The differences each traffic type
may have as well as the different behaviour that may arisensasurements made for the same
traffic at different measurement-lengths leads to the neetiaracterise traffic over several mea-

surement periods, such is the approach of AC-KQ.

The results of AC-KQ also indicate considerable variatimndifferent traffic types, Expl, Exp2
and Exp8 are not shown, as no significant loss ratio was redoirtl these experiments. The
objective of the E-KQ estimator is to limit the loss of flowsf &l the algorithms that allow

specification of target loss ratio AC-KQ is the only one whire majority of loss results are

maintained below the target loss ratio.

The results of the loss-based estimator AC-LBE, presem&igure 5.9(b) were disappointing,
although this algorithm also depended upon a critical messent period. However, as outlined
alongside discussion of this algorithm in Section 4.4.h#&,itnplementation was immature and

the results reinforce this conclusion.

The control parameters of a range of AC algorithms have beempared; several algorithms
use parameters related to utilisation, others use paramigttended to control the loss-ratio
while those such as AC-CB use a control parameter that maybkedescribed as uncalibrated.
Each type of control has particular application: utilisaticontrols are necessary should it be
important to elect the level of network utilisation, whileunding the loss-ratio is critical for a
system that attempts to maintain such a QoS guarantee toifidlve network. In contrast, the
uncalibrated control of AC-CB may prove useful for traffiatladapts its packet-loss to current
conditions, e.g. elastic traffic, although AC-CB is still aseirement based and may serve as a

unique approach in this respect.

5.3.3 Stability and Repeatability
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Previous sections have illustrated that an MBAC algorithith@perate at a particular point on
the loss-load curve for a given combination of traffic andoteses and that the control over
the algorithm may specify measures such as utilisation $s-fatio targets. In this section, the
stability and repeatability of MBAC algorithms is examine8tability is used to describe the
ability for an AC algorithm to recover from a change of circstance, e.g. a change in available
resource or a change in traffic behaviour. Repeatabilityreas the capacity of an AC algorithm

to attain a particular point on the loss-load curve.

The stability of a system under control of an AC algorithm elegls upon the interaction of
flow arrivals and flow lifetimes with the traffic charactertst, and the characteristics of the
system such as link and buffer capacity. A number of stglidgues are not under the complete
control of the AC algorithm — an algorithm may not retrospesly evict flows, even if the
resource is not adequate or the flows require more resouacepitedicted. In such situations an
AC algorithm would change the number of flows admitted to tystesm, but the AC algorithm
depends on the finite lifetime of flows to ensure the releasesufurce.

Estimator Stability

An AC algorithm has limited control over the system: depegdipon the release of resources
through the regular departure of flows. For situations wHke arrival and departure is a
regularly occurring process, the AC algorithm will admitmBlows as it is able. In this sense the
stability relates to the speed an AC algorithm will locate‘dperating point.” Stable operation
requires that an AC algorithm detects changes in circunes®nsuch as changes in resource

requirements. For an MBAC algorithm the MBE must detect sti@mges.

Table 5.1 lists the minimum time taken before each MBE willedé a change in the resource
requirements. Each MBAC algorithm will only detect a trdiwsi at the end of its respective
measurement period. These periods can be considered a-eass value, after which each
estimator will have detected a transition. Interestingligen reduced to a common nomencla-
ture, it is clear that all the MBAC algorithms examined widive the same minimum period of

measurement and, thus, the same minimum period beforetitgtacchange.

The periods given in Table 5.1 are cumulative with the prsicgstime each estimator will in-
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MBAC | Detection of transition| History
E-1U T T
E-CB T T
E-MS T T
E-MPFE T max T},
E-MAE T T
E-LBE T system lifetime
E-MVE T Tn-T
E-KQ T M-T- -1
E-GT T T-7

Table 5.1: MBE detection periods.

corporate; thus detecting changes in available resourcesource requirements requires both
measurement and processing.

Table 5.1 also lists the historical information of priorffi@ conditions each algorithm incor-
porates into its estimation algorithm. Holding historigg#brmation can permit an algorithm to
better tune its performance, and algorithms such as E-MPBEaVIAE rely upon complete his-
torical information to accurately calculate loss eventaclitalgorithm incorporates the historical
information either implicitly such as E-MAE or explicitlyithe case of E-MS and E-CB where
the estimator’s configuration incorporates settings nélan the estimated lifetime of flows and

flow arrival rate as well as the longer term trends of traffic.

The E-MPFE algorithm differs in an important aspect fromakigers because it maintains com-
plete historical information for each of the current flowsddkionally, unlike each of the other
MBAC estimators examined, E-MPFE only incorporates hisadinformation for current flows
— once a flow leaves the system, any contributions it madeetdaita flow statistics are removed.
While, conceptually, a justifiable solution to this problem Section 5.3.4 discusses problems

that such an approach may introduce in implementation.

Incorporating a period of history of past measurementstimeocomputation of an estimate can
make the algorithm perform in a more stable fashion. Thecsele of history periods is noted

in the presentation of many algorithms as a critical compoietraffic and flow characterisa-
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tion [Lewis98, Jamin97b, Grossglauser97b]. Table 5.1akseveral different history values be-
ing used in the collection of algorithms implemented he. dn algorithm such as AC-AR, the
historical data is intangible as the byproduct of previoakewlations the historical information

may be negligible if the priming values of the Bayesian eatonare set correctly. Estimators
such as E-ST do not incorporate any history from previoussmeaments and by definition, the
combination of threshold and measurement period must iacate a characterisation of both
the traffic to be carried and characteristics of the flowvairand flow-departure processes.

Of the analysis put forward as part of papers presenting AC{Grossglauser97b] and later
[Grossglauser00] noted that historical information imsic in flows being present in the system
can be used to smooth out variations in traffic due to flow arand departure. Variation in traf-
fic occurring on a considerably shorter timescale (thosetdbearst and packet-level effects) are
accommodated with an estimate of excess bandwidth reqgeitemade using shorter timescale
information from the estimate history. Following a pressiun of this decomposition approach
to traffic timescales [Grossglauser97b] presents an ACriéihgo that incorporates filtering pro-
cesses to extract measurements of the appropriate longdrtghescale. In this way the AC
algorithm uses historical information recorded over antealy (long) period. However, this
historical information is separated based upon relevaacgither shorter or longer timescales.
Section 4.4.10 gives details of this critical timescalehia tontext of the AC-GT algorithm and

Section 2.3.1 discusses this particular issue within theeod of timescale separation.

Of the other algorithms based upon mean-variance estig1a2@-KQ and AC-MVE each use
a lower bound on the number of samples thereby ensuring thi@nea figure returned by the
estimator will provide an accurate estimate. Interesyingl the AC-KQ algorithm, the tests
upon which admission are based will tend towards pessinfighe itotal time sampled is either
too long or too short; Section 4.4.9 details precisely why #ituation arises.

Finally, the algorithm based upon ongoing measurementefttstem loss ratio is examined.
AC-LBE using an EWMA function incorporates the history ofsoover the total life of the sys-

tem. Adjusting the weighting function appropriately willals the estimate towards the longer
timescale of the total system or towards the shorter timesuafathe most immediate loss mea-

surement.
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Algorithm Stability

In this section, the period in which the complete AC algamthof Section 4.4 regain stability is
investigated through a comparison of experimental resilt® stability of algorithms is tested
by a comparison of the mean time taken to stabilise follovdarghange in circumstances. An
AC algorithm must contend with decreases in available baditthvor increases in the estimate
of required bandwidtA. The stability tests in this section time the period beforéolvran AC

algorithm will have stabilised under changes in availataedwidth.

Each of Expl through Exp8 was used to examine the stabdisatharacteristics of each AC
algorithm. In each experiment, a stable system is presevithd significant change in available
bandwidth. The number of flows in progress is taken as the#atdr of system stability — the
measure of stability becomes the time taken before thersysstablishes a constant value for the
number of flows in progress. While packet loss has been usadreric for past comparisons,
it is subject to a significant error margin that varies witk thumber of loss events. The number
of flows in progress will not vary with the number of obsereas, as the value results from the
combination of the flow attempt process and the MBAC algatith

As mentioned in Section 3.5.2, in the creation of the tesirenment it is important to eliminate
start-up (transient) periods. The same techniques usedetecting such initial transition can
be used to detect a transition period. [Pawlikowski90], siamising the work of a number of
previous authors in the field of steady-state simulationkwpresented several methods for the
detection of initial transient periods of experiments. hder to establish the period of initial
transitionR11from that work is used. It establishes the duration of thadient period as the
point at which a given sequence of observations of the numbfows in progress behaves in
a way consistent with a standard stochastic. This techngjoely made possible with the prior
knowledge of the variance once the system is in steady st transient period is computed
based upon the convergence of the variance from the charngmnitions towards the steady-
state value. The time taken for the system to stabilise ip#reod taken for the variance to
converge to within 1% of the steady-state variance.

1The cases where resource becomes over-committed is noirescimere. This is because an AC algorithm,
unable to revoke over-committed resource, relies upondbelar departure of flows to restore resource.
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AC Algorithm | Expl Expla Exp2 Exp3 Exp4 Exp5 Exp6 Exp7 EXp8
AC-ST 26.1 6.7 213 395 17.8 87 246 64.0 526
AC-AR 27.4 152 244 499 124 160.8 8.8 56.8 50.0
AC-CB 26.5 151 259 56.3 645 215.1 6.5 525 455
AC-MS 29.1 6.3 244 36.0 523 2057 221 656 59.9
AC-MPFE 349 170 318 36.9 721 1814 101 744 582
AC-MAE 35.5 99 357 211 151 1918 106 758 51.8
AC-MVE 350 124 30.6 323 336 199.6 134 739 596
AC-KQ 345 118 320 39.2 338 2224 119 726 547
AC-GT 21.2 73 289 116 102 1200 118 61.6 3B.9
AC-LBE 41.3 186 356 456 250 140 16.7 498 74.7
AC-T 43.4 171 428 21.6 53 30.6 157 519 52.6
AC-PRA 27.6 4.8 27.1 9.9 5.9 84 714 1874 32.9
Table 5.2: Stabilisation period (seconds).

Experiment| Sources Summary

Expl TP10S1 2-state Markov ON-OFF

Expla TP10S1 2-state Markov ON-OFF (more flow attemp

Exp2 PP10S1 2-state Pareto ON-OFF

Exp3 RP10S1 LAN

Exp4 VP25S4 Video

Exp5 RP10S1/VP2554 LAN with Video (long flows)

Exp6 RP10S1/VP2554 LAN with Video (short flows)

Exp7 EP6S480k/VP64S64/VP64S23 LAN with Voice

Exp8 VP64S64/VP64S23/IPbg Voice with LAN background

Table 5.3: Summary of experiments
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For each experiment, the MBAC algorithms were configureetarn a similar loss ratio around
1 x 1073, The appropriate parameters to use for each MBAC algoritiach &iready been
established through the experiments of Section 5.3.2.

Table 5.2 gives the time before a stable number of flows-oggass is settled on. Results for
AC-PRA are added for information; while this algorithm abes a far lower number of flows
in progress and no loss-ratio, this set of values give amgimsnto the process of flow-attempts.

Table 5.3 provides a summary of experiments for the conveeief the reader.

Clearly, some of the experiments have consistent resudiisathpear to depend solely on the
arrival process of the flow attempts. This is particularlyio@able when the stabilisation periods
for AC-T is similar to that gained for the MBAC algorithms. Nible exceptions are: AC-CB,
which consistently has a smaller stabilisation period #nanother algorithm for Exp6 (LAN and
video traffic over short flows). Aside from a different estiimaa major difference in the AC-CB
is the use of the back-off policy, P-BP. This policy is usedambination with an estimator that
incorporates the characterisation of the flow to be admittedppears that this policy interacts
well with the combination of traffic for Exp6. For Exp7 (LAN drvideo traffic over long flows)
all algorithms performed better than the AC-PRA. This iséaese of the significant difference
in bandwidth requirements of the two flows being multiplexé&tie AC-PRA can only admit a
few large flows and then must restrict itself to the admissibtine lower-bandwidth voice calls
to make-up the remaining bandwidth. By restricting itselfféwer of the flow attempts, the
stabilisation is slower to achieve, dependent as it is omtheal process of the smaller flows.

The two algorithms: AC-MAE and AC-MPFE have a significantigter stabilisation period for
the Exp6, yet for other experiments carrying the less-mtadie IP traffic (Exp7 and Exp8) they
offer no advantage.

On the basis that the admission rate was having a signifi¢katt @n the stabilisation period
and may be providing an upper bound this period, a differemt-flate was attempted for some
experiments. Expla was a re-run with a mean rate of 100 flomedsrper second. In all other

ways the experiment was the same as for Exp1.

While the stabilisation period for some algorithms is higimfluenced by this change in the rate
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of flow arrivals, the reason is not clear. AC-ST, AC-MAE and-MsS stabilise faster but do not
share a common admission policy. Additionally, the effefcth@ measurement period on both
estimator and policy, as noted in Section 4.3, should no#ggected. When experimenting with
the high-attempt rate (Expla) it was recorded that the AGg§®rithm stability is achieved in 5
seconds when the measurements are taken over 131 ms butéridsavhen the measurement
was taken over a 3.9 ms period. These results illustratentperitant relationship of factors such
as flow-rates on both estimators and policy and thus ovetalilgy. Due to the complexity
of the relationship between the tuning parameters for eachaAd the flow-arrival and flow-
lifetime processes, simple numerical comparisons of ksaltion time may return little useful

comparative data without an exhaustive multidimensiotual\s
Policy Stability

AC algorithm results of the previous section hint at the img@oce policy plays in the stable
behaviour of algorithms. Results in Table 5.4, compare teamflows in progress achieved by
each admission policy. Measured continuously throughoeitetxperiment, the resulting mean
flows-in-progress, along with figures for the coefficient afiation, and the 95% confidence
interval are contained in this table. Such figures allow a eueal illustration of the admission

characteristics of the algorithms.

The results of Table 5.4 were obtained using Expl with twéed#it periods. Firstly a mea-

surement was made every 131.2 ms, then the experiments ageated with a measurement
being taken each 3.94 ms. The use of two periods furtherawies differences between the
various policies when faced with differing offered loadsotBl how the variance differs between
most measurement-based algorithms when smaller measutrparéods are used, the exception
being the experiment using the pessimistic P-PA policy. dirbe recalled from Section 4.3.4,
this policy displays strong cyclical properties, depertdgron the measurement period. Clearly,
the smaller measurement period and thus smaller admisgme causes a significant increase

in the variance of the number of flows in progress.

For the combination of the E-IU and P-TO, Table 5.4 illusisathe dramatic effect the selection
of the measurement interval has upon this AC. The variantiesohumber of flows-in-progress
is very significant when the measurement period is long. Heweeferring to Figure 4.9 it can

172



CHAPTER 5. COMPARING MBAC ALGORITHMS 5.3. RESULTS

Period | Mean Coefficient 95 % Confidenge
flows of Variation Interval
E-IU with P-TO 131.2mg 78.2 7.2 4.2 x 1072
3.94ms | 92.7 3.4 2.5 x 1072
E-IU with P-PA  131.2 mg 66.4 34 1.6 x 1072
394ms| 741 4.9 2.6 x 1072
E-IU with P-BP  131.2mg 76.2 7.6 4.3 x 1072
3.94ms | 72.0 4.7 2.4 x 102
AC-AR (incorporates P-AR) 131.2 ms 66.3 8.1 3.8 x 1072
3.94ms| 61.6 5.5 2.3 x 1072

Table 5.4: Mean flows-in-progress statistics for algorithoficy combinations.

be seen that the variance is caused by a large number of adnsisgthin one measurement pe-
riod, and then a number of admission periods where the daceaged by this over-admission is
gradually eliminated as flows end and leave the system darpeyiod with no new admissions.
Following this, one would expect a smaller measuremenbdeas per the second example of
Table 5.4, to give a mean number of flows in progress tendinguds the threshold value —
instead, what is seen is a significant over-admission of fldWe reason for this over admission
is due to the significant variance in measurements made aeéra small period. Section 2.4
discusses the issues of measurements as inputs into aoimgssitrol and the subject of variance
is discussed at length. Examining the log files for this adiois process for a mean utilisation
measurement of 92.89 Mbps, and a standard deviation of M3, (assuming a normal dis-
tribution,) implies that at as many as 1 in 10 measurements ateor below the threshold of 70
Mbps. Even at the higher measurement level, such a signifircanber of results falling below
the threshold would account for the large number of admissaxcurring in the case where the

measurement period is small.

From these results, properties of the measurement suctedsrtgth of the measurement pe-
riod and variance in the measurements themselves have amtanprole in MBAC algorithms.
Analysing the results for the combination of E-IU and P-P#eads the relationship the measure-

ment period has with the P-PA policy.
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For the large measurement period, both Figure 4.11 and Tadldllustrate that pessimistic
admission policy forces the MBAC to have a much-reducedatian in the number of new flow
attempts that succeed. However, the reduction in variaddn exchange for a lower mean
number of flows in progress, indicating that in order to achia similar level of utilisation a

higher threshold value would be required.

Using a smaller measurement period means that the pessipeisoa of the P-PA policy will be
substantially shorter. When the mean number of flows in @egimcreases, the variance in this
figure is also significantly increased. The effectiveneshefP-PA policy is impaired when the
measurement period is, as in this case, substantially entafin the rate at which new flows are
attempted; such a situation eliminates the advantage sfmpesn gained from the P-PA policy.

For the P-BP policy, Table 5.4 reveals that a change in thesamement period does not make a
significant change in the mean and variance. The small changgiance is possibly due to a

speedier reaction of the algorithm because of the smallasarement period. This speedier re-
action is possible because the algorithm compares thehibiceagainst a more recently updated

value of the current utilisation.

Finally, Table 5.4 illustrates how the timescale of measuaet affects the AC-AR algorithm. For
this algorithm the mean number of flows would be expectedittesgose to 60 flows per second
(70 Mbps is the threshold and 10 Mbps is the peak-rate for #aahgiving a pseudo-threshold
of 60 Mbps. Given that each flow has a mean rate of 1 Mbps, appetgly 60 flows are
expected. Note that for the experiments conducted at a highof measurement, the number of
flows more closely approaches this anticipated value of 6pMIbhe reduction in variance (and
subsequent stability of the overall system) is also a redtitte smaller measurement period. The
reason is that this algorithm does not account for the effadtiple flows have when admitted
in one measurement period. The only test performed is thasflgill be admitted if the current
measurement plus the peak flow rate are less than the thdeskiub means that if several new
flows attempt admission during the same period each will eitheld. When the measurement
period is reduced, approaching the mean interval betweandttempts, the potential for over
commitment due to multiple flow admissions in one measurémerniod is reduced. For the

policy of the AC-AR algorithm, measurements over smalleiquis are better; whereas for the
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P-PA policy measurements made over a period less than the fie@aarrival rate will impair

performance.
Repeatability

Previously the stability of a system has been shown as aitumof the policy and the esti-
mator and dependent upon the interaction between themleSiahaviour leads to repeatable
behaviour and the repeatability, (the capacity with whioh2& will provide the same results

given similar conditions) is examined in this section.

A simple test of repeatability is performed: each AC alduntis run 100 times against a simple
experiment (Expl) and the variance of recorded loss-ratean flows in progress and mean line
utilisation is reported. Table 5.5 records the resultingamand coefficient of variation for each

of the loss ratio, mean flow-acceptance and mean line-atiis.

To aid comparison and reduce errors representing such msithées table records the statistics

of the negativéog of the loss ratio.

AC Algorithm | — log( Loss-Ratio) Flow Acceptance | Mean Line Utilisation
Mean Coefficient of Mean Coefficient of Mean Coefficient of
Variation Variation Variation
AC-ST 9.577 10.1 0.742 3.2 0.708 3.3
AC-AR 9.362 9.1 0.743 2.6 0.710 1.8
AC-CB 9.513 9.5 0.745 3.0 0.709 1.6
AC-MS 9.929 7.2 0.750 3.2 0.745 1.6
AC-MPFE | 8.653 4.0 0.786 3.2 0.782 1.4
AC-MAE 9.294 4.1 0.766 3.0 0.735 2.2
AC-MVE 9.329 4.7 0.764 3.2 0.759 3.2
AC-KQ 8.588 9.6 0.751 4.5 0.743 3.4
AC-LBE 9.246 7.5 0.704 4.1 0.697 3.2
AC-T 9.665 5.3 0.786 7.2 0.748 6.2

Table 5.5: Repeatability Results.
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The results of Table 5.5 do not contain any significant sagwiexcept perhaps for the degree
of uniformity across the range of AC algorithms. While direximerical comparison is less
informative, the coefficient of variation highlights seakareas of interest. The uniformity of
results supports the conclusion that that the issue of tap#ity lies as much with the flow

arrival and flow departure characteristics as with the A@athm in use.

The AC algorithms that exhibit large variance in the losserg AC-ST, AC-AR, AC-CB, AC-
KQ, and AC-LBE) will also admit flows in bursts. This is becausone of these algorithms
implement any sort of pessimistic admission policy leadimdpotentially) many flows being
accepted during the course of one measurement period. Howelile only the loss may vary,
the AC-LBE algorithm shows significant variation in the flowcaptance ratio. This implies
that in any one experiment only AC-LBE may exhibit signifitaifferences in the resulting
loss-ratio. For AC-LBE, this may be because once the estimfthe system loss has been
made, changes to its value will take successively longet@mgkr periods of time to impact the
estimate. The AC-LBE is acknowledged as being a simple imptdgation. This may indicate
it requires further refinement in the form of an upper limit e amount of system history

maintained.

These results indicate an equivalence in the AC algorithimsnat comes to repeatability while
results from the stability section show selection of the dldenission policy is the overriding
issue. The results reinforce the importance of the othémrihces between AC algorithms, such
as the control over the algorithm and the resource overhafaelsch algorithm.

Resource Overheads

In this section the resource overheads and implementabimplexity of each MBAC algorithm
is examined. Following this, the impact of implementatrequirements of one particular esti-

mator (E-MPFE) is examined in depth.

The computational overhead of each admission control glgorforms an important point of
comparison; each algorithm will require time to perform gfodicy and to calculate the estimation
of traffic characteristics. In Table 5.6, these time periads given for each algorithm using a

sample run against Expl. The results for Expl are presesteepaesentative of runs against
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each of the experimental configurations of Section 5.2.

As noted in Section 4.1.1, AC algorithms are constructechfommbinations of policy and esti-

mator. Section 4.4 notes in the discussion for each AC algorhow each implementation may

take the form of a front-end only system, or a system based apoombination of front-end

and back-end processes. Table 5.6 reflects whether thegtiisifor the front or back-end as

appropriate.

(D

Algorithm Mean 95 % Confidenc
Deviation Interval
(milliseconds)
AC-PRA 0.3 0.132
AC-ST 30.6 1.804
AC-AR 31.0 1.811
AC-CB 37.8 1.546
AC-MS (front-end) 3.0 0.634
AC-MS (back-end) 87.4 1.010
AC-MPFE (front-end) 11.0 1.203
AC-MPFE (back-end 131.2 0.046
AC-MAE (front-end) 0.7 0.308
AC-MAE (back-end) 75.4 1.111
AC-MVE (front-end) 5.7 0.899
AC-MVE (back-end) 0.2 0.002
AC-KQ (front-end) 12.6 1.155
AC-KQ (back-end) 80.0 0.032
AC-LBE  (front-end) 0.8 0.313
AC-LBE  (back-end) 36.7 6.340
AC-GT (back-end) 27.8 0.097
AC-T 0.2 0.181

Table 5.6: Time taken in AC components
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Several algorithms do not lend themselves to a strict séparaf policy and estimation. AC-
CB and AC-ST use a current measurement of the line utilisatitowever, this does not imply
an estimator solely working to extract measurements of ithee utilisation as the use of these
measurements is a function of the flow-attempt arrival pgecét is because of this that several

algorithms in Table 5.6 have front and back-end componehtewnany do not.

The results obtained, shown in Table 5.6 are interestingtdrast with the theoretical estima-
tions of the overheads of algorithms presented in Table#h2.overheads of estimator E-MPFE:
O(N M) for memory and computation become clearly illustcate Table 5.6. However, the com-
putational requirements should be noted in any of the coatjaually expensive algorithms. In
AC-KQ, there are significant requirements in both the fromtt hack-ends of the implementation
— while for most AC algorithms the front-end commonly onlyplaments the admission policy,

for this algorithm a significant part of the total estimatoplaced into the front-end as well.

Clearly, the computational limits of an algorithm will hageserious impact on the nature of
results. While the resolution of measurements may need t@hehigh, if a computation will
take many times the measurement period, it may be necessamnyytsupply the computation at
a lower rate with batches of measurements rather than antamis stream of measurements at
the rate at which they are made.

Overheads for AC-ST, AC-CB, and each of the back-end AC implatations is the time taken
to receive a measurement. While a possible contributordo/éiniance of each implementation,
in most cases the time taken to retrieve a measurement magrisedered a flat rate overhead.
However, because most components of the test environmeasrprocesses on quiescemtii
machines there is potential for interference and thus aatian in the time taken to extract
measurements from the switch even for these, simpler, isthgas. However, an estimate of the
contribution made by the measurement system can be madeafromimal MBAC algorithm
such as AC-ST. Aside from a decision (to admit or not), theettaken for this algorithm solely

consists of that taken to extract a measurement.

The difference between E-MAE and E-MPFE are well emphadigdtiis table; the availability
of estimates in the per-flow estimator, as used in AC-MPFEKknd), is very low at less than

6 estimates per second. This would imply that an AC based tipsrestimator and using the
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pessimistic policy P-PA would severely impede the adméenf high rates of admission. Addi-
tionally with nearly 175 ms between estimates, there is arpptential for admission decisions
to be made based upon incorrect characterisation of themutraffic flows. In theMeasure

estimators the block lengthis the tuning variable used to characterise the measuriid tréhe

role of the block length in the behaviour of the AC policy isdmpusurped by the time taken to
perform an estimate of the current line utilisation. Thefpenance of no other estimator em-
phasises the importance of not a high but an appropriaté dééyeerformance in the estimator.
Should this estimator be relied on for traffic that variesr@rily over much longer timescales
then such a long computation period would be less import&uoit, because the computation
period is significantly slower than the mean period betwesm fhiow arrivals (e.g. Expl), this is

serious cause for concern.
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Figure 5.10: Loss ratio versus block length for two impleta¢gions of theMeasureMBAC

algorithm.

Using the AC-MAE and AC-MPFE algorithms as examples — Fiduf® shows the loss-ratio
plotted against a range of values of the block factopf the estimator for that algorithm. The

reason for the ‘maxima’ features may not seem clear — why Ishttve measured loss-ratio de-
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cline as the block length increased beyond a certain valle?dason was the use of pessimistic

admission policies, P-PA.

Both AC-MAE and AC-MPFE, incorporate pessimistic admisgimlicy P-PA that assumes an
incoming flow is transmitting data at the peak-rate declavedn the flow was attempted. The
algorithm will continue to assume the new flow is transmgtohata at the peak-rate until the
next estimate is available. Before the availability of a nestimate, the MBAC will add to
the currently available estimate the peak-rate of the neghablished flows. This peak-rate
component is removed once the new estimate is availableg #ire new flow will now have data
as part of the most recent block length If the block lengthr is significantly longer than the
period between which new flow attempts are being made a pissigig@gorithm will turn away

a significant number of these new flow attempts. This effectants for part of what we see in
Figure 5.10.

Once the values of the block lengttare greater than 100 ms, (the mean rate at which flows were
arriving for the experiments of Figure 5.10), the algorithetomes increasingly pessimistic. As
the algorithm becomes increasingly pessimistic, the lags drops as fewer flows are admitted
by the MBAC algorithm.

As the block lengthr decreases tec 100 ms, the number of flows can be increased without
the pessimism policy overly-affecting its behaviour; than clearly be seen in the results for
AC-MAE of Figure 5.10. In contrast to this behaviour, AC-MP Figure 5.10 displays quite a
different effect. When the block length is greater than 1@Qtime algorithm becomes pessimistic
and the response curve reflects fewer concurrent flows withwerl loss ratio. In contrast to
AC-MAE, the loss ratio to block length relationship dispdagy larger loss ratio across all block
values and as the block-length becomes smaller, the ltissredationship diverges from that
of the AC-MAE curve. As the number of flows increases and tretha block-size decreases
the performance of the algorithm deteriorates. The reafumthis are in the nature of the E-
MPFE estimator and in its implementation: this topic wikeese specific attention following a
comparison of the performance of algorithms.

As displayed in Figure 5.10: the difference in behaviour efIEE and E-MPFE significantly
alters the behaviour of the AC algorithm. The per-flow eston@amplementation has a slower
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calculation period than the estimator based upon aggregedsurements; this can introduce sig-
nificant errors into the estimation of effective bandwid®rincipally these errors occur because
the calculated estimate is working with data collected,\@rage, 160 ms before the estimate is
finally available. It was noted in Section 2.4 how the randanable nature of measurements
can cause certainty-equivalent algorithms to give podioperance. What is seen here is an ex-
pansion of this effect into the calculated estimations:amy do the measurements encapsulate
some figure of deviation but the delayed delivery of theseréiguo the estimator and variable
time for estimation causes a significant deviation in thevese itself. As a result, the traffic
of new flows may not form part of the mix measured and an ungmeate will result. Incor-
rect (under) estimation of the effective bandwidth requieats would be a direct cause of the
results seen in Figure 5.10. The reason that this systemmbdehow an underestimation is that
the MBAC algorithm will greedily admit flows if the current lcailation of effective bandwidth
will allow it — in this way the ‘greed’ of the admission procewill maximise the impact of

significant variance in the measurements, or estimate.

The performance of an implementation does not simply depenthe speed with which Equa-
tion 4.4 can be calculated. For the implementation based ppoflow measurements Table 5.7
reveals a great deal of information about how the time is uisede estimation of an effective
bandwidth. Data management involves the summing ofor each flow into the singlé,, the
input of Equation 4.4. This task is slow to perform becauseduires a large amount of infor-
mation to be manipulated with each set of per-flow measuré&nérhis information indicates
which flows are active at the time of the measurement. Chgdkia validity of each block for
each flow accounts for a significant portion of the ‘data managnt’ entry in this table. The two
items of this table account for 93.5% of the time requiredatrglate the effective bandwidth
estimate. No other single component of the per-flow estimatoounts for more than 0.1% of
the total time. Any reduction of these components standsttom significant improvements in

the speed at which estimates can be made available.

Table 5.7 shows that, for a E-MPFE estimator based upon psrriileasurements, a significant
time is spent managing the per-flow data including validatimreasurements and summing this

data intoX, terms.
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Module % of time
Calculating they"}. | e/ 19.3

term of Equation 4.4

Management of per-flow data: the 74.2

conversion of observations infb,

Table 5.7: Top twdMeasureestimator modules listed by the percentage time used ineited-r
culation of an estimate.

The speed of the per-flow estimator is influenced by the nurobactive flows at any time. The
greater the number of current flows then the greater the nuwlbsamples to be summed to
create each\,. As a result, the greater the number of concurrent flows, dredue to flows
with particularly small traffic requirements, or due to thféoagency of an algorithm producing
a smaller per-flow estimate of utilisation, the slower thieeive bandwidth estimate will be
calculated.

In addition to the number of flows, the time taken by both pewfaind aggregate algorithms
will be directly proportional to the number of block&, The longer the history, the motg,
terms and thus the longer it will take to calculate an effechandwidth estimate. The increase
in the calculation of th@:f:1 /Xt term is because compared with the aggregate algorithm, in
the per-flow algorithm there are mo#é, terms. The number ok, terms will relate directly to

the longest flow in progress.

Testing the premise that the estimates may be out-of-datetarontain measurements of traffic
from the most recently admitted flows, a comparison is cotetliof the same traffic type under
two different flow-attempt conditions. It is postulatedttfewer flow attempts spaced less fre-
guently would lead to better results, this would be becalnsalgorithm had, on average, more
time (between flow attempts) to obtain a sample of the cuftews of traffic and thus would be

able to calculate a more accurate estimate of the currdigatibn.

In contrast with the previous experiments where the meanaffiow attempts is 10 per second,
the mean rate is set to one attempt every 2 seconds. In oraeaitdain the same high traffic
load on the system the mean flow lifetime of a successful fl@&seconds. The AC algorithm
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will have access to an effective bandwidth estimate creasaty a larger sample of the current
traffic mixture, and as a result, it is expected that the meakloss ratio will be lower due to a

more pessimistic (and more accurate) behaviour of the AC.
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Figure 5.11: Measured loss ratio versus Block length ugwifj¢ type TP10S1 — a contrast in

flows-per second.

Figure 5.11, made using AC-MPFE, shows that the form of eacheds similar, but that in the
case where the number of flows attempted per second is Idvedngs-ratio results are smaller as
the block length is reduced. A conclusion from this is thatviewer flow attempts being made,
there is an improvement in the quality of effective bandWwidstimates available — as a result,
the CAC algorithm decisions give an improved measured atss.rAs was discussed above, the
improvements seen here are a combination, both of improstchates with additional time to
collect more traffic samples from which the effective bardiWiestimate is to be calculated, and
more time to allow for the improved estimates to be calculaed made available for the next

admission decision.

Alongside these algorithmic contributions to the ineffires of the E-MPFE estimator is the

realistic proposition that this algorithm is not implemeditin the most efficient manner possi-
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ble. Considerable time was invested improving the perforeeaof both the basic estimator and
the management of the per-flow data through code restragtamd the use of profiling tools.

Figures given in this section use the optimised estimator.

Algorithm Lines of Code| Difficulty to Implement
1 (easiest) — 5 (hardest)

AC-PRA 200 1
AC-ST 210 2
AC-AR 250 2
AC-CB 300 3
AC-MS  (front-end) 120 2
AC-MS  (back-end) 250 3

AC-MPFE (front-end) 200 1
AC-MPFE (back-end 2050 5

AC-MAE (front-end) 200 1

AC-MAE (back-end) 1500 4

AC-MVE (front-end) 200 1

AC-MVE (back-end) 300 1
AC-KQ (front-end) 200 4
AC-KQ  (back-end) 400 4

AC-LBE (front-end) 200 1

AC-LBE (back-end) 200 2
AC-GT  (front-end) 150 1
AC-GT  (back-end) 900 5

AC-T 150 1

Table 5.8: Implementation complexity given by the amountade in each AC algorithm and a

subjective assessment of the difficulty of making the immetation.

Any MBAC algorithm has a perceived complexity — the impleration of any complex algo-
rithm may have a significant code investment. Table 5.8 gimemssessment of the complexity of

the code for each MBAC algorithm implemented here. Thesdtseare based on the size of the
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code base and a subjective assessment of the difficulty gpékénimplementation. The values
of code size given for policies and admission algorithm®emngasses routines that would accept
(and reject) new flows and handle the departure of flows, batdbde does not perform any
actual measurement function. The layout of this table adleasy comparison with the entries in

previous Table 5.6 giving times of execution.

While it is important not to over-interpret these valuespadausion from the results of Table 5.8
is that the implementation of even the most complicatedralgo could be considered relatively
straightforward. In the context of switch/router softwawehich can run to many hundreds of
thousands of lines, the code investment in these algoritamet trivial but certainly minimal.

However, as found for the E-MAE and E-MPFE estimators, cadeadtention needs to be applied

to the implementation and a substantial investment in dpéition can be anticipated.

Discussion

In the presentation of the theoretical foundations of MBAGodathm and MBE, Table 4.2 on
Page 114 gave a summary of the measurement and long-termmneggairements of the esti-

mators.

Table 4.2 summarises an important finding in this work: wiifealgorithm based upon these
estimators may be better in theory — physical limitations/mreake it impractical. In contrast,
the simpler algorithms of AC-ST and AC-MS have openly left tomplexity of adjusting the
algorithm up to the user. Algorithms such as AC-MPFE with #uwantage of being able to
nominate buffer characteristics but requiring per-flow sweaments, may require too much in-
formation measurement, too much computation and have io dnistorage overhead to make
the current implementation effective for the tests it wascpt under. Figure 5.11 reinforces the
possibility that the nature of the experiments in this esibn may not be best suited to showing
the true potential of thiMeasureper-flow estimators. Due to the slow implementations, these
estimators may be better suited to utilisation estimatidaih & control over flows that is taken

over hours and days rather than minutes, seconds and tefaiezonds.

Algorithms of simple implementation complexity such as 88, while relying upon soma pri-

ori flow information to supplement its estimation, combine thith simple implementation re-
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guirements to give a potentially powerful solution to the MB algorithm problem. In this
way, such algorithms cover a middle ground that may provaieesuse in circumstances where
adapting the algorithm to changes in new flows is, at leasam, performed by the algorithm
itself.

While the computational requirements of any algorithm widce an upper limit on the number
of estimates that can be computed in any period; it was gldarstrated that the management of
measurements can have a greater effect on the computatiod pigan the estimation algorithm

itself. As general purpose computer systems see use as nitralgerocessors of routers and
switches there is a lessening importance of computatiovelheads. However, these require-
ments can not be considered insignificant and memory ispags;ular memory interconnection

with the measurement point is still an important resourdeusl from Table 4.2, the drawbacks

of a simpler algorithm may be overcome by its lower memory @il overheads.

Table 4.2 illustrates the advantages of the aggregateurerasnt approach of E-MAE over the
original per-flow implementation, E-MPFE. In addition teetlssues of measurement manage-
ment, there is the significant quantity of measurementstbeadtl to be moved from the statistics
collector to the component calculating the estimate. Foora garrying 256 flows and a block
lengthr of 440 s in length, 32 bit measurement made every 44@ill require over 2 Mbytes
per second be moved into the estimator for each port of thieBwior aggregate measurements,

this figure would be reduced to 9 Kbytes per second for the sagssurement period.

Measurements made using a 32 bit quantity are common in SNiMRementations [Case88],
although a greater quantity of data could be transferredgufgwer bits per measurement. Se-
lecting the correct measurement width is related to the mawi number of events that would
occur within a particular measurement period before a cauntap occurred. For example, in
a SONET OC-3 system, over 300,000 cell (packet) events mayrao one second, so for a
measurement period of 100 ms 16 bits would not adequatetgsept the potential throughput
in that period. However, if the measurement period was lpagr 10 ms, 16 bits would be am-
ple. Naturally if the measurement period is 10 ms then it suaged these results would require
transmission 10 times more often than those made over 10thmprecise selection of parame-

ters would need to be a balance between the bandwidth alesitatyansport measurements and

186



CHAPTER 5. COMPARING MBAC ALGORITHMS 5.4. DISCUSSION

the resolution of the measurements themselves.

5.4.1 Timescale

In this section the issues of timescale as related to MBAGrdlgns is examined. In particular,
the effect that the measurement period can have on admisskavior is demonstrated, and the
interaction between the policy of the MBAC algorithms anel plieriod over which measurements
are made is discussed.

3

1x10-

1X10'
o'l
%

$$$¢$$¢¢$

+

-5
1x10 |

Point per experiment+

Packet-loss-ratio for a buffer of 512 packets

-6
1x10

0.0001 __ 0.001 0.01 01 1 10 100

Period of instantaneous utilisation measurement (secondsstade)

Figure 5.12: Packet-loss-ratio versus period of instagtas utilisation measurement

The E-IU algorithm uses a single measurement as input; teigsorement is combined with
a threshold value. Because of its simplicity, the E-1U aiigpon makes useful illustration of
aspects of both MBE and AC policy. The E-IU algorithm, impkarted with policy P-TO, is

used to gather the results of Figure 5.12.

Figure 5.12 shows the achieved loss-ratio for a range of raxpats where the period over
which this single measurement is varied. Using Expl, eacth@fexperiments in this figure
was repeated using different measurement intervals. kfihure, each point represents one

experimental result, several experiments were run for @atire of the measurement period.
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From this graph, it is clear that as the period over which tistantaneous measurement is taken
approaches 10 seconds, the mean holding time of the incofltwgrequests, the loss ratio
deteriorates. Such a result can be predicted by the knowlt#dg as the measurement period is
increased, sharp short-term transient periods in the litisation will not be reflected in the line
utilisation measurement. Therefore, flows will be morelijk@dmitted when the traffic of those
flows cannot be supported at the desired loss-ratio. As tlesarement period is reduced below
2.25 ms, the buffer length multiplied by the transmissioeesj) the measurement is sufficiently
small that the algorithm may over-react to traffic fluctuaionormally absorbed by the buffer.
Such a conclusion is neither clearly supported nor cleajated by Figure 5.12. Measurement
below this period is unrealistic, overly interacting witlet physical limit of the test hardware,
particularly its minimum measurement period, the speedcoéss to the measurements. As a
result, any further work to investigate below this value ebrequire a new test environment or

different approach.

Summary

The intention here has been to discuss a comparison of atsolbSHBAC algorithms. How-
ever, unlike the comparisons of [Knightly98], [Breslau@f][Jamin97b], the approach here
has been to implement the MBAC algorithms in a purpose-besit environment that allows a
modular substitution of one MBAC for another between cootee test runs. The result has
allowed a high-fidelity comparison of MBAC algorithms, test each against real-world traffic
sources. In addition to comparisons of algorithm perforogafas measured by line utilisation
and loss-ratio), a comparison of aspects of the implemientatuch as algorithmic complexity
and overheads has been made that an implementation canrmpljf\sor ignore.

The comparison methodology was given in Section 5.2: Se&id.1 proposed a set of criteria
intended to duplicate common comparison practice as wealbagtrasting this with several new
approaches to MBAC algorithm comparison. The environmesed upon that presented in
Chapter 3 was summarised and the eight different expersneate detailed in Sections 5.2.2
t0 5.2.10. These experiments covered a variety of situstiath with full control of the network
and control in the face of background traffic as well as usimgde variety of traffic types such

as voice, video and IP traffic.
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Section 5.3 presented the comparison results. In Sect®h Baditional technique for compari-
son, system-wide loss versus system-wide utilisation kag la common technique for compar-
ing AC algorithms. However, this chapter identifies thatrsadoss-load curve is not exclusively
the result of an MBAC algorithm but rather is a characterisiétermined by the traffic in com-
bination with the network resources of buffer and link capacThis is an important issue as
it may invalidate conclusions drawn by previous authorsradixamination of such comparison
results. Further to this, conclusions from the loss-loaglits indicate that any AC algorithm
can be configured to achieve any particular loss-load restilthe risk of minimising any safety

margin required to overcome poor measurement assumpsach @s measurement variance.)

Alongside loss-load results, figures for loss-acceptarere whown, in itself the acceptance pro-
cess was shown to be a function of the AC policies and the fioiwah process. While the use
of loss-acceptance curves as a mechanism for differemgiag®C algorithms was doubtful, ar-
rival figures gave an interesting insight into the behaviduAC algorithms, acceptance policy

in particular for heterogeneous flow arrivals.

Section 5.3.2 illustrated the difficulties that exist dexehg a relationship between the AC algo-
rithm parameters and the resulting level of utilisationa®d ratio. The wide range of parameters
being dependent upon desired outcome, traffic charactsretd upon flow characteristics, was
illustrated for each MBAC algorithm. The importance of peutar parameter controls was noted
— in particular how uncalibrated parameters do not proviskrsi with any form of control while
values such as target loss or utilisation allow selection tdrget criteria that is more tangible
to a user. Many algorithms posses additional tuning parametiongside the primary control
parameters, the difficulties introduced by such paramgpengicularly in undesirable operation
were also discussed. A example common to all MBAC algorithitihé minimum width of mea-
surement, a parameter about which the authors of MBAC dlgos will make assumptions but

the selection of which is largely left as an exercise for thplementer.

The stability or response to change along with an examinaifdhe repeatability of outcome
of any particular AC algorithm was examined in Section 5.3I8 stability experiments the
policy in use was identified as a critical component in an Agbathm’s response to changing

circumstances, while little was revealed in repeatab#ixperiments leading to a conclusion
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that the repeatability of results for AC algorithms depenorenupon measurement and traffic

characteristics, elements common to all experiments, tintéime AC algorithm used.

Finally, Section 5.3.4 presents results on the resourceneaes and implementation complexity
of the AC algorithms. This section showed that, indeperig@ifthe elegance of an algorithm’s
theoretical structure, the difficulty in implementationght reduce its operational efficiency. A
simple comparison of implementation code demonstratetetima AC algorithm is only within
one order of magnitude of another in code complexity and aeriogal comparison of compu-
tational duration gives insight into the finite nature of qartation and the relative complexity

each implementation faces.

Following the results, Section 5.4 provides a discussiono¥ the experiments may be biased
in favour of or against a particular MBAC algorithm. The plog reality of an MBE, requiring
measurements that have finite properties such as the trasismitime between measurement-
agent and processing agent was highlighted. It becamethistzan MBAC proposal that may ap-
pear fantastic on paper could, due to implementation caimés; perform much more poorly than
a simpler approach. Lastly, the discussion centered upeinsue of timescale. Section 5.4.1
uses a simple estimator to reinforce how an AC algorithm maser a spectrum of timescales
from cell-multiplexing events through to flow-lifetime ews.

In the original intentions of this chapter, the ideal MBA@ailithm was sought. Through this
chapter it was illustrated that the wide range of MBAC altjon address a variety of needs cov-
ering outcome and accuracy as well as computational ovesreead implementation complexity.
As might be predicted, no perfect MBAC algorithm exists —vatrequirement to control events
at multiple timescales using only the ability to accept ggecenew admission requests, it became
clear that for such a difficult task each of the approachesstigated had unique advantages and
disadvantages. The very nature of the task set for AC algostwill result in any particular

offering occupying only a small part of the complete solaotgpace.
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Chapter 6

Dynamic Allocation of Resource

Introduction

Rather than addressing the issues of resource controlghribaw admission discussed in Chap-
ters 4 and 5, this chapter identifies the resource-managetoairibution that measurement-
based estimation can make through control of flow scheduliffgs chapter proposes using a
measurement-based estimator to provide differentiatettssy adjusting the service-weighting

on a queue scheduler.

Routers and switches that employed resource partitiosung}) as the division of link bandwidth
between different classes of traffic, have used a scheduéerfixed, as part of its algorithm,
the amount of the resource (outgoing bandwidth) to be aléuatto each class, e.g. [Clark92,
Floyd95, Stoica97].

As a result, traffic in queues that were not serviced coulditheedelayed or lost as the queue
filled and overflowed. In such a scheme the resources of bsfiface and the service-weights of
the scheduler were allocated according to policy e.g. baselsimple priority scheme or with

an assigned weighting based on the value of each traffic.class

In the current networking environment, changes in traffquieements have forced fixed resource-

allocation systems to require updating or to waste the megswof link bandwidth or buffer ca-
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pacity. Section 2.1.1 noted how the correct commitmentadueces can be unknown or difficult
to compute. It can require a configuration for either the Wwoese conditions or for a first-come
first-served scenario. The use of MBE, the solution embragettie AC community, was inves-

tigated in Chapters 4 and 5. Enhancing the performance ofires scheduling through the use
of an MBE is proposed in this chapter.

The remainder of this section discusses the role of a swhiatoffers service differentiation and
the objective of the approach proposed. Section 6.2 descabheduler requirements. Finally,
this initial section justifies the choice of MBE used in thepiementation of this chapter. The
implementation of this technique is presented in Secti@n $ection 6.4 discusses the approach
taken to produce the results of this section, identifyingvant parts of the environment pre-
sented in Chapter 3. The outcomes reported in Section 6iéaitedthe success of this approach
as well as identifying areas for improvement. Section 6gasses several matters that arose
during trials of the dynamic-allocation mechanism. The fafshese is a discussion of the inter-
action of elastic traffic sources with the proposed mecmahidlowed by a discussion about the
relationship that exists between the dynamic allocatiqr@gch, the MBE, and the session traf-
fic. Lastly, Section 6.7 summarises the approach taken andiftbs some of the problems with
this technique as well as noting potential approaches targpthose problems and directions
future work could take on this approach to adaptive schadudystems.

Background

This section establishes the environment in which a netwasikch offering service differentia-
tion would operate. It is proposed not as a catch-all answeutrent networking problems but
as a novel and unigue solution to problems arising from tis&reléo offer diverse and sometimes

orthogonal service facilities to a wide variety of traffipis.

The objective of any network supplying varied services aveingle network infrastructure is
the ability to guarantee differing grades of quality of seevto the network customers. The dual
approach of admission control and an appropriate scheglalgorithm has long been considered
central to supplying QoS in an integrated services netwery. (Hyman91]). Such approaches
are suitable forNTSERV's RSVP [Braden97] or ATM Forum’s signalling specificatioarsion
4.0 [ATMF95].
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However, an alternative method is sought that will allowghpply of QoS to traffic that does not
possess explicit flow admission and, thus, for which admissontrol is not available. Networks

wishing to provide QoS but without explicit admission cah@ire a central idea of the approach
of the differentiated-services network architecturerE3ERV [Blake98, Nichols98].

Each flow admitted using an AC algorithm (such as those desttin Chapter 4) is guaranteed
to receive the resources it requires. In contrast, flowsexin a differentiated services system
such as DFFSERV do not receive an individual guarantee of resources. ldst@guarantee is
made to the class of traffic to which that flow belongs. Theslafstraffic will receive all the
resources it requires but individual flow properties and floteraction will mean that the per-
flow resourcing will be only statistical in nature. At any &ma flow may not receive the resources

it requires although the aggregate of flows in the class so@ceive the necessary resources.

The example used throughout this chapter is a sioghe router which is assumed to handle
several classes of traffic. The classes themselves couldalssiftcations of service, as the
DIFFSERV model would propose — perhaps a combination of Olympic serwhich consists
of three classes: bronze, silver, and gold. Data using tludehare assigned to these three
classes so that the gold class experiences lighter loadttieasilver and the silver experiences
lighter load than the bronze [Heinanen99]. An alternatieedf offerings may be the combi-
nation of a high-throughput service, a low-delay (or delayiation) service, and a best-effort
service. This set of traffic classes is a combination of treuesl and expedited forwarding
classes [Heinanen99, Jacobson99b] with the current deéfdainet behaviour.

Figure 6.1 illustrates the hierarchy of flows, sessionssga and links used within this chapter.
This simple structure allows flexibility in the grouping obWs within sessions and of sessions
within classes of traffic. A link carries all data betweentshes consisting of one or more classes
of traffic. A class describes traffic with a set of propertiastsas a loss-rate or a boundary on
delay. A session carries a particular type of traffic. For lmly there are one or more sessions,
each session carrying one or more flows of traffic. A flow officakpresents the data transmitted
by one source along one link. Clearly, each session may caaryy flows and each link may

carry many sessions.

Justification for the common carriage of several differeaffic types has been seen with the
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Switch

Flow

Figure 6.1: Flow hierarchy

increasing popularity of the VPN. A VPN is the emulation of riavate data network overlaid
onto a public network infrastructure. For example, a conypaould contract with an ISP to set
up a VPN using the Internet to connect two geographicalpassted sites rather than set up a
dedicated WAN or use a leased line. A VPN can give the comgdangame capabilities at lower
cost by sharing its infrastructure between a number of e¢nsts. A VPN is commonly defined
as a mesh of endpoints with a given level of expected sendibe. Service Level Specification
(SLS) is a technical specificatibof the requirements of the network user. VPN services have
been available in various forms for an extended period oétand have recently received con-
siderable attention within the ATM, frame-relay, MultidRocol Label Switching (MPLS), and

IP networking communities [Fotedar95, Rosen99, GleesoR00ney98].

In previous work the use of measurement-based feedbackstst &s the provision of VPNs
has been examined in [Duffield99b]. Concentrating upon Wdltti-only provision of service,
this work showed that measurement-based estimates werefa gentribution as part of an
improved VPN provisioning mechanism. While the model pnésé in this paper allowed the

identification of required resources, this information wagd only when a new resource provi-

More properly, an SLS is the technical specification parthef tontractual Service Level Agreement (SLA)
made between a network provider and its customer; in additche SLS, the SLA also specifies details of cost,
renumeration in the event of failure and related materiatel@vant to the configuration of the VPN of this example.
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sion was required, although this work did prove that an MBRiMd@rove a useful asset in the

provisioning of resources.

In the technique documented in this chapter, both bandwidtihdelay constraints are considered
and the (re)allocation of resource is on a sufficiently-$rmalescale to allow either allocation
of unused resource or the appropriate withdrawal of resourdhe case of over-commitment.
Provisioning in this way would allow services sharing théwaek, but relying on uncommitted
network capacity, to be used by traffic that only has accesnvatl other users are serviced,

such as the not-quite Best Effort traffic proposed in [Catbé].

If the scheduler is to offer differentiation between traificust differentiate between each traffic-
type in the multiplex. An assumption throughout this workhiat the traffic is already classified
into its traffic-class. Such classification may occur irgroally in the request for a particular
grade of service for a new VPN or classification may be mad&giduy-packet at entry to the
network. A quantity of literature has arisen on the clasatfan of traffic and the techniques to be
used to ensure a router has enough information to assist inest possible scheduling decision,
(e.g. [Nichols99, Feng99a, Cao00]), although it is alsceapipt that there is still scope for future
research in this area.

In the proposed dynamic-allocator mechanism there is fegesaction between the classification
and differentiation performed by the scheduler. While tbleesluling requirements may be seen
to change, the classification of traffic is considered to basé performed outside the control
of the scheduler. Feedback from the classification, whileexplicitly dealt with, is assumed
to only take the form of configuring the maximum resources paiticular class of traffic is

permitted to consume.

6.1.2 Objective

The objective of this chapter is to show that differentiatedvice guarantees may be made for
combinations of bandwidth and the orthogonal guarantetssefrate and delay. While previous
work has shown this to be possible for strict AC (e.g. [El@b]), little work has shown that
such a system can be realised on current hardware while lablego adapt to changes in load

requirements. Combining an MBE with both an appropriateedakter implementation and con-
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trol of buffer sharing gives a realisable system that is ablgrovide the required differentiation

in services.

The solution proposed here of a dynamic allocator shares sommon objectives with pro-
posals to perform QoS-renegotiation in connection-bagstems. QoS-renegotiation schemes
adapt the QoS of a connection as required and release uneseaareces or request additional
resources on demand [Zhang95, Grossglauser97a). Thersystgosed here would also re-
allocate unused or over-committed requirements as dattayethe MBE. However, instead of
renegotiating the resources of an individual contractdyramic allocator renegotiates resource
of all the users of a particular traffic class.

6.2 Theory

The packet scheduler required for this implementation seused in Section 6.2.1 and pays
particular attention to constraints of delay and throughpthe topic of buffer management
has been an active research area, Section 6.2.2 highligis ef the directions development
has taken related to the dynamic allocator. Finally, Saec@®.3, building upon the work of

Chapter 4, outlines the choice of estimator for the impletaigon described in this chapter.

6.2.1 Scheduler

In order to provide agreed support of multiple sessions affitr over a common transmission
link, the bandwidth of the link must be divided between thifegent sessions. Section 2.3.2
presents a number of schedulers and discusses how the sirapleeduler to divide the band-
width in this way is the WRR scheduler. For the implementatiothis chapter, the scheduler
must able to bound the delay any particular session incuasldition to simply dividing up the
bandwidth resource. However, Section 2.3.2 notes that W&Rnot honour any delay bound.
This makes it unsuitable because the desired schedulermeuable to make delay-bounded
guarantees while still offering service guarantees. Thealidcheduler is one able to emulate
GPS scheduling. The GPS scheduler does not suffer unboulediggl constraints and is work-
conserving, minimising the waste of unused link capacitycldse emulation of GPS is limited
to packet networks that use a fixed cell length.
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Fortunately the test-environment around which the workhig tissertation was done is based
upon an ATM network. ATM networks use a fixed packet lengthhsouse of the GPS emulating
algorithm is allowed. A suitable GPS emulating algorithriMiE*Q+, proposed in [Stephens99].
The WFQ+ scheduler is implemented in the switch of the test-emwitent (described in Sec-

tion 3.3.1) providing an environment on which the dynamiodtor can be constructed.

Buffer Management

A scheduler will allow a network node to allocate link bandthi to each session. However, for
services such as voice, which is delay sensitive, bandwiaititrol is not enough. Buffering is a
mechanism that improves the loss-rate of both packet arat bwiltiplexing. Therefore, buffer

management provides the controls over loss while also colhiniy packet delay.

Control over the buffer (size) available to each sessiorgsiired if the implementation to pro-
vide resources for loss or delay constraint as well as linkdaadth, The hardware ([FORE98,
FORE99]) used in the test-environment performs VP-VC queuasing two levels of loss pri-
ority. This allows a flexibility in the buffering of sessions

It is possible to specify the depth of the buffer availableéch session. For delay-bound ses-
sions, packets that exceed a buffer threshold are discdndietbr loss-bound or throughput-
guaranteed services the arriving packets are marked ablelig be discarded if no further
capacity remains in the total buffer pool shared among sassiThis technique results in loss-
sensitive or high-throughput flows receiving additionaffeting for as long as the additional
packet arrivals do not impact on any other session. Thesesiessitive or high-throughput flows
may have an additional delay constraintimposed, which nedayniplemented with an upper limit

on the buffering of both marked and unmarked packets.

It is clear that the implementation relies heavily upon theilities of the underlying hardware.
However, given the ever increasing complexities of schaduwnd queueing disciplines available

in switches, such a reliance does not seem unreasonable.
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Measurement-Based Estimator

The potential result of combining an adjustable schedulén & form of buffer management
is to simultaneously offer delay-bound services, and lomsad services, as well as those with
a throughput guarantee. However, the task of computing fipeopriate size of buffers and
scheduler bandwidth falls to the MBE.

An ideal MBE would allow three critical resource computato firstly, a computation of the
capacity required to maintain a given delay-bound with @gigrobability; secondly, a compu-
tation of the capacity required to maintain a loss-rate ga@articular buffer size, and lastly, the
buffer size required to maintain a loss-rate for a given ddteervice which would be required
for a service with throughput guarantee. Additionally, #stimator must be adaptive so as to

avoid the need for a number of traffic-dependent configunatio

Estimators such dgleasurg(Section 4.2.4) initially seem ideal for the task becausg #re able
to combine a series of measurements with any two of the ingrgrpeters of buffer size, loss
rate, oreffective bandwidtlhnd compute an estimate of the third parameter. Howevehasrs
in Section 5.3.2, this estimator depends critically uporaffic-dependent tuning value the
period over which measurements are taken. Unlike othertgeihg estimators such as E-TG

(Section 4.2.8) no robust mechanism currently exists fonmating this value.

Estimators such as E-MS, E-CB, E-ST, or any estimator baped a bufferless model of the
network requires the computation of a complicated surfat&ting the desired outcome to the
tuning parameter for each traffic-type. Additionally, teigrface would need to exist in multiple
dimensions in order to account for changes in each of linldbadith, loss rate and queue size.
Currently E-TG (Section 4.2.8) is based upon a bufferlesdehiout it shows the greatest promise

because it is self-tuning and robust in the face of a largetyaof traffic types.

The E-KQ estimator of Section 4.2.7 is used as the MBE of thaégter. This algorithm relies on
little prior characterisation of traffic flows or criticaltiescales and is able to characterise traffic
over a range of time scales. In addition to requiring littex-gource tuning, this algorithm is
able to compute the minimum resource requirements of befir or link capacity for each of
the three situations outlined above. It is not ideal becé#usads towards overestimation of the
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upper bound based upon its measurement characterisatmmeudr, as is demonstrated in the
results section of this chapter, using a pessimistic coetpupper-boundary allows a substantial

improvement over techniques based upon the peak-rateatitdomf resources.

Section 4.2.7 outlined the E-KQ estimator, and this estmats represented in Equations 4.9
through 4.13, allows computation of an estimatefbéctive bandwidtfor a nominated loss rate
and queue size.

In order to compute a queue size for a given loss rate and Aplaaty combination, as would
be the case for a traffic-class with a guaranteed througlgoutation 4.48 — the admission test
of short-term traffic effects against the queue size — cansiee to estimate the queue capacity
g from the measured traffic envelop&, and the capacity' estimated using an equivalent
transform of Equation 4.49. The computation of the capatiansformed from Equation 4.49,
is given as

Rr + aigngor = C, (6.1)

where o,y iS given in Equation 4.10. A transform of Equation 4.48 gia@sestimate of the
gueue size by:
max T{kT(Rk + aghortor — C)} = q. (6.2)

k=1 127"'7

where Equation 4.12 defines the valuengf,.:.

By using the ability to nominate queue size and overflow podlig service allocations can
be computed for certain queue sizes. The ability to compuaeimmum buffer sizes from delay
constraintéallows the computation of service allocations treatingaberflow probability as the

same probability that packets will be delayed beyond thaydbbund.

For this implementation, previous experiences with adtiviler management in partially-shared
buffers (e.g. [Kroner91, Matsufuru00]) indicated that twnh an adequate differentiation be-
tween traffic, such systems are sensitive to the load of eaffltttype in the buffer. [Dovrolis00]
concludes that such systems are hard to tune, being highdytse to the actual threshold value
used.

2The boundary on the delay experienced through the bufferfamy packet in a flow may be considered as the
transmission time per packet multiplied by the capacityhefqueue.
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As a result, the approach taken here is different. The bifeng is not used as a principle
mechanism to differentiate one session from another. dastauffer sizing is used principally as
an upper-bound on the delay properties of traffic where gpate. If traffic is delay sensitive
it stands to reason that traffic delayed by more than a noedn@mnount has no value and that
traffic exceeding this delay ought to be discarded. In cahtthe traffic may not be discarded if
it exceeds the buffer thresholding values for flows that dbhawe an explicit delay constraint.
This approach makes available transmission capacity thatdshave otherwise been wasted on

traffic that was outside its delay constraint.

This scheme may be thought of as a form of work-conservatothe flows that have no delay-
constraint but non-work-conservation for flows that do hadelay-constraint. The link-capacity
that may be wasted on the delay-constrained traffic with gsakow too delayed to be of use are

used by the traffic that has no such delay-constraint.

Implementation

In Section 6.3.1 the representation of policy is discuskedddition to the data-structures hold-

ing policy, the handling of connection data is reported.

In section 6.3.2 the implementation of the dynamic alloc&alescribed. Using the WR+
scheduler (from [Stephens99, FORE98]) combined with aimesbr derived from the AC-KQ
MBAC algorithm ([Qiu98b, Knightly98]) and summarised incden 6.2.3, the implementation
is able to establish the requirements of current flow-agafesjand adapt the resource allocations
made to provide for those flow-aggregates as required.

Policy

A policy will arise to divide the resources whenever thera get of finite resources to be divided
among competing interests. This Section discusses agyfdabis policy implementation as well

as noting several areas where the current implementatigrobmaxtended with further work.

By default, the mechanism of the dynamic allocator groups-#ggregates into classes and a
set of default class-specific system-wide policies are @m@nted to provide resources for each

class. In addition to a set of system wide resources, spdioficaggregates may also elect
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classPolicie
None
Proportiona| / "gOId" "pl’iorityn;l
TargetLoss "silver"
TargetIPGoodpul\ "bronze"
"oremium® "loss™: < 1in5,000
i "priority":2
"buisness"
"economy"
"bps": > 100kbps "method": Proportional
"priority":1 "priority":3

"bps": > 25kpbs
"priority":2

"method": None
"priority":3

Figure 6.2: Policy structure defining default actions fonatsh.

special handling with a specific policy or set of policy-s®is. Such a flexible approach allows
the management of flow-aggregates with resource requirenteat do not correspond to the

system-wide class defaults.

A sample of default policy actions are represented in Figug In this structure the default
actions for four policies are definellone Proportional TargetLossndTargetlPGoodputWith
the exception oNoneeach policy has the default settings and actions defineddrsttucture.
This structure contains the initial behaviour when theeysis processing traffic of a particular
class. In this exampl€argetLossub-class “gold” gets a default target loss ratio of bettantl
cell in 100,000.

Policies are cascadable, in the example any connectiohsTasifjetLossub-class “bronze” use
the methodProportional Such connections would include the defaults for Breportional
method, e.g. option “mode” being set to “relative”. For thegortional method, absolute mode

would allow the specification of a dedicated quantity of Indndwidth while the relative mode
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Connection: (portin,vpin,vcin,portOut,vpOut,vcOut,contextld

=

sessions currentContextSpecification: b/w=leftover,buffer=512
policy:None
ID:1
ID:2 >
Connection: (portln,vpin,vcin,portOut,vpOut,vcOut,contextlf)
ID:3
currentContextSpecification: b/w=32144,buffer=1022

TargetCLR:"gold"

Connection: (portin,vpin,vcin,portOut,vpOut,vcOut,contextld)
currentContextSpecification: b/w=50000,buffer=1024
priority:1

policy:Proportional

Proportional:mode:absolute

Proportional:amount:50000

Figure 6.3: Structures held for each connection

would indicate access to an equal proportion of the remgibendwidth. The absolute mode
may easily allow an over-commitment of resources and isigemonly as an example of the

flexibility available.

The use of default-policy structures means little inforimaneed be carried for each set of flows.
The default policy will be the switch default and if the setflofvs requires special treatment,
perhaps “gold” service, it need only to be tagged as suchh &ags could be derived from the
traffic type in the case of multiplexed multi-media traffic foom the SLA with the customer

from whom the traffic arrived.

Information on flows is held in a structure such as Figure #i3,structure contains the physical
information for each connection (or group of connectionthim case of aggregates), along with
the current policy and the connection defaults for policy.

In this example three connections are given, each speciiggutlg differently. The firstiD:1
specifically uses thone(best-effort) policy whildD:2 specifies itself as “gold”lD:3 indicates
that its allocation is to be specifically made using Breportionalmethod in “absolute” mode

and that, using this method, a rate of exactly 50,000 pageztsecond will be allocated.

In a hierarchical classing structure (gold, silver and ze)rtraffic may need classification. For

example, a customer has an SLA that allows a certain amouwsdaf particular class of traffic
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— the traffic from this customer may require classificatiotoieach class as its SLA dictates.
Such classification of traffic is outside the scope of thisgpagthough classification schemes
are being explored within the context offlBSERV [Blake98, Nichols98] as well as outside the
DIFFSERYV system [Clark98, Feng99b, Cao00].

Policy systems have existed for a long time and a more-rezeannple for the Internet is the
Common Open Policy Service (COPS) [Boyle00b, BoyleOOatesyswritten to describe the
client and server service models in therBERV environment. A similar mechanism is expected
to arise for DFFSERV [Bernet99]. Such systems may specify the structure of pati@a mech-
anism that allows complex policy specification but using@nfal language to allow the system
to ensure internal consistency.

The prototype implementation here is sufficiently functibto demonstrate the dynamic alloca-
tor based upon an MBE. Currently, policy instantiationsglwith experiment configurations are
done using a general-purpose programming language ingetfdirectly with the network com-
ponents. This has been done to make experiment and policgraction as simple a process as
possible. Such a system is not suitable for a final implentiemta— extending and formalising

the policy language is an acknowledged area of future rekear

On an issue related to the formal policy processing mecharife nature of the dynamic alloca-
tor may mean that at any time the current resource requiresaa beyond the system’s ability
to honour them (perhaps beyond the ability to honour thesen@éments continuously or on a
statistical basis — the precise requirements may themsbk@art of the SLS agreement). Most
likely, over-commitment events would need to be analysatissically and if the occurrence of
these events is greater than a given threshold (e.g. amgtinlin a rigorous configuration or a
number of violations in a configuration that is tolerable wéls events) it would alert the network
provider over potentially chronic resource requirements.

6.3.2 Allocation mechanics

The scheduler implements a guaranteed fair-service qugadgorithm so the scheduler service
delay constraints are bounded and, being a work conserelmggsiler, unused link capacity will
not be wasted as they might in the non-work-conserving WRRdaler. The WEQ+ supplies
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Measurements Schedule weights

Estimator

Switch

Figure 6.4: Overview of automated weight setting

a weighted service for queued traffic with weights corresjiog to the amount of service (link
bandwidth) each aggregate-flow of traffic may use. The tasliof this scheduling algorithm
mean that, for the implementation, no regard need be givéretpotential delay of large weight
values. Additionally, because the scheduler is work cosisgr there is no wasted resource: the
scheduler will divide any unused resource among waitingugae The only requirement of the
system is to install suitable weights to allow the schedtdallocate the link bandwidth in the

first instance.

Figure 6.4 shows an overview of the implementation. Traffevihg through the switch is
measured as inputs for an MBE. Using allocation-policy ntated control parameters (e.g.
target loss-ratio, delay-bounds), the MBE computes resotaquirements for each set of traffic.
The available resource is then divided up using a weightkebwderived from these estimates and
each appropriate weighted value is then installed into tigck. This process is continuously
repeated, updating the weights of the ¥R values dynamically, when the traffic characteristics
change.

Two assumptions have been at the base of the implementateared here: firstly, for traffic
with a delay-bound, packets that fall outside the delayAooliave no value and may be dis-

carded, and secondly, traffic with an assured throughputlosstboundary have either a nom-
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inated delay-bound or minimal delay-bounds. Such simpglifi;mis mean that in parallel with
the adjusting of weights for the scheduler, a buffer managgracheme is used allowing some

control of buffer requirements for traffic with guaranteeds or guaranteed throughput.

This presumes that the delay-bound resources receivergearhaccess to the appropriate buffer
size (as limited by the delay bound) and are served at a retbyshe appropriate weight in the
scheduler) to ensure that the delay criteria can be met. Suwthass of traffic would not have
access to any additional resources as packets delayeddpsrlthran the maximum time spent in

the buffer would be outside the delay-boundary.

For the classes of traffic that require assured throughpatptiffer can be sized to ensure that
the minimum loss guarantee can be met with the guaranteeidseveight. In a similar fashion,
flows with a loss-guarantee combined with the delay-bouad§lating to a buffer size boundary)
will require that they are served at the appropriate seriate. All that remains is the process

whereby over or under-commitment is reconciled.

Figure 6.5 illustrates examples allocating link capacifje situation is assumed to consist of
three classes of traffic for which guarantee is mdge énd3) and a fourth class of traffic that has
access to resource only when it is unused by the other clabsdsest effortBE) in the diagram.
Figure 6.5(a) illustrates an example where allocationg fieen made to the three classes and the
left-over link capacity is made available to the 4th, BE sldga contrast, Figure 6.5(b) illustrates
an example where allocations have been made to the threseslast all the resources have been

required and as a result no link capacity is made availahilegdth, BE class.

In Figure 6.5(c), the allocations are computed but Classslahainimum commitment and this
requirement is served (in this example) from the left-ovkrcation that would have been made
available to the BE class. While such a minimum commitment beaseen to potentially waste
resource, such a situation may arise if Class 1 has a delayeb@ minimum service rate may be
needed to satisfy the delay constraints. A work-consersaigeduler ensures that while Class 1
receives its service guarantee, unused link capacity wilbe wasted but will be shared among
gueues with packets still remaining, such as the 4th clasthi$ way the minimum allocation
ensures the guarantee while the scheduler implementatismres a minimum of resource is
wasted.
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(a) allocation with 3 levels plus BE (b) allocation with 3 levels (no BE)

(c) class 1 with minimum committment  (d) under-committment shared among classes 1, 2 and 3

- Class 1 (unused but committed)

Class 2

Class 3

BE (Best Effort)

Overcommittment

\/

(e) overcommittment shared among class 2 and 3

Figure 6.5: Example (re)allocation of link capacity
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For the example shown in Figure 6.5(d), resource requirésrene computed with left-over re-
source shared among the traffic of classes 1, 2, and 3 as vile# BE traffic class. In an example
where each class has throughput guarantees, the policg ahiflementation is to share part of
the uncommitted resource among those classes with throtigljprantees. The precise control,
along with all other aspects of the allocation, is contebly the current policy. Resource real-
locations may be a system-wide default (e.g. equally-prtageed, or proportioned-relative to

an income-scale) or divided-relative to the current regmients of each class.

Finally, Figure 6.5(e) illustrates how a policy will allowe reallocation of resource in the event
of over-commitment. In this example the computed requimrgséor Class 1, 2 and 3 exceed
the available link-capacity. As a result the amount of resewver-commitment will need to
be shared among the traffic classes. Policy, either on the bhaslass-by-class or system-wide
configurations, can describe the mechanism used to shareuwei-commitment. In the figure,
Class 1 does not relinquish any of its resource requiremevtigde Classes 2 and 3 share the

withdrawal of resources from their original allocations.

The withdrawal of over-committed resources may, like tharsty of uncommited resources, be
based upon proportion relative to the income of each clasiseocurrent resource requirements
of each class. The precise approach for under or over-aitacprocedure does not need to be
permanently enshrined within the implementation; the dse set of policy instructions laying

out per-class and system-wide procedure allows flexibitynplementation.

Method

In this section the details of experiments, the results atiwlare presented in Section 6.5, are
discussed. Using the test environment modules outlinedhapr 3, the system of Figure 6.6 is
used for the evaluation of the MBE-based dynamic allocagmreme.

Most notably, the dynamic allocator has no control over tbe{ftjeneration process. Figure 6.6
illustrates that the dynamic allocator MBE, using measwei® of current utilisation, regularly
recomputes and updates the configuration of the switchliimgtahe latest configuration for

scheduler weights and buffer limits.
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Data Flow from source(s) to sink(s)

—

Traffic Generator

Traffic Generator7 ><

Traffic Generator

i

Collected statistics:

e.g., Queue length,

Packet rates

typically collected continuously,
switch/measurement equipment permitting

Traffic Generato
Controller

?

Flow

Dynamic-allocator

A

Measurement
Controller

Allocation
based on
Traffic Envelope

=

Generator

Figure 6.6: Test environment

In this framework, it is possible to start flows of traffic casigg of any of the traffic types in-
cluding model sources, video stream sources, pre-recdrd#it flows and actual elastic traffic
such as TCP/IP. Such flows are started and stopped withoudieatt interaction with the dy-
namic allocator. Such a circumstance is a duplicate of thigmmment in which this system may

be deployed.

Two configurations are used to illustrate the behaviour ef MBE-based dynamic allocator.
These include, firstly, one based upon Olympic differeptiaservice using three classes each
receiving a proportion of the available link capacity and¢candly, one based upon absolute
differentiated service where three different classes @slay-bound, one loss-bound and one
best-effort) share available resource. The precise canadigun of the policy is given with each
set of results. The network is similar to that of Section 5.2 dumbbell configuration with a

single constriction point at the switch. The link capacgyonfigured for 100 Mbps.

The network configuration is illustrated in Figure 6.7, asedobelow experiments using non-
elastic traffic are conducted on the configuration of Figur&&, while those using elastic
sources are conducted on the configuration of Figure 6. Hlgure 6.7(b) illustrates how the
configuration reticulates feedback for elastic sourceghedynamic allocation example each
class has access to its own buffer area in the constrainedtidin — in the unconstrained direc-

tion shared buffering is not an issue.
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Constrained
Source(s)  Link Sink(s)

(a) Non-elastic

Constrained
Link

O———CL

Source(s) ynconstrained ~ SINK(S)
Link

(b) Elastic

Figure 6.7: Dumb-bell network experiment configurations

209



6.5

6.5.1

6.5. RESULTS CHAPTER 6. DYNAMIC ALLOCATION OF RESOURCE

Results

The results of this section illustrate that the dynamicadtor is able to provide a differentiated
service with a range of guarantees without the need for fiXedation policy. This system is

able to use the resources of link-capacity and buffer-spapeovide a service to all competing
guality assurances with reduced resource waste. Impbytdnis system performs better than
best-effort by supplying differentiation, better than fixesource policy by adapting to chang-
ing requirements, and (in adapting to changing demandsardimallocation does not waste

resources in the manner that fixed resourcing policy does.

Section 6.5.1 reports results illustrating the operatibresource allocation policy. Section 6.5.2
presents results for a set of experiments providing quativé assessment of the performance of

the dynamic allocation mechanism.

Policy Operation

In this section, figures illustrating the operation of thadsnic allocator are shown along with the
operation of various of the policy resolution examples désed in Section 6.3.1. Using TP10S1
traffic, an example of the dynamic allocator in operationiigeg in Figure 6.8. The bottom
graph shows the current resource demand of the three pooeidiservices. The top graph shows
the allocation of the scheduler to each traffic class. At dank the current configuration of
the scheduler is illustrated — the subdivisions represeatseparation of scheduling resource

among the four competing traffic classes.

In Figure 6.8 it is clear that at 200 seconds, an increasedmrafjuirements for the Gold ser-
vice have (virtually) eliminated any left-over resourcet the 300 second mark, the resource
requirements of the Silver class have increased resultinige Bronze service being penalised.
Following a restoration in requirements of both Gold and/&ilservices to their former levels,
resource is automatically made available to the Bronzeieaand remainder is available for a
fourth service. It is quite apparent that any commitmentdena the Bronze service were not
sustained between 300 and 400 seconds although such dimpr@ervice may be part of the
SLS agreed to by the parties. The alternative for the provgjeapart from the provisioning of

a greater amount of resource over-all, to implement a i on the impact each service may
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have upon another. Because the allocation system is progahie, the process may incorporate
any procedure the policy dictates. It is easy to place anmppi on the allocation to any par-
ticular resource class and it is possible to change fromaipsed allocation as indicated here
to an allocation that follows the proportional schemes guieé 6.5(d) and (e) as appropriate.

As is illustrated by this example the scheme is able to opeaatrequired. The next section
details the performance gained for experiments run ovegdomperiods of time. These results
are compared with the performance gained using non-dynalieicator such as best-effort and

fixed-allocation resourcing.

Performance

In this section an example is given of the performance aelidy the sample implementation.
The dynamic allocator is configured with three classes dfi¢ctaone each of delay-bound and
loss-bound along with a class intended to use the remaiteftgover capacity. The dynamic
allocator was configured to reassess the current allocatiery 100 ms. The configuration of the
estimator had measurements made every 1.3 ms, with E-KQcwed so that the measurements
covered a period sufficiently large to sample beyond théaeation period® therefore providing

maximum protection from traffic fluctuations between consige allocations.

Table 6.1 indicates the set of traffic parameters for theetlmlasses of traffic used alongside
the parameters of each traffic class. A combination of a lefeydvoice aggregate with a high-
demand video aggregate consume the majority of the availzdgacity. The voice traffic op-
erates as a continual arrival and departure process afipttie test traffic the full dynamics of
a multiplex of voice data. The video data consists of founparent streams of VP25S4 (Sec-
tion 2.2.5). Starting at random (uncorrelated) locationthe video-stream this multiplex of four
streams of traffic provides the characteristics of highacaty, high-throughput users combined
with the statistical effects evident both in individualffrastreams and evident in a multiplex of
strongly structured data. WP10S1, traffic representing WWahisactions, is transmitted as the
3rd class. This class is elastic using the remaining, unoapdcity and as a result is affected by

the ongoing availability of capacity. For this traffic tyggerformance of the available capacity

3For the E-KQ of this algorithm; = 1.3 ms, T = 200, andM = 4.
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can be measured by the rate at which bytes of data are ablertarséerred between the elastic-

generator’s server and client; this performance figure vemgias thegoodputin the results of

Table 6.2.

Traffic

Flow Parameters

Policy

VP64S23

300 seconds mean hold time, lo
normal distribution, 2 flows per seq

ond mean, exponentially distribute

gDelay Sensitive:l x 10~° ratio for
-packets-delayed by 500 us (1st
dpriority)

6.5. RESULTS

VP2554 | 4 flows continuous Loss Sensitive Target loss ratiox

10~ (2nd priority)
WP10S1

10 flows continuous Remainder

Table 6.1: Parameters for traffic and policies of long deratiynamic allocator experiments

Aside from the goodput, Table 6.2 presents the achievedréigsfor the video stream traffic

and the ratio of voice packets delayed beyond the nominatiey houndary. This table presents
results gained using the approaches of best-effort, fixiedation, and the dynamic allocator.
The best-effort results were for a system that offered neiserdifferentiation between the three
different classes. Clearly the WWW traffic WP10S1 gainece#igat goodput at the expense of

the loss and delay of the video and audio traffic.

The fixed service allocation results gave the voice (in tkasngple the highest priority) all the
bandwidth required. The immediate result for the videdfizafias that there was not sufficient
bandwidth for an allocation that would satisfy the requiegns outlined in Table 6.1. Instead
the results show that the packet loss was substantiallyehitpan the desired target bfx 10—,

Finally, with allocations made for voice and video, thereswe bandwidth available for the

WWW traffic source and as a result no goodput either.

Finally, the the dynamic allocator results indicate thaw#s able to honour the policy agree-
ments used in this system. However, the delay/loss ratiobdth the VP64S23 and VP2554
are indicative long-term results and results on a smalfeesicale may indicate lower perfor-
mance. Additionally, for the dynamic allocator resultse terror margin on the packet-delay

figures as they were gathered is still quite hightdt2% with a 95% confidence interval for
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Traffic Results
Mean Utilisation Mean Allocation Performance
Best Effort (no service differentiation)
VP64S23 13.8 Mbps — 9.4 x 10~* packets-delayed
VP25S4 17.6 Mbps — 2.7 x 1073 packets-lost
WP10S1 10. Mbps — 4.4 Mbps goodpyt
Fixed Service Allocation
VP64S23 13.7 Mbps 39.3 Mbps 0 packets-delayed
VP2554 17.7 Mbps 60.7 Mbps 6.5 x 10~ packets-lost
WP10S1 0 Mbps 0 Mbps 0 kbps goodput
Dynamic Allocator

VP64S23 13.8 Mbps 27.6 Mbps 2.2 x 1075 packets-delayed
VP25S4 17.6 Mbps 71.2Mbps 1.7 x 10~° packets-lost
WP10S1 0.8 Mbps 1.2 Mbps 314 kbps goodput

Table 6.2: Results of long duration dynamic allocator expents

1 x 105 and+5% with a 95% confidence interval for the packets-loss fiduHowever, taking
into account the precision of the results gained, it may be#erwded that the dynamic allocator
prototype worked successfully.

From these results another important aspect of the dyndlo@asor approach is made clear. The
dynamic allocator is able to provide a service that is bdttan the fixed allocation approach,
providing both voice and video data with the desired condgiof loss and delay. Additionally,
by using the dynamic allocator in place of a fixed allocatjgmoyvision was available for a third,
best-effort service that used the left over bandwidth, gisemot provided for at all in the fixed
allocation approach.

4In accordance with the conclusions of Section 3.5.2, erpanis for these results were run for a sufficient time
to reduce the error due to sampling to less tHary% with a 95% confidence interval. The majority of the error is
assumed to be systematic in nature, following Section 3.5.4
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Discussion

Several matters that arise from the use of the dynamic dabo@ae noted here. Section 6.6.1
discusses elastic-traffic, traffic that is considered natspond as well to an MBE based upon
utilisation measurement. Section 6.6.2 reports on issitbediming of resource updates and po-
tential unwanted interaction between the MBE-based mesimand traffic for which resource
is being controlled.

Elastic Traffic

Elastic traffic has the potential to adapt to available resesi One result is such traffic will at-
tempt to use as much resource as is available but it may narbpatible with the dynamic allo-
cation mechanism. From the perspective of a dynamic alboedtempting to provide for a gold
or silver service carrying TCP, undesirable effects mayuobecause TCP depends upon packet
loss for feedback about congestion. The TCP protocol willseacongestion at bottlenecks in
the network (such as any node using the dynamic allocatah)tivé result that for a mechanism
computing a desired allocation based upon a loss-bountiterWIBE of the dynamic allocator
would continue to increase the allocation made availabtbdedraffic class carrying TCP. Any
active TCP flows would then increase its utilisation to matwod (newly) available allocation.
This process would continue until all available resourcegrie)allocation to the TCP class were
consumed, with the result that the TCP class would still lsaligh level of loss. Clearly this is

an example where loss results not from a poor MBE algorithtfriomn an inappropriate use.

An alternative approach to the problem would be to make a fatkxtation of resource to the
class of traffic carrying TCP flows. This idea is both simplel gmactical. Additionally, any
unused resource can be reallocated for use by the TCP flowsdaw/laen it's required. An
alternative suggestion, particularly when it is desirajoleattempt differentiated services on a
per-flow basis, would be to allocate resources to the clasging TCP flows based upon a basic

rate per flow multiplied by the number of flows.

Assuming fair TCP behaviour, such an approach would alloW Tidws to share the available
resource among themselves as well as providing an inherecthamism for concurrent flows in

the traffic class to consume unused bandwidth of that clagaeMer, such an approach has two
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drawbacks.

Before covering these two drawbacks it is worth noting taatliehaviour of TCP cannot always
be assumed. TCP flows are documented as exhibiting a pheoarnatked source synchronisa-
tion — a situation where the efficiency of an aggregate of flmwveduced due to a combination
of synchronised loss events and timer values common to nmapkementations. While propos-

als have been made to attend this problem (e.g. RED propog€tbyd93]) such mechanisms

are not universally available or appropriate. The sourceByonisation phenomena, which may
cause inefficiencies between TCP flows in an aggregate, somoéthing the dynamic allocators
mechanisms can attend to because the mechanism works av#het class-aggregate rather
than the individual (TCP) flow.

The first drawback of the static allocation approach towar@® would be that changes in the
number of flows would not be reflected in changes in the allona® solution may be to use the

number of flows present to compute an appropriate allocafisimple mechanism, such as that
proposed in [Morris00], caches TCP header information arrc®and destination to compute

an approximation of the number of active flows.

Measurements of utilisation of a limited number of TCP/IRvBawill produce informative results
on the activity of those sessions, such as the activity gysliegle web browser or an end-user’s
machine goes through. However, measurements of utilisatiof limited value when the flow-
aggregate being measured is made up of a number of TCP/IP. ffowaggregate measurement
is unable to discern if ten TCP/IP flows are consuming a sislgéged resource or if one flow is
consuming ten times the resource. This is a result of the [RGRéchanism that uses feedback to
regulate the utilisation of each flow. In the dynamic allocainstead of measuring the utilisation
(alone) it may be more informative to also measure the nurobiows present in an aggregate.
The TCP/IP flow regulation mechanism is unable to diffemstbetween packets being delayed
due to communications delay and packets being delayed ghgdntially unnecessary buffering.
As aresultitis desirable, by knowing the number of flows presn an aggregate, to compute an
appropriate (minimum) level of buffering that will preserthe flow throughput while minimising
unnecessary delay.

If it is assumed that a flow-aggregate consists of many sanatiusly-active flows: the dynamic
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allocator presented here has the capacity to place a delaydon buffers used by any particular

flow-aggregate — knowing an appropriate delay value enabiexppropriate buffer sizing.

If the dynamic allocator had access to additional TCP flownmfation such as the Round-Trip-
Time, the models of [Padhye98] or [Cardwell00] may be usedampute a more appropriate
value of link-capacity and buffer, however such a schemeldvaequire significant information
be extracted from the TCP flows themselves.

Finally, itis important to note that TCP does not respond tedeaky-bucket regulation [Sahu99]
because the achieved rate is not proportional to the assatedAdditionally, in some circum-
stances, the token bucket parameters have no effect onsbeedsate or the target rate is not
possible to achieve. Rudimentary experiments with an agdeeof TCP flows using a fixed al-
location of link capacity show that, while a strict formularcnot be derived, TCP is sufficiently
responsive to changes in the available resource allocttairthe dynamic allocator would work
sufficiently well. However, the work in [Sahu99] reinforcdee difficulties of constructing a
model upon which TCP goodput could be computed from TCP ttrput.

TCP in particular and adaptive traffic sources in generasgmean interesting challenge to the
ability to apply dynamic allocator techniques. Howeversateral levels — from a strict parti-
tioning through to a system incorporating flow-informatiensuch traffic is able to be incorpo-

rated into the dynamic allocator approach.

6.6.2 Timescales

The dynamic allocator incorporates a critical timescalee time between reallocation events.
There is a potential for elastic traffic sources to interaithwhis time-frame but by identifying
TCP flows as the most common elastic source, and identifyiagieed of special treatment of
these flows, the issues of timescale would not present thegirothat might be assumed at first
sight.

A link becomes clear between the characterisation of traffit the reallocation period. The crit-
ical timescale of the dynamic allocator (the time betweeafloeation events) is also the critical
timescale for traffic characterisation. While not a difficcnclusion, it is nonetheless important

to note that the measurement-based estimator must chagadiffic over timescales that in-
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clude the time between reallocation events. In the dynahucator proposed here, this is easily
done by appropriate configuration of the MBE parameters aimtguan MBE that characterises

traffic at timescales both greater and less than the reaidocperiod.

Conclusion

In this chapter a dynamic allocator was presented thatexdfelifferentiated service support to
traffic aggregates sharing a common switch and transmiseigte. Section 6.1 notes how the
approach presented here, sharing concepts in common vatidéa of contract-renegotiation
during a flow lifetime, adapts the current allocation of ne®es: buffer size limits and scheduler
service allocations through the use of MBE of resource meqguents. Section 6.1.1 notes that
while ideas of resource allocation and control through admn-control have seen little impact
on popular networks such as the Internet, the idea of ofjedifferentiated services to users
sharing common resource is still prevalent. The InternetFBeRV system is an architectural
proposal for providing QoS guarantees to aggregate trathesil In parallel with DFFSERV,
VPN proposals are intended to offer users network resowvitbsparticular characteristics (e.g.
throughput, loss or delay) available on demand. The dynafiocator presented here may be
considered as a proposed switch implementation of suchtectiral proposals. Section 6.1.2
notes that the objective of the dynamic allocator was to igiom guaranteed QoS to services
rather than a simple differentiated service.

Section 6.2 presented the background issues, includinglébisions affecting the choice of
scheduler in Section 6.2.1. Section 6.2.2 discusses thelaations arising in active buffer
management and the need for buffer management to ensureiggeielay constraints. Then,

the selection of MBE algorithm is outlined in Section 6.2.3

The implementation of the dynamic allocator is discussefiention 6.3 with the flexibility of
a programmable policy discussed in Section 6.3.1. The rmechaf the implementation were

covered in Section 6.3.2.

The environment in which the implementation was made wasudsed in Section 6.4. This im-
plementation, superficially similar to that used for theyiwas chapter, was used in the genera-

tion of the test results presented in Section 6.5. The pedzgwhich the dynamic allocator trans-
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fers resource from one traffic-class to another is illustlain Section 6.5.1, and Section 6.5.2
presents a set of performance figures for an experiment adedwver a longer lifetime. The
results are encouraging, illustrating that the dynamiacaitor provides a practical approach.

Section 6.6 gives a brief discussion of both elastic traffiarses (Section 6.6.1) and specific

timescale issues (Section 6.6.2) as these things relate dynamic allocator.

6.7.1 Future work

Problems still remain with over-allocation due to delay stoaints, however without the support
of a more complex scheduling algorithm [Sariowan95, S®i¢dhe approach taken — to allow
over allocation but enforce some sanity checking on thecatlon value — gave acceptable
results. Future work also remains in the policy implemeaatgtthe next natural course of work
being the use of a formal policy description language. Rméhe elastic nature of TCP flows
still requires further work, although Section 6.6.1 outran approach whereby these flows can

be accommodated in the dynamic allocator as presented.
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Chapter 7

Conclusion

This dissertation has presented a unique evaluation of MBKGrithms using a purpose built
test environment. It further presented a measurementdb@seroach supporting differentiated
services in a network switch. This chapter summarises th& vgaggests areas for further study

and offers concluding remarks drawn from the work preseitéldis dissertation.

Summary

Chapter 1 identified the importance of the Measurement-@&4anagement of network re-
sources. Measurements provide input to allow managemémttocharacterise unknown traffic
and to adapt to changes in resource requirements whilereongj to provide QoS commit-
ments. Embracing Measurement-Based Management in Aami€ntrol (AC), MBAC algo-
rithms have allowed minimal characterisation of new traffitevs, and adaptation to changing
flow requirements. However, there have been many MBAC algms proposals, often with
no clear differentiation between them. This has motivakedrteed for a realistic, implementa-
tion based comparison in order to identify an ideal MBAC aiidpon. Further, identifying that
the Measurement-Based Estimators as used in MBAC algasitheed not be tied to the AC
problem alone, one of these Measurement-Based Estimatased in an implementation of a
network switch that provides differentiated service wlatiapting to each traffic class.

Chapter 2 provided fundamental information on the contést® two approaches of this disser-
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tation. The evolution of network traffic and its charactatign is discussed. This gives insight
into the problem that has developed in the provisioning dfvoek resources. A wide variety
of network traffic sources, used throughout the experimehtkis dissertation, were detailed.
Background was provided for the management techniques opACket scheduling, and active
buffer management, as these network control methods weymented using Measurement-
Based Management techniques described in this dissertdtie nature and the use of measure-

ments as input to a management and control process werealsred in this chapter.

An evaluation environment was described in Chapter 3. Tingrenment allowed the unique
approach of the implementation-based comparison of MBA@rithms to be conducted under
controlled, repeatable conditions. Aside from a desaipbdf the structure and components of
the environment, an evaluation of the error margins anddimi the environment were also re-
ported. The environment provided an approach to the evaluaf MBAC algorithms that is
able to contrast repeated runs of the same MBAC algorithneuwarying conditions as well as
allowing comparison of different MBAC algorithms under rdieal conditions. An implemen-
tation based evaluation allowed comparisons to be conduateéer more realistic conditions
than those offered by simulation or an evaluation based lip&fsource model solutions, this
included real traffic loads, allowing insight into the op@yaal constraints and requirements of
each MBAC algorithm.

Ten MBAC algorithms along with five other AC algorithms wenegented in Chapter 4. Each
AC algorithm was decomposed into constituent policy antiregbr components. This approach
allowed common and unique elements of each algorithm andypt be identified and high-

lighted the existence of only five distinct policies shareabag the AC algorithms discussed.
The different requirements of Measurement-Based Estiraatere illustrated with a table of es-
timated measurement, computation and memory requiremiéatsher comparisons highlighted

those MBAC algorithms whose design makes allowance forahdam nature of measurements.

Chapter 5 presented results for an implementation-basetpaadson of MBAC algorithms.
Comparison results were reported for the traditional doteof system loss versus system load.
These supported previous studies that suggested suctsragaub function of traffic and network

resources and are independent of the AC algorithm. Thedoseptance function was shown to
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be useful to characterise AC policy illustrating behaviéar heterogeneous flow arrivals. A
unique insight into the relationship between control paters and each system was also re-
ported. It was concluded that while such control parametersmportant, they rarely provide an
AC algorithm user with any calibration of the control. Thesdwy architects of MBAC algorithms

of poorly defined parameter values was also noted.

This chapter went further into a stability study of AC compats and algorithms although the
stability was illustrated to be a function of traffic load amgasurement period rather than AC
algorithm. Repeatability studies of the outcome, througgeated execution of the same exper-
iment, were inconclusive but indicated great importancéhenadmission policy employed by
each algorithm. Finally, this chapter gave a unique insigtat the impact implementation may
have upon an AC algorithm as well as documenting the relativeplexity and computational
overheads of each MBAC algorithm. A discussion in Chaptestga the bias in experiments for
or against a particular MBAC algorithm as well as noting thatclearideal MBAC algorithm
existed. However, it was clear that the task demanded of @epproach has meant that any
algorithm may only occupy a small part in a total solutioncpthat includes: ease of opera-
tion, simplicity, negligible overheads of computation oemory, while still able to maximise

utilisation and maintain previously committed QoS.

Using an appropriate Measurement-Based Estimator testeartof the previous chapter, Chap-
ter 6 illustrated how this estimator combined with a sopb#ed scheduling algorithm and
rudimentary buffer control can implement a network swittiheato offer differentiated network
services. The Measurement-Based Estimator is able to geaestimates of resource (buffer
and bandwidth) requirements for each current traffic cla&so experiments were used to il-
lustrate the dynamic allocator in action. Firstly, supgortan Olympic service, distributing
link-capacity based upon class category, and secondlpostifor the demands of three services
with the different requirements of minimum delay, minimuos$ and a best effort service using
the remaining network resource. Such a dynamic allocatanigmportant approach towards
offering support for differentiated services in a networldahe approach here illustrates that
such a mechanism can adapt to changes in resource requtseewigite offering useful service

support.
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The work presented in Chapters 3 though 5 successfully agéddethe first aim of the disser-
tation identified in Chapter 1, namely the evaluation-basmdparison of a sample of MBAC
algorithms. To this end the evaluation has been conductdd avivide variety of traffic un-
der the conditions of a real network. By being implementatiased, each MBAC algorithm
was subject to the same constraints of memory and compntktiits as well as realistic ac-
cess to measurements. The resulting comparison hightighgeimportance of the timescales
of a network to the behaviour of the AC and indicated that meiBAC algorithms rely upon
timescale separation that may not exist in modern netwaifkidr Using actual implementation
has allowed insight into the impact performance has upoawehr — algorithms that make un-
realistic assumptions about measurement, memory or congpcwnstraints give a deteriorated
performance. It is common for this performance edge-cabe ttefined by the admission policy

in use although this assumption can not always be relied.upon

MBAC algorithms are not, however, seen as the only approathe management of network
resource, and more recently differentiated services baped the DFFSERV model have risen
in popularity. The second aim raised in Chapter 1 was adddessChapter 6 which adapted the
MBAC technology to an estimator suitable for computing tigaamic resource requirements of
orthogonal service demands. This estimator is able to geosiprediction of resource require-
ments of either buffer space or bandwidth.

Future Work

The comparison reported in Chapters 4 and 5 as well as themwitation of Chapter 6 give
significant scope for future work. Alongside such work thestson considers other approaches

of Measurement-Based Management arising from this dessemtthat are considered relevant.

Ideally, any future comparison work will broaden and updhtelimited number of MBAC algo-
rithms studied. The comparison criteria and environmeatlus this dissertation have attempted
to encapsulate a current (and predicteap-shobf network conditions and of the expectations
of AC algorithms. However, in the period over which this digation was conducted, network
evolution has seen the AC approach become less appealing,replaced by the service differ-

entiation ideas addressed by the implementation of Chépter

224



CHAPTER 7. CONCLUSION 7.2. FUTURE WORK

Any successful AC algorithm must account for the variatiantimescales present in traffic
and in the multiple timescales present in control over wisigbh management techniques must
work. Thus the AC-KQ and AC-GT algorithms, both incorpangtmeasurements made at many
timescales, had significant advantage. Future work for Afordhms may concentrate on en-
hancing the AC-GT to incorporate handling of buffers, pesh#rough application of large
deviation theory. An alternative is that of AC-KQ, while tédqng some parameter configura-
tion, offers another approach, providing a promising poétnn creating a hybrid of the two
techniques of AC-KQ and AC-GT. This would give an MBAC aldgbm robust across many

timescales and appropriate for networks with multiplexafféring.

The Measurement-Based Management scheme of Chapter 6 es@dsity a prototype system.
While sufficient to prove the power and potential of this systa number of open issues remains
before such a dynamic allocation approach can be enginéareeéployment into a production

network.

Due to the prevalence of TCP/IP network traffic, support fis traffic using a method of flow-
detection is of greatest immediate interest. This wouldvalsupport through the dynamic al-
locator of fine-grained differentiation between TCP traffiasses, thereby affording the direct
support to TCP/IP flows already afforded to other non-ataséffic types. The Measurement-
Based Estimator used in the current dynamic allocator msy laénefit from the AC revisions
proposed above.

A number of further research topics have also been raisedesudt of this dissertation. These
topics are considered now.

Another application of MBE is the area of QoS routing. In #ss00] it was noted that while
QoS routing is commonly acknowledged as important, few @sthave addressed the problem
of how to perform it directly. QoS routing is complicated tromly by the (potentially) diverse
range of requirements of each flow, but also the importancpro¥iding a tractable, timely
solution to the routing problem. Noting the difficulty inttoced by using dynamic computation

of traffic requirements, MBE may allow QoS routing to be pearied more simply.

A routing strategy presented in [KodialamO0O] places paththe basis of minimum interference
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with future routing requests. [Kodialam0Q] note the diffigusuch a system may incur with
differing, perhaps orthogonal requirements of flows suchaslwidth and delay — it is in this
area that an appropriate MBE may make a significant contabufhe approach of the dynamic
allocator of Chapter 6 may offer a suitable technique progjdhe information required by
this routing algorithm. Indeed, should the routing aldamitoperate upon a network of nodes
of the type of Chapter 6, the requirements of each flow is alsglto the routing algorithm in a
form (a buffer-size and bandwidth minimum) computatiopampatible with available network

resources.

Redundant routing could be provided by an approach that atespot only the primary paths
but redundant paths using the same estimates of flow-regaireand the minimum interference
routing algorithm. Alternative routes may be computed krtuting agent using a modified net-
work. Network paths may be considered unavailable andralte routing configurations may
be precomputed on this basis. Using regularly updated fexysirements, based upon the MBE
values, flows may be migrated in order to maintain a balantieds® minimum interference and
a maximum redundancy. In order to ensure computationakéity, network sub-netting may
be required to limit the number of flows, paths, and nodes foicivthe routing computations
need be performed.

Finally, for management at long timescales, network plagrias made some use of MBE, in
the form of traffic-traces providing characteristics offfiaflows (e.g. [Paxson95, Crovella97,
Feldmann98b]). [Gibbens00] showed how combinations afrmation derived from measure-
ments: flow arrival rates and flow holding times, can be comdbiwith traffic models to perform
a fixed-point analysis of a network. In the face of missinginfation and points at which
measurement is not possible, road-traffic engineers havel@®ed techniques to estimate this
missing information. Most notable is that utilisation amaje¢ctory information has commonly
been derived for the road-traffic fraternity using estiroatiechniques such as maximum entropy
methods [Ortlzar94]. Such techniques, using partial oreasents but supplying an estimate of
a complete (road) network’s operation, have the potergiptdvide network planners with infor-
mation about the utilisation of paths by estimating the iarigestination matrix of the nodes of

interest. These techniques have a great potential cotitibto make to network management.
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In addition to assisting the planning process, such estisnaf origin-destination and hence
trajectory in the network forms a complement to the work régab in [Duffield00], computing
the trajectory of data in a network for tasks such as faulation. Unlike [Duffield00], the
maximum-entropy approach uses the minimum of informatmedtimate flow trajectory. As
was noted in [Tutschku98], such spatial trajectory infatioracan be of critical importance in
planning and characterising mobile communications. Thusasurement based estimation of

this nature has great potential in the field of network plagni

Chapter 6 illustrated how an MBE may be used as input to enabletwork node to offer
differentiated service with a minimum of wasted resourc@agders 4 and 5 illustrated part of
the broad range of work on MBAC algorithms, using MBE to botla@acterise new flows and
existing flow requirements. In both these approaches MBEbkas shown as a powerful tool
for the characterisation of network traffic, able to chagase flows recognised as incompatible
with current traffic models as well as able to adapt to changéasffic. These abilities of MBE
will ensure the continued incorporation of this powerfubltinto network management over a

wide range of timescales.

Conclusions

A key property of measurement-based management is the wssiwfators that rely on little or
no a priori traffic characterisation. Practical measurement-basaa&®rs can be implemented
within the current bounds on memory, processor and measenmn effective measurement-
based estimator must characterise the sources acrosmedidales of relevance to the manage-
ment scheme — this means an estimator will commonly requité b significant history of

previous events and incorporate a statistical predictfidntare events.

Measurement-based estimation is both an adjunct to the liimadef traffic and a replacement
for it. Measurement-based estimation is able to providerdicoously up-to-date estimate of
resource requirements. In doing so, measurement-basedgmarent can perform tasks not
possible with resource allocation based upon stapcori characterisation — as was shown by
the dynamic resource allocator of Chapter 6 in this disteria

Summarising the finding of Chapter 5, conclusions based thmstudies of this dissertation for
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the selection of an appropriate MBAC algorithm are that:

e To be useful, an MBAC algorithm must offer some relationdig@pnveen calibrated controls
and the traffic behaviour, only a small number of the tested\@Bigorithms were able

to provide this.
e An MBE must incorporate allowance for the statistical natof measurements.

e The MBE of an MBAC algorithm must be matched to the task resgiirCommon MBE
offer high-precision at the expense of overheads such aputational speed, memory

requirements, or measurement requirements.

e Further to this, an MBAC algorithm, both policy and estintatoust be implementable
with realistic demands on memory and processing along vettistic demands of the

measurements required as input.

e Finally, for the particular case of MBAC algorithms, the joglperformed by the admission
algorithm plays a critical role in the behaviour and perfamoe of the algorithm overall.
The policy of an MBAC algorithm must not be neglected as itsadwéour often leads to
the difference in performance between MBAC algorithms.

The implementation described in Chapter 6, allows a set n€lesions for measurement-based

allocation of differentiated services to be formulated:

e Like the estimators of the MBAC algorithms, the MBE of the dymic allocator must offer

some relationship between calibrated controls and thiédifaéhaviour to be of use.

e The inherent reaction between closed-loop (elastic) traffch as TCP/IP flows and meas-
urement-based estimators make this traffic unsuitabledotrol through any sort of dy-
namic allocation system. However, a solution lies in thergnieeing of partial bandwidth
to such elastic flows based upon an externally agreed harchdtment.

e The dynamic allocator works with a primitive configuratiointiee MBE. This implies that

a faster, less accurate, MBE is able to provide a workabletisol and also implies that
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for overall system performance, the ability to correctlyimain current provision values

is more important than the ability to accurately charaggeshort term traffic events.

Further work with dynamic allocators on the relationshigvieen the size of the system and
the timescale of the allocation would better address thas finint, although the implementation

reported in Chapter 6 illustrates a working system.

It is the thesis of this dissertation that measurementébasemation provides improved perfor-
mance when realistic implementations are incorporateal gntrent management schemes and
that measurement-based estimation makes possible ngivajaranagement schemes that are

able to operate independently of traffic type.
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